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	Reason for change:
	 This CR is proposed to resolve the following two editor’s notes:
Editor's note:	The handling of the PEMC in 5GC in relation with PIN is FFS.
Editor's note:	The handling of PIN deletion/deactivation/activation is FFS.
About PEMC role in 5GC: For PEMC functionality of PIN management, the following definition and description in TS23.501 show that the PEMC is a logical entity which is de facto similar to a “PIN application” hosted by the UE with/without PEGC or a PINE behind a UE. 
· Definition: PIN Element with Management Capability (PEMC): A PIN Element with capability to manage the PIN.
NOTE 3: A UE that is a PIN Element may both act as PEMC and PEGC.
· Clause 5.44.1: A PIN includes at least one PEGC and at least one PEMC. The management of the PIN network and PIN Element (including the management role distribution between PEMC and AF) is out of the scope of this specification.
· Clause 5.44.1: PIN and PIN elements are managed by specific PIN element with Management Capability (PEMC) and by an AF if AF deployed. A PIN includes at least one PEGC and at least one PEMC. The management of the PIN network and PIN Element (including the management role distribution between PEMC and AF) is out of the scope of this specification.
· Annex P1: The PEMC and PEGC communicates with the PIN Application Server at the application layer over the user plane. The PEGC and PEMC can communicate with each other via direct communication using 3GPP access (e.g. PC5) or non-3GPP access (e.g. WiFi, BT) or via a PDU Session in the 5GS.
About AF functionalities: the AF can play a role for PEMC and/or application proxy. It is proposed to clarify whether AF is deployed or not is regarding to the PEMC context. 
About PIN deletion/deactivation/activation handling: since the PIN service is a subscription service for PEGCs, the subscriber can handle the PIN deletion/deactivation/activation using operator’s account and PEMC related traffic is in application layer, which is out of scope of this specification. 

	
	

	Summary of change:
	It is proposed to remove these two Editor’s note and clarify the followings:
· PEMC functionality of PIN management depends on PIN application implementation and is out of scope of this specification.
· Clarify the AF for FEMC role to add “if AF deployed for PEMC”
· PEMC or AF if deployed for PEMC manages PIN and PINEs using user plane traffic via available connections, including PIN traffic or non-PIN traffic, which is on top of available connections.

	
	

	Consequences if not approved:
	Cause confusion on PEMC role in 5G system.
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*******Start of changes*******
5.44.1	General
Personal IoT Network (PIN) provides local connectivity between PIN elements i.e. UEs and/or non-3GPP devices. PIN elements communicate using PINE-to-PINE direct connection (the connection between two PIN elements) or PINE-to-PINE indirect connection (the connection between two PIN elements is relayed via one specific PIN element and/or 5GS). The management of the PINE-to-PINE direct connection is out of the scope of this specification. For the PINE-to PINE indirect connection, a UE acts as the specific PIN element with Gateway Capability (PEGC). With the support of the PEGC registered to 5G network, the PIN Elements have access to the 5G network services and may communicate with other PIN Elements via 5GC. A PEGC may support multiple PINs.
PIN and PIN elements are managed by specific PIN element with Management Capability (PEMC) and by an AF if AF deployed. A PIN includes at least one PEGC and at least one PEMC. The management of the PIN network and PIN Element (including the management role distribution between PEMC and AF) is out of the scope of this specification.
The PEGC is a UE with subscription data related to PIN within the 5GS and may register to 5GS. The PEMC does not have subscription data related to PIN within the 5GS and behaves as normal UE if it is registered in 5GS. See information in Annex O for the relation between PIN and 5GS.
An AF for PIN may be deployed to support the PIN service. The AF for PIN may communicate with PEMC and PEGC via application layer for management of the PIN which is transported as user plane data transparently to 5GS. The 5GC is enhanced to support the delivery of UE policy related to PIN service for UE acting as PEGC (as specified in clause 5.44.3) and to support the PDU session management for PIN service (as specified in clause 5.44.2).
The support of 5G-RG as a PEGC is not considered in this Release.
******* Next Change*******
5.44.3	Session management enhancement for PIN service support
5.44.3.1	PDU Session Establishment for PIN
When a PDU Session associated with a PIN is established by UE with PEGC, an SMF is selected according to clause 4.3.2.2.3 of TS 23.502 [3]. The UE with PEGC may use IP address allocation methods as specified in clause 5.8.2.2 (e.g. IPv6 Prefix Delegation feature).
One PEGC may serve more than one PINs and in this case the PEGC shall have at least one PDU Session for each PIN if the PIN traffic is via PEGC/5GC. 
One PIN may be served by more than one PDU sessions in the PEGC.
Editor's note:	How and whether to handle the case where PINs share a PDU session and local switching is FFS.
Editor's note:	One PIN served by more than one PDU sessions in PEGC is FFS.
Editor's note:	The handling of the PEMC in 5GC in relation with PIN is FFS.
******* Next Change*******
5.44.3.2	Session management related policy control
For PIN traffic via PEGC/5GC with PDU session, the 5GC supports the policy control. The policy control is based on session management procedures as specified in TS 23.502 [3] and TS 23.503 [45].
A PEGC or an AF may provide QoS flow parameters to 5GC. An AF supports PIN service may also influence traffic routing for PDU sessions for PIN traffic. The PIN traffic can be categorised into following types:
-	Between two PINEs, which is via 5G core network when the two PINEs connect to different PEGCs.
-	Between PINE and PEMC via a PEGC and 5G core network.
-	Between PINE and DN via a PEGC and 5G core network.
-	Between PEGC and DN via 5G core network.
NOTE: Editor's note:	The handling of PIN deletion/deactivation/activation is FFS.PEMC or AF manages PIN and PINEs using user plane traffic via available connections, including PIN traffic or non-PIN traffic

.
*******End of changes*******
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