

	
3GPP TSG-WG SA2 Meeting #156-e	S2-2305099r05
Elbonia, April 17 – 21, 2023		(revision of S2-2305099r01xxxx)
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.316
	CR
	2097
	rev
	-
	Current version:
	18.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	5G-RG ID provided in Trusted Non-3GPP access procedure

	
	

	Source to WG:
	Huawei, HiSilicon, Nokia, Nokia Shanghai Bell, Intel

	Source to TSG:
	SA2

	
	

	Work item code:
	5WWC_Ph2
	
	Date:
	2023-04-07

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	For trusted and untrusted non-3GPP access, UE connects to the overlay 5G     network using the trusted and 3GPP access approaches as illustrated in AnnexA of TS 23.316 and clause 4.10 of TS 23.316 respectively. 
In addition to UE being connected to the underlay 5G network, the 5G-RG  also acts as TNAP with respect to the TNGF in the overlay network i,e it has an established Ta reference point with the TNGF. 
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[bookmark: _Toc131159201]4.10	UE behind 5G-RG and FN-RG
An RG connecting via W-5GAN or NG-RAN access towards 5GC can provide connectivity for a UE behind the RG to access an N3IWF or TNGF. It is assumed that the UE is 5GC capable, i.e. supports untrusted non-3GPP access and/or trusted non-3GPP access. This allows the RG, W-5GAN and the RG's connectivity via 5GC to together act as untrusted/trusted N3GPP access to support UEs behind the RG.
When FN-RG/5G-RG is serving a UE, the control and user plane packets of the UE is transported using a FN-RG/5G-RG IP PDU session and then from PSA UPF of that PDU session to an IWF. A single FN-RG/5G-RG IP PDU session can be used to serve multiple UEs.
Figure 4.10-1 shows the non-roaming architecture for a UE, behind a 5G-RG, accessing the 5GC via TNGF where the combination of 5G-RG, W-5GAN and UPF serving the 5G-RG is acting as a trusted Non-3GPP access network.
Figure 4.10-2 shows the non-roaming architecture for a UE, behind a 5G-RG, accessing the 5GC via TNGF where the combination of 5G-RG, W-5GAN and UPF serving the 5G-RG is acting as a trusted Non-3GPP access network.
NOTE 1:	FN-RG and W-5GAN acting as trusted Non-3GPP access is not considered in this specification as it is assumed that FN-RG does not support EAP-based access control (e.g. 802.1X).



Figure 4.10-1: Non-roaming architecture for UE behind 5G-RG using trusted N3GPP access
The 5G-RG can be connected to 5GC via W-5GAN, NG-RAN or via both accesses. The UE can be connected to 5GC via 5G-RG, NG-RAN or via both accesses.


	Figure 4.10-2: Architecture for UE behind 5G-RG using untrusted N3GPP access

The TNGF and Ta reference point are defined in TS 23.501 [2]. In addition to the requirements described in TS 23.501 [2], the Ta reference point should be able to carry the TNAP ID to the TNGF.
NOTE 2:	The reference architecture in figure 4.10-1 only shows the architecture and the network functions directly connected to W-5GAN or TNGF, and other parts of the architecture are the same as defined in clause 4.2 of TS 23.501 [2].
NOTE 3:	The reference architecture in figure 4.10-1 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.
NOTE 4:	The two N2 instances in Figure 4.10-1 apply to a single AMF for a 5G-RG which is simultaneously connected to the same 5G Core Network over 3GPP access and W-5GAN.

NOTE 6:	For trusted non-3GPP access, UE connects to the overlay 5G network using the trusted non-3GPP access approach. In addition to being connected to the underlay 5G network, the 5G-RG also acts as TNAP with respect to the TNGF in the overlay network i.e. it has an established Ta reference point with the TNGF.
	For NWu scenario, the overlay and the underlay network as described in clause D.7 of TS 23.501 [2] may be administrated by different operator's domain, hence an SLA can be used (as defined clause D.7 of TS 23.501 [2]). If the same operator deploys both overlay and the underlay network, e.g. as in the case for trusted non-3GPP access (NWt), there is no need for SLA but that operator's network configuration determines how to handle the DSCP markings in the underlay network.
A 5G-RG acting as a TNAP shall provide its TNAP ID. to the TNGF and the TNGF provides this TNAP ID as part of ULI (user Location Information) sent to the 5GC; this information is propagated to the PCF that may use it to determine PCC rules depending on whether an UE is using a 5G-RG as a host or as a guest ;
NOTE 6: QoS and charging differentiation based on user location (e.g., home or guest users) can be applied when the user is connected via a TNGF reached over a 5G-RG. The PCF may use the TNAP ID, which is available to it as a part of ULI. For example, if the TNAP ID is included in the UE’s policy control subscription information (the UE is considered a home user. Alternatively, the PCF may use TNAP ID provided by an AF using the Service Specific parameter provisioning as defined in clause 4.10.X

* * * * Third change * * * *

* * * * Fourth change * * * *

* * * * Fifth change * * * *

* * * * End of changes * * * *
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