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[bookmark: _Toc131159201]4.10	UE behind 5G-RG and FN-RG
An RG connecting via W-5GAN or NG-RAN access towards 5GC can provide connectivity for a UE behind the RG to access an N3IWF or TNGF. It is assumed that the UE is 5GC capable, i.e. supports untrusted non-3GPP access and/or trusted non-3GPP access. This allows the RG, W-5GAN and the RG's connectivity via 5GC to together act as untrusted/trusted N3GPP access to support UEs behind the RG.
When FN-RG/5G-RG is serving a UE, the control and user plane packets of the UE is transported using a FN-RG/5G-RG IP PDU session and then from PSA UPF of that PDU session to an IWF. A single FN-RG/5G-RG IP PDU session can be used to serve multiple UEs.
Figure 4.10-1 shows the non-roaming architecture for a UE, behind a 5G-RG, accessing the 5GC via TNGF where the combination of 5G-RG, W-5GAN and UPF serving the 5G-RG is acting as a trusted Non-3GPP access network.
NOTE 1:	FN-RG and W-5GAN acting as trusted Non-3GPP access is not considered in this specification as it is assumed that FN-RG does not support EAP-based access control (e.g. 802.1X).


Figure 4.10-1: Non-roaming architecture for UE behind 5G-RG using trusted N3GPP access
The 5G-RG can be connected to 5GC via W-5GAN, NG-RAN or via both accesses. The UE can be connected to 5GC via 5G-RG, NG-RAN or via both accesses.
The TNGF and Ta reference point are defined in TS 23.501 [2]. In addition to the requirements described in TS 23.501 [2], the Ta reference point should be able to carry the TNAP ID to the TNGF.
NOTE 2:	The reference architecture in figure 4.10-1 only shows the architecture and the network functions directly connected to W-5GAN or TNGF, and other parts of the architecture are the same as defined in clause 4.2 of TS 23.501 [2].
NOTE 3:	The reference architecture in figure 4.10-1 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.
NOTE 4:	The two N2 instances in Figure 4.10-1 apply to a single AMF for a 5G-RG which is simultaneously connected to the same 5G Core Network over 3GPP access and W-5GAN.
A 5G-RG acting as a TNAP provides its TNAP ID. to the TNGF and the TNGF provides this TNAP ID as part of ULI (user Location Information) sent to the 5GC; this information is propagated to the PCF that may use it to determine PCC rules depending on whether an UE is using a RG as a host or as a guest ;
NOTE 5: QoS and charging differentiation based on user location (e.g., home or guest users) can be applied when the user is connected via a TNGF reached over a 5G-RG. The PCF may use the TNAP ID, which is available to it as a part of ULI. For example, if the TNAP ID is included in the UE’s policy control subscription information (as specified in Table 6.2-2 of TS 23.503 [4]) the UE is considered a home user. Alternatively, the PCF may use TNAP ID provided by an AF using the Service Specific parameter provisioning as defined in clause 4.10.X

* * * * Third change * * * *

* * * * Fourth change * * * *

* * * * Fifth change * * * *

* * * * End of changes * * * *
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