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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc114667880]4.2.11	Network Slice Admission Control Function (NSACF) procedures

4.2.11.1	General
The Network Slice Admission Control Function procedures are performed for an S-NSSAI which is subject to Network Slice Admission Control (NSAC) as described in TS 23.501 [2]. If charging needs to be enabled, the NSACF may act as a NF (CTF) and interact with the CHF to support the Event based charging as defined in TS 32.290 [42].
Depending on the NSAC architecture deployed in the network, three options of NSAC procedures are defined:
· Option 1: The NSAC procedure for number of UEs or PDU sessions for an S-NSSAI is based on non-Hierarchal NSAC architecture. The corresponding procedures are described in clause 4.2.11.2 and clause 4.2.11.4 respectively.
· Option 2: The NSAC procedure for number of UEs or PDU sessions for an S-NSSAI is based on centralized NSAC architecture. The corresponding procedures are described in clause 4.2.11.2 and clause 4.2.11.4 respectively. 
· Option 3: The NSAC procedure for number of UEs or PDU sessions for an S-NSSAI is based on hierarchical NSAC architecture. The corresponding procedures are described in clause 4.2.11.2a and clause 4.2.11.4a respectively.
· * * * * Next change * * * *
[bookmark: OLE_LINK28][bookmark: OLE_LINK29]4.2.11.2a	Hierarchical NSACF-based Number of UEs per network slice availability check and update procedure


Figure 4.2.11.2a-1: Hierarchical NSACF-based Number of UEs per network slice availability check and update procedure
For an S-NSSAIs subject to counting of the number of registered UEs, if hierarchical NSACF architecture is deployed in the network the enforcement of maximum number of UEs registered for an S-NSSAI is performed as follows:
1.	Same as the step 1 defined in clause 4.2.11.2.
2.	In addition to the information included in the Nnsacf_NSAC_NumOfUEsUpdate_Request as described in the step 2 of clause 4.2.11.2, the AMF  may provide UE already registered indication  to the NSACF if the registered S-NSSAI has already been registered in another service area before. The AMF determines the indication based on the received the Allowed NSSAI information from source AMF (in case of inter AMF handover) or from SMF+PGW-C (in case of mobility from EPS to 5GS). 
3.	The NSACF performs NSAC for the indicated S-NSSAI.
	If the update flag parameter from the AMF indicates increase, the following applies:
· For NSACF which support UE admission quota based control:
-	If the local maximum number of UEs is not reached yet, the NSACF executes the same action as the step 3 defined in clause 4.2.11.2. Steps 4-8 are skipped.	Comment by Huawei-zfq02: Here it should be step 4-8 as the step 3 in clause 4.2.11.2 only do the number checking at the NSACF.  

And the next, I agree it is step 4-9. 
-	If the local maximum number of UEs is reached, the NSACF sends a delegation request to the Primary NSACF. Steps 4-9 are executed.
· For NSACF which support UE admission threshold-based control: 
-	If the UE admission is below the threshold level, the NSACF executes the same action as the step 3 defined in clause 4.2.11.2. Steps 4-8 are skipped.
-	If the UE admission is at or above the threshold level and the local maximum number has not been reached, the NSACF checks whether the UE already registered indication is present. 
· If the UE already registered indication is not present then  the NSACF immediately rejects the NSAC request. Steps 4-8 are skipped.
· If the UE already registered indication is present the NSACF executes the same action as the step 3 defined in clause 4.2.11.2 in order to allow for service continuity. Steps 4-8 are skipped. 
-	If the local maximum number has been reached and the UE already registered indication is present then the NSACF sends a delegation request of NSAC to the Primary NSACF in order to allow for service continuity. Steps 4-9 are executed.
	If the update flag parameter from the AMF indicates decrease, the following applies:
· If the UE entry to be deleted is stored at the NSACF, the NSACF executes the same action as the step 3 defined in clause 4.2.11.2. Steps 4-8 are skipped.
· If the UE entry to be deleted is not stored at the NSACF, the NSACF sends a delegation request of NSAC to the Primary NSACF. Steps 4-9 are executed.
4.	If the Primary NSACF has not been discovered before, the NSACF discovers and selects the Primary NSACF which manages the entire PLMN service area per clause 6.3.22 of TS23.501 [2].
5.	The NSACF invokes Nnsacf_NSAC_NumOfUEsUpdate_Request to the Primary NSACF. The request includes the NSAC request information received from AMF, which may include the UE already Registered indication only if it is received from AMF and the UE admission type is quota-based. 
6.	The Primary NSACF performs NSAC for the indicated S-NSSAI.
	If the update flag parameter from the NSACF indicates increase, the following applies: 
· If the Primary NSACF decided to delegate the NSAC update request to the NSACF, per the applied UE admission type of the network, the Primary NSACF adjusts the local maximum number for UE quota-based admission or the UE admission threshold for UE admission-threshold in its response to the NSACF. The Primary NSACF does not create a new entry associated with the UE ID in the received NSAC request.  
NOTE 1: When NSACF sends a delegation request to the Primary NSACF, the Primary NSACF either increases local maximum number at NSACF or rejects the NSAC request.
· For quota-based admission type, and if the Primary NSACF decided not to delegate the request to the NSACF and the UE already Registered indication is not included, the Primary NSACF rejects the NSAC request. If the UE already Registered indication is included, and if the Primary NSACF decided to store the UE entry, it creates a new entry associated with the UE ID within the received NSAC. If the Primary NSACF is not able to store the UE entry, it rejects the request. The primary NSACF respond accordingly the NSACF as per step 7.
· For threshold-based admission, and if the Primary NSACF decided not to delegate the request to the NSACF, the same action as step 3 in clause 4.2.11.2 is executed with the replacement of NSACF with Primary NSACF.  
NOTE 2:	To support the session continuity across different service area, the Primary NSACF always reserves part of the global maximum number for its own use, i.e. the whole global maximum number is not distributed to all contacted NSACF(s).
	If the update flag parameter from the NSACF indicates decrease and the UE entry is managed by the Primary NSACF, the same action as step 3 in clause 4.2.11.2 is executed with the replacement of NSACF with Primary NSAC. This applies to both admission types.
7.	The Primary NSACF returns the Nnsacf_NSAC_NumOfUEsUpdate_Response message to the NSACF. The response may include the indication (e.g., rejection). 
If the Primary NSACF determines to adjust the configured value stored at the NSACF, the updated local maximum number of UEs or UE admission threshold is also included in the response respectively.
	Comment by Huawei-zfq02: It should be at the original place, i.e. step 6. 
8.	The NSACF checks the response from Primary NSACF.
If the response includes the updated configured value, 
· The NSACF, which supports UE admission quota based control, replaces the existing local maximum number of UEs with the received updated value. The same action is executed per step 3 in clause 4.2.11.2 based on the updated configured value. 
· The NSACF, which supports UE admission threshold based control, replaces the existing UE admission threshold with the received updated value. The same action is executed per step 3 in clause 4.2.11.2 based on the updated configured value.
If the response does not include the updated configured value, the NSACF returns the response to AMF based on the received NSAC response from Primary NSACF. 
9.	Same as the step 4 defined in clause 4.2.11.2.
* * * * Next change * * * *
4.2.11.4a	Hierarchical NSACF-based Number of PDU Sessions per network slice availability check and update procedure


Figure 4.2.11.4a-1: Hierarchical NSAC-based number of PDU Sessions per network slice availability check and update procedure
For an S-NSSAI subject to counting of the number of PDU sessions, if hierarchical NSACF architecture is deployed in the network the enforcement of maximum number of PDU Session established for an S-NSSAI is performed as follow:
1-2. Same as the steps 1-2 defined in clause 4.2.11.4.
3.	The NSACF performs NSAC for the indicated S-NSSAI.
	If the PDU session ID entry update at the NSACF is possible, e.g. create a new entry associated with the received NSAC request for increase case, the same action as step 3 defined in clause 4.2.11.4 is executed. Steps 4-8 are skipped.
	If the PDU session ID entry at the NSACF is not possible, i.e. by admitting the PDU session the local maximum PDU session number is exceeded, the NSACF delegates the request to the Primary NSACF for an updated local maximum PDU sessions from the Primary NSACF.
4.	If the Primary NSACF has not been discovered before, the NSACF discovers and selects the Primary NSACF, which manages the global service area as per clause 6.3.22 of TS23.501 [2].
5.	The NSACF invokes  Nnsacf_NSAC_NumOfPDUsUpdate request to the Primary NSACF. The request message includes the S-NSSAI.
6.	The Primary NSACF checks the global maximum PDU session number and determines whether to accept or reject the request to update local maximum PDU session number from NSACF. 
NOTE 1: When NSACF sends a delegation request to the Primary NSACF, the Primary NSACF either increases local maximum number at NSACF or rejects the NSAC request.
7.	The Primary NSACF returns the  Nnsacf_NSAC_NumOfPDUsUpdate response. The response includes a new allocated local maximum PDU sessions number or an indication to reject the request to update local maximum PDU session number. 
8.	If the primary NSACF provides an updated local maximum number, the NSACF replaces the local maximum PDU session number with the received local maximum PDU sessions number value. The same action is executed per step 3 in clause 4.2.11.4 based on the updated configured value.
9.	 Same as the step 4 of clause 4.2.11.4.

* * * * Next change * * * *
[bookmark: _Toc104302464][bookmark: _Toc104359430][bookmark: _Toc117492593][bookmark: _Toc122509352]4.2.11.X	Update of local maximum number in Hierarchical NSAC Architecture


Figure 4.12.11.X-1: Update of local maximum number in hierarchical NSAC architecture
At any time the Primary NSACF may update the allocated local Maximum number of UE and/or PDU sessions configured at the NSACFs as follow:
1.	The Primary NSACF decides to update the local maximum number of UE or PDU session values at the NSACF(s), i.e. the configured value at NSACF(s) based on the current registered UE/PDU session number at NSACFs and based on operator policy. 
2.	The Primary NSACF invokes Nnsacf_NSAC_LocalNumberUpdate Request to the NSACF(s). The message includes the new configured value of local Maximum number of UE or PDU sessions.
NOTE 1: The new configured value(s) of local maximum number given by the Primary NSACF can be lower than the existing local maximum number configured at the NSACF(s). 
3.	The NSACF replaces the local maximum number with the received new local maximum number value.
4.	The NSACF returns the Nnsacf_NSAC_LocalNumberUpdate Response to the Primary NSACF. 

* * * * Next change * * * *
[bookmark: _Toc114668902]5.2.21	NSACF services
[bookmark: _Toc122444193]5.2.21.1	General
The following table illustrates the NSACF services.
Table 5.2.21.1-1: List of NSACF services
	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nnsacf_NSAC
	NumOfUEsUpdate
	Request/Response
	AMF, SMF,  (NOTE 1)

	
	NumOfPDUsUpdate
	
	SMF

	
	EACNotify
	
	AMF

	
	LocalNumberUpdate
	
	Primary NSACF

	Nnsacf_SliceEventExposure
	Subscribe
	Subscribe/Notify
	NEF, NWDAF, AF (NOTE 2)

	
	Unsubscribe
	
	NEF, NWDAF, AF

	
	Notify
	
	NEF, NWDAF, AF

	NOTE 1:	If EPS counting is required for the S-NSSAI, the SMF+PGW-C uses the Nnsacf_NumberOfUEs Update services operation and Nnsacf_NumberOfPDUsUpdate at PDN connection establishment procedure.
NOTE 2:	The AF can access NSACF services either via NEF to NSACF in case of untrusted AF or directly in case of trusted AF.




* * * * Next change * * * *
[bookmark: _Toc114668906]5.2.21.2.2	Nnsacf_NSAC_NumOfUEsUpdate service operation
Service Operation name: Nnsacf_NSAC_NumOfUEsUpdate
Description: Updates the number of UEs registered with a network slice (e.g. increase or decrease) when the UE registration status for a network slice subject to NSAC has changed. Also, if the number of the UEs registered with the network slice is to be increased and the Early Availability Check (EAC) mode in the NSACF is activated for that network slice (see Nnsacf_NSAC_EACNotify service operation), the NSACF first checks whether the number of UEs registered with the network slice has reached the maximum number of UEs per network slice threshold. If the maximum number of UEs registered with the network slice has already been reached, the UE registration for that network slice via the same Access Type configured in the NSACF is rejected. If the EAC is not activated, the NSACF increases or decreases the number of UEs per network slice as per the input parameters below.
Inputs, Required: S-NSSAI(s), UE ID (SUPI), NF ID, Access Type, update flag.
Inputs, Conditional: Notification endpoint for EAC Notification for the S-NSSAI, UE already registered indication.	Comment by Samsung: NSACF can send to the Primary NSACF about current status.	Comment by Huawei-zfq02: we have discussed this before. It seems not necessary as this is the previous configured value. 
The S-NSSAI(s) parameter is a list of one or more network slices for which the number of UEs registered with a network slice is to be updated and checked if the maximum number of UEs per network slice threshold has already been reached.
The UE ID parameter is used by the NSACF to maintain a list of UE IDs registered with the network slice. The NSACF also takes Access Type into account for increasing and decreasing the number of UEs per network slice as described in clause 5.15.11.1 of TS 23.501 [2].
The NF ID parameter is the NF instance ID of the NF (e.g. AMF or SMF + PGW-C) sending the request to the NSACF.
The update flag input parameter indicates whether the number of UEs registered with a network slice is to be:
-	increased when the UE registers to a new network slice subject to NSAC. If the UE ID is already in the list of UEs registered with the network slice, the number of UEs registered with the network slice is not increased as the UE has already been counted as registered with the network slice. If the UE ID is not in the list of UE IDs registered with the network slice and the maximum number of UEs registered with the network slice has not been reached yet, the NSACF adds the UE ID in the list of UEs registered with the network slice and increases the number of the UEs registered with the network slice. If the UE_ID is not in the list of UEs registered with that S-NSSAI and the maximum number of UEs per network slice for that S-NSSAI has already been reached, then the NSACF returns maximum number of UEs per network slice reached result;
-	decreased when the UE deregisters for a network slice that is subject to NSAC. The NSACF decreases the number of the UEs registered with the network slice and removes the UE ID from the list of UEs registered with the network slice.
The UE already registered parameter indicates that the UE has already been registered in another NSACF service area. 	Comment by Samsung: The original text was read properly because UE already registered indication to Primary NSACF is to request for session continuity.
The NSACF may optionally return the current status of the network slice availability (e.g. a percentage out of the maximum number of UEs registered with a network slice) in the availability status parameter. This information may be used for NSACF signalling and load balancing in case multiple NSACFs are serving the same network slice.
Outputs, Required: Result indication.
The Result indication parameter contains the outcome of the update and check operation in the NSACF and may indicate one of the values 'maximum number of UEs for the S-NSSAI not reached' or 'maximum number of UEs for the S-NSSAI reached'.
Outputs, Optional: None Updated local maximum number of registered UEs, or Updated UE admission threshold.
These parameters can only be returned by a primary NSACF.
* * * * Next change * * * *
[bookmark: _Toc122444198]5.2.21.2.4	Nnsacf_NSAC_NumOfPDUsUpdate service operation
Service Operation name: Nnsacf_NSAC_NumOfPDUsUpdate
[bookmark: _GoBack]Description: Updates the number of PDU Sessions established on a network slice (e.g. increase or decrease). Also, if the number of PDU Sessions on the network slice is to be increased, the NSACF first checks whether the number of the PDU Sessions on that network slice has reached the maximum number of PDU Sessions per network slice. If the maximum number of PDU Sessions on the network slice has already been reached, the PDU Session Establishment procedure is rejected.
Inputs, Required: S-NSSAI, UE ID, PDU Session ID, Access Type, update flag.
The S-NSSAI parameter is the network slice for which the number of PDU Sessions established on a network slice is to be updated.
The UE ID parameter is used by the NSACF to maintain a list of UE IDs that has established PDU sessions with the network slice.
PDU Session ID parameter is used by the NSACF to maintain for each UE ID, the PDU Session ID(s) for established PDU Sessions.
The Access Type parameter indicates over which access network type the PDU Session is established. In the case of MA PDU Session, one or multiple Access Types may be included for a PDU Session ID.
The update flag input parameter indicates 'increase', 'decrease' or 'update' as specified in clause 4.2.11.4.
Inputs, Optional: None.
Outputs, Required: Result indication, Access Type.
The Result indication parameter contains the outcome of the update and check operation in the NSACF and may indicate one of the values 'maximum number of PDU Sessions for the S-NSSAI not reached' or 'maximum number of PDU Sessions for the S-NSSAI reached'.
The Access Type parameter is associated with the Result indication parameter.
Outputs, Optional: None Updated local maximum number of PDUs.
This parameter is returned only by a primary NSACF.


* * * * Next change * * * *
5.2.21.2.w	Nnsacf_NSAC_LocalNumberUpdate service operation
Service Operation name: Nnsacf_NSAC_LocalNumberUpdate
Description: The Primary NSACF uses this service operation to update local maximum number of registered UEs and/or number of PDU sessions of the network slice at NSACFs. 
Inputs, Required: S-NSSAI.
Inputs, Optional: Updated local number (s).
The S-NSSAI is the network slice for which the NSACF is applying the updated local number update.
The updated local number indicates the updated local maximum number of registered UEs, or the updated local maximum number of PDU Sessions of the S-NSSAI.
Output, Required: Result indication.
Outputs, Optional: None.

* * * * End of changes * * * *
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