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* * * * Start of 1st Change * * * * 
[bookmark: _Toc106195546][bookmark: _Toc98913560][bookmark: _Toc19197272][bookmark: _Toc27896425][bookmark: _Toc36192592][bookmark: _Toc37076323][bookmark: _Toc45194769][bookmark: _Toc47594181][bookmark: _Toc51836812][bookmark: _Toc98913506]5.2.2	Roaming architecture
Figure 5.2.2-1 shows the local breakout roaming policy framework architecture in 5G:


Figure 5.2.2-1: Overall roaming reference architecture of policy and charging control framework for the 5G System - local breakout scenario


Figure 5.2.2-1a: Overall roaming reference architecture of policy and charging control framework for the 5G System - local breakout scenario (reference point representation)
NOTE 1:	In the LBO architecture, the PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN for PCC Rule generation.
NOTE 2:	In the LBO architecture, N24 can be used to deliver UE policy information from the PCF in the HPLMN to the PCF in the VPLMN. The PCF in the VPLMN can provide access and motility policy information without contacting the PCF in the HPLMN.
[bookmark: OLE_LINK1]NOTE 3:	In the LBO architecture, AF requests providing routing information for roamers targeting a DNN and S-NSSAI (targeting all roamers) or an External-Group-Identifier (identifying a group of roamers) are stored as Application Data in the UDR(in the VPLMN) by the NEF (in the VPLMN).
NOTE X:	In the LBO architecture, AF requests influencing AM policy for roamers targeting any UE of inbound roamers together with combination (s) of DNN and S-NSSAI or External Application Identifier(s) are stored as Application Data in the UDR (in the VPLMN) by the NEF (in the VPLMN).  The inbound roamers are identified by their home PLMN ID(s).
NOTE 4:	For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.
[bookmark: _Toc19197324][bookmark: _Toc27896477][bookmark: _Toc36192645][bookmark: _Toc37076376][bookmark: _Toc45194822][bookmark: _Toc47594234][bookmark: _Toc51836865]
* * * * Start of 2nd Change * * * * 
[bookmark: _Toc19197307][bookmark: _Toc27896460][bookmark: _Toc36192628][bookmark: _Toc37076359][bookmark: _Toc45194805][bookmark: _Toc47594217][bookmark: _Toc51836848][bookmark: _Toc122504104]5.3.5	Interactions between PCF and UDR
The Nudr enables the PCF to access policy control related subscription information and application specific information stored in the UDR. The Nudr interface supports the following functions:
-	request for policy control related subscription information and application specific information from the UDR;
-	provisioning of policy control related subscription information and application specific information to the UDR;
-	notifications from the UDR on changes in the policy control related subscription information;
-	subscription to the UDR for the AF requests targeting a DNN and S-NSSAI or a group of UEs (roaming UEs for LBO case) identified by an Internal Group Identifier;	Comment by Ericsson: The existing text applies to the AF influcening on traffic routing. It is not clear how “a group of UEs” in the existing text can be achieved.

It is proposed to keep this text untouched as it may need a separate correction from Rel-17 to remove “a group of UEs”.

Besides, the text in this clause should probably stay on high level without going to the details.	Comment by Liu Yubing2: The changes in this sentence has been reverted. The version in r03 is “subscription to the UDR for the AF requests targeting any non roaming UEs identified by a combination of DNN and S-NSSAI or LBO roaming UEs identified by their home PLMN ID(s) combined with DNN and S-NSSAI or a group of UEs (roaming UEs for LBO case) identified by an Internal Group Identifier;”

-	notifications from the UDR on the update of AF requests targeting a DNN and S-NSSAI or a group of UEs (roaming UEs for LBO case) identified by an Internal Group Identifier.	Comment by Liu Yubing2: The changes in this sentence has been reverted. The version in r03 is “notifications from the UDR on the update of AF requests targeting any non roaming UEs identified by a combination of DNN and S-NSSAI or LBO roaming UEs identified by their home PLMN ID(s) combined with DNN and S-NSSAI or a group of UEs (roamging UEs for LBO case) identified by an Internal Group Identifier.”
NOTE X:	In LBO roaming scenario, the subscription and notification for the AF requests influcing AM policies only applies to any roamging UEs (identified by their home PLMN ID(s) combined with DNN and S-NSSAI), and the AF requests influencing traffic routing applies to any roaming UE (identified by a DNN and S-NSSAI) or a group of UEs (identified by an Internal Group Identifier).
The N36 reference point is defined for the interactions between PCF and UDR in the reference point representation.

* * * * Start of 3rd Change * * * * 
[bookmark: _Toc131529254]6.1.2.6	AF influence on Access and Mobility related policy control
[bookmark: _Toc131529255]6.1.2.6.0	General
The AF influence on Access and Mobility related policy control refers to the AF capability to request a service area coverage or the indication that high throughput is desired for a UE.
Two methods enable the AF to influence Access and Mobility related policy control (see clause 4.15.6.9 of TS 23.502 [3] for the related procedures):
-	The AF requests a service area coverage for the UE and/or indicates that high throughput is desired, knowing that certain conditions are met, i.e. the application traffic needs a change of service area coverage or high throughput, as defined in clause 6.1.2.6.1.
-	The AF provides the service area coverage and/or the indication that high throughput is desired for one or multiple UEs that may or may not already be registered or fulfil certain conditions related to application traffic. This is considered when the AM Policy Association is established or via a modification of an AM Policy Association, as defined in clause 6.1.2.6.2.
The content of this clause applies to non-roaming, i.e. to cases where the PCF, AF, AMF and SMF belong to the Serving PLMN or AF belongs to a third party with which the Serving PLMN has an agreement. AF influence on Access and Mobility related policy control does not apply in the case of Home Routed or Local breakout roaming cases.
[bookmark: _Toc131529256]6.1.2.6.1	AF request Access and Mobility related Policy Control for a UE
This clause applies to non-roaming, i.e. to cases where the PCF, AF, AMF and SMF belong to the serving PLMN, or the AF belongs to a third party with which the Serving PLMN has an agreement. AF influence on Access and Mobility related policy control does not apply in the case of Home Routed or Local breakout roaming cases.
The AF may subscribe to notifications when a PCF for the UE is registered in the BSF for a certain SUPI or GPSI.
The AF may contact, either directly or via NEF, the PCF for the UE to request notifications on the outcome of a service area coverage change (represented as a geographical area or a list of TA(s)) or the indication that high throughput is desired for UE traffic or both, for a SUPI or a GPSI. The request applies until the AF requests to terminate the request, or the AF request expires (according to relevant input provided by the AF), or the AM Policy Association is terminated. The AF may subscribe to notifications on the outcome of the service area coverage change to the PCF, according to the events described in clause 6.1.3.18. At the time the AF request expires, the PCF removes the context provided by the AF and then checks if the Access and Mobility related policy information needs to be updated at the AMF.
NOTE:	The assumption is that the AF also removes the context at the time the AF request expires.
When the AF contacts the NEF then the following mappings are performed by the NEF:
1)	The geographical area (e.g. a civic address or shapes) is mapped into a list of TAs determined by local configuration.
2)	The GPSI, if provided, is mapped to a SUPI according to the subscription information received from UDM.
The PCF takes the list of TAs as input for policy decisions, considering the list of TAs provided by the AF as allowed TAIs for the UE when calculating the service area restrictions, then checking operator policies to determine whether the service area restrictions need to be updated.
The PCF reports the outcome of a service area coverage change, including the list of allowed TAIs (that is mapped to a geographical area if the requests goes via NEF) and any changes to the AF, according to the events described in clause 6.1.3.18.
The PCF checks if the RFSP value index for a UE needs to be changed, as described in clause 6.1.2.1, using the indication that high throughput is desired. The PCF reports to the AF that the request was executed, but without reporting anything related to actually applied RFSP or throughput changes.
[bookmark: _Toc131529257]6.1.2.6.2	AF request to influence on Access and Mobility related Policy Control
This clause applies to non-roaming and LBO roaming i.e. to cases where the involved entities (AF, PCF, SMF, AMF) belong to the Serving PLMN, or the AF belongs to a third party with which the Serving PLMN has an agreement. In LBO roaming, the AF request targets any UE of inbound roamers (identified by their home PLMN ID(s)) combined with DNN/S-NSSAI or External Application Identifier(s).  AF influence on Access and Mobility related policy control does not apply in the case of Home Routed case. .
The PCF for the UE may subscribe at UDR to notifications on change of "Application Data" and "AM influence information", e.g. when the AM Policy Association is established.
The AF may request notifications on outcome of service area coverage change, represented by a geographical area, may indicate that high throughput is desired for one or multiple target UEs, which may be associated to an Application Identifier(s) or to a (DNN,S-NSSAI) combination (if no Application Identifier(s) or (DNN,S-NSSAI) combination is provided, the request applies independently of the application traffic), the AF transaction identifier (allowing the AF to update or remove the AM influence data), a policy expiration time, and the Notification Correlation Id, then the NEF performs the following mappings where needed:
1)	The geographical area(s) are mapped into a list of TAs determined by local configuration.
2)	The GPSI, if provided, is mapped to a SUPI according to the subscription information received from UDM.
3)	External Group Identifier(s) are mapped to Internal Group Identifier(s).
The NEF stores the AF request in the UDR as Data Set "Application Data" and Data Subset "AM influence information".
The PCF calculates the service area restrictions as defined in clause 6.1.2.6.1, including the notification to the AF on the service area coverage as described in clause 6.1.3.18, in this case it is implicit subscription, to the AF using the Notification Correlation Id.
The PCF calculates the RFSP index value as defined in clause 6.1.2.6.1.
When the expiration time of the policy is reached or when the PCF receives a notification from the UDR that the policy has been deleted, the PCF re-evaluates the policies without consideration of the AM influence data of the expired policy and applies policies as defined in clause 6.1.2.1.

* * * * End of Changes * * * * 
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