

	
3GPP TSG-WG SA2 Meeting #156-e	S2-2304784
Elbonia, April 17 – 21, 2023		(revision of S2-230xxxx)
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.548
	CR
	0127
	rev
	-
	Current version:
	18.1.1
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	KI#4 Coordination among SMFs for Common EASDNAI determination

	
	

	Source to WG:
	Huawei, HiSilicon

	Source to TSG:
	SA2

	
	

	Work item code:
	Edge_Ph2
	
	Date:
	2023-04-07

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	1. update the procedure of “Synchronization of Common EAS/DNAI for SMFs”.
2. resolve the ENs.

	
	

	Summary of change:
	1. make clarification on the procedure of “Synchronization of Common EAS/DNAI for SMFs”.
2. resolve the following ENs:
a. Editor’s Note: If and how any of the SMFs can update the common DNAI when UE is moving far away from common DNAI is FFS.
Proposal A: any SMF is allowed to update the common DNAI.
b. Editor’s Note: how the 5GC determined common EAS/DNAI will be stored in UDR needs further discussion.
Proposal B: there are two ways for store the common EAS/DNAI as part of AF traffic influence information in UDR: 1) differentiate the AF provided common EAS/DNAI and 5GC determined common EAS/DNAI, e.g AF_common EAS/DNAI, and 5GC_common EAS/DNAI; 2) using the same IE, e.g. common EAS/DNAI. Because, in case AF provides the common EAS/DNAI, 5GC will use the common EAS/DNAI directly, and will not update the common EAS/DNAI; in case 5GC determined common EAS/DNAI, the common EAS/DNAI may be changed, so it propose 1).
c. Editor’s Note: Multiple SMFs support is FFS.
Proposal C: Multiple SMFs are allowed, and interact via UDR.
d. Editor’s Note: How the UDR locking works is FFS.
Proposal D: locking is only for update, but other operations are still allowed, e.g. delete.
e. Editor’s Note: Whether more than one UE can be considered in common DNAI selection is FFS.
Proposal E: It is up to SMF implementation, the SMF can take multiple UEs it served into consideration. 

	
	

	Consequences if not approved:
	Common EAS/DNAI selection procedure will be incomplete.

	
	

	Clauses affected:
	6.2.3.2.7, 6.2.3.2.6, 6.2.3.2.5

	
	

	
	Y
	N
	
	

	Other specs
	X
	
	 Other core specifications	
	TS 23.503 CR 1001

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc517082226]* * * * First change * * * *
6.2.3.2.7	Coordination among SMFs for Common EAS/DNAI determination
For the case that the common EAS/DNAI is determined by 5GC and UEs in the set of UEs are served by multiple SMFs, coordination is needed among SMFs for determining the common EAS/DNAI. 5GC determines a common EAS/DNAI and stores it as 5GC determined common EAS/DNAI. Each SMF may determine a list of DNAI(s) which is subitable for UEs served by itself and belonging to the set of UEs, and store the list of DNAI(s) and SMF ID  into UDR as part of 5GC determined DNAI list, the 5GC determined DNAI list contains a list of mapping between SMF ID and DNAI(s). The 5GC determined DNAI list will be notified to SMF(s) serving the UEs in the set of UEs, and used by SMF(s) to determine the common EAS/DNAI, e.g. selecting an optimal common EAS/DNAI for the set of UEs based on the 5GC determined DNAI list.The 5GC determined common EAS/DNAI and 5GC determined DNAI list are stored as part of AF traffic influence request information in UDR.
The SMF could be any of the SMFs that serving the UE(s) in the Set of UEs in the figure 6.2.3.2.X-1.




Figure 6.2.3.2.7-1: Synchronization Coordination of Common EAS/DNAI for SMFs
Step 0a and 0b is used to update the 5GC determined DNAI list by SMF, e.g. after SMF receiving PCC rule with EAS Correlation indication or indication of traffic correlation and Traffic Correlation ID. SMF could determine a list of DNAI(s) which is subitable for UEs served by itself and belonging to the set of UEs identified by Traffic Correlation ID, and store the list of DNAI(s) corresponding to SMF ID  as part of 5GC determined DNAI list of AF traffic influence request information in UDR.
0a. SMF sends Npcf_SMPolicyControl_Update Request with Policy Control Request Trigger set as Common EAS/DNAI determined, Traffic Correlation ID, a list of DNAI(s) suitable for UE(s) in the set of UEs and SMF ID to trigger PCF to update the 5GC determined DNAI list for corresponding AF traffic influence request information with the Traffic Correlation ID in UDR.
0b. PCF determines AF traffic influence request information based on Traffic Correlation ID, and updates the 5GC determined DNAI list for corresponding AF traffic influence request information in UDR using the list of DNAI(s) and SMF ID provided by SMF. 
Step 1a – 4a are used in case of reselection of 5GC determined common EAS/DNAI. If a common EAS/DNAI exists, and SMF decides to update it, SMF firstly triggers to delete the existing common EAS/DNAI and then updates a new one according to step 1-4.
1a. A 5GC determined common EAS/DNAI is existing for the set of UEs, and SMF decides to determine a new common EAS/DNAI for set of UEs, SMF sends Traffic Correlation ID to PCF by invoking Npcf_SMPolicyControl_Update Request with Policy Control Request Trigger set as Common EAS/DNAI determined and without an EAS/DNAI included, triggering the PCF to delete the 5GC determined common EAS/DNAI for corresponding AF traffic influence request information in UDR.The corresponding AF Traffic influence request information contains the Traffic Correlation ID provided by SMF.
2a. PCF determines AF traffic influence request information based on Traffic Correlation ID, and deletes the 5GC determined common EAS/DNAI for corresponding AF traffic influence request information in UDR.
3a. the 5GC determined common EAS/DNAI is deleted from the AF traffic influence request information in UDR.
4a. PCF response to SMF.
NOTE X:	The 5GC determined common EAS/DNAI for set of UEs will be deleted in case the AF traffic influence request information is removed by AF.
Step 1-4 are used for updating 5GC determined common EAS/DNAI in UDR, if an old common EAS/DNAI exists in UDR, SMF firstly delete the old common EAS/DNAI by step 1a-4a, and update the common EAS/DNAI according to step 1-4.
1-4.	In case a new EAS/DNAI has been determined for the set of UEs, SMF sends the EAS/DNAI, Traffic Correlation ID to PCF by invoking Npcf_SMPolicyControl_Update Request with Policy Control Request Trigger set as Common EAS/DNAI determined and with an EAS/DNAI included, triggering the PCF to update the 5GC determined common EAS/DNAI for corresponding AF traffic influence request information with  the Traffic Correlation ID with common EAS/DNAI in UDR. SMF may used the 5GC determined DNAI list for determination of the common EAS/DNAI. The value of common EAS/DNAI is locked by UDR, to prevent the data to be modified to other EAS/DNAI by other PCF providing different EAS/DNAI for the same set of UEs. PCF updates PCC rule to SMF including the common EAS/DNAI of AF traffic influence request information in UDR.	Comment by Huawei_X: A new PCRT trigger is defined.
In case SMF decides to trigger EAS rediscovery for set of UEs, SMF removes the common EAS/DNAI from AF traffic influence request information, UDR notifies PCF, and then PCF updates SMF with updated PCC rule removing the common EAS/DNAI, and triggers other SMF for EAS rediscovery.
NOTE 1:	The common EAS/DNAI for set of UEs can be deleted in case the AF traffic influence request information is removed by AF.
NOTE Y: If multiple UEs in the UE set are served by the SMF, SMF could take multiple UEs into consideration for determining the common EAS/DNAI.
2. PCF determines AF traffic influence request information based on Traffic Correlation ID, and updates the 5GC determined common EAS/DNAI for corresponding AF traffic influence request information in UDR using the EAS/DNAI provided by SMF. If the 5GC determined common EAS/DNAI is successfully updated, the 5GC determined common EAS/DNAI will be prevented from overwritting, to prevent the data to be updated to other EAS/DNAI by other SMF providing different EAS/DNAI for the same set of UEs. 
3. If the update of 5GC determined common EAS/DNAI is successful, a successful response will be sent to PCF; otherwise if the common EAS/DNAI has been existed and the update fails, an error status is returned to PCF and PCF queries the 5GC determined common EAS/DNAI of AF traffic influence request information from UDR. 
4. PCF responses to SMF with the 5GC determined common EAS/DNAI. 
5. In case the 5GC determined common EAS/DNAI and/or 5GC determined DNAI list is changed, then they are notified to SMF(s) serving the set of UE(s) by using Nudr_DM_Notify and Npcf_SMPolicyControl_UpdateNotify. The 5GC detetermined common EAS/DNAI is used as common EAS/DNAI for the set of UEs. SMF(s) may initiate the EAS rediscovery procedure as defined in clause 6.2.3.3 for selecting the new common EAS or EAS corresponding to the new common DNAI. The 5GC determined DNAI will be used by SMF for determining the common EAS/DNAI for the set of UEs.

5-7.	In case the common EAS/DNAI for set of UEs is created/deleted, UDR notifies PCFs and then PCF will update PCC rules to the related SMF(s).
Editor’s Note: If and how any of the SMFs can update the common DNAI when UE is moving far away from common DNAI is FFS.
Editor’s Note: how the 5GC determined common EAS/DNAI will be stored in UDR needs further discussion.
Editor’s Note: Multiple SMFs support is FFS.
Editor’s Note: How the UDR locking works is FFS.
Editor’s Note: Whether more than one UE can be considered in common DNAI selection is FFS.

* * * * Second change * * * *
[bookmark: _Toc122504415]6.2.3.2.5	Common EAS discovery for a set of UEs
The following is the procedure for discovery common EAS for set of UEs accessing the same application. Different UEs can be served by different SMFs.
The common EAS IP address for the set of UEs can be provided by AF or determined by 5GC. AF can provide the common EAS IP address for the set of UEs as part of group data, or AF can provide the common EAS IP via AF Traffic influence procedure as defined in clause 4.3.6.2 of TS 23.502 [3], AF may determine the common EAS IP address based on candidate DNAI(s) reported by SMF as described in clause 4.3.6.3 of TS 23.502 [3]. Also, the common EAS IP address can be determined by SMF using EAS discovery procedure, and SMF stores the common EAS IP address in UDR as part of AF traffic influence request information.


Figure 6.2.3.2.5-1: Common EAS discovery for a set of UEs
1.	The AF request in step 1 of figure 4.3.6.2-1 in TS 23.502 [3] is used to request selecting the common EAS for a set of UEs accessing the application as identified in the AF Request.
	AF may use External/Internal Group ID(s) or a list of UEs or any UE as Target UE Identifier(s) and additionally Spatial Validity Condition to identify the set of UEs for correlated selection of common EAS.
	The following information may be included in AF request as defined in clause 5.6.7.1 of TS 23.501 [2]:
-	An EAS Correlation indication may be provided for indication of selecting the same EAS for the set of UEs accessing the same application.
-	A Traffic Correlation ID may be provided for identification of the set of UEs accessing the application identified by the Traffic Description in AF request.
-	A Common EAS to be accessed by the set of UEs may be included in AF request, if it is determined by AF.
-	FQDN(s) may be included which is corresponding to the application traffic identified by Traffic Description in AF request.
-	Spatial Validity Condition could be provided for limiting the location of the UEs, and also "any UE" or a UE list or group ID can be provided for defining set of UEs accessing the same EAS.
	In step 5 of figure 4.3.6.2-1 in TS 23.502 [3], PCF determines the UEs influenced by the AF Request, and for each UE, based on AF request, PCF creates PCC rule with Traffic Correlation ID and EAS Correlation indication and/or Common EAS and FQDN(s) and sends the PCC rule to the SMF.
2.	Based on steps 1-19 in figure 6.2.3.2.2-1, with the following updates:
	In step 9:
	If FQDN in Neasdf_DNSContext_Notify Request is corresponding to the application indicated in PCC rule, e.g. the FQDN is included in the FQDN(s) in the PCC rule and if EAS Correlation indication is set, SMF determines the UE belongs to set of UEs identified by Traffic Correlation ID and accessing the application and determines the UE connects to the common EAS for the set of UEs. If FQDN(s) is included in PCC rule, the SMF can use the FQDN(s) in PCC rule and the FQDN in Neasdf_DNSContext_Notify Request to match the FQDN with the PCC rule, i.e. the matched PCC rule includes the FQDN(s) containing the FQDN.
	If the common EAS is not available for the set of UEs, or if the 5GC determined common EAS is available but Edge Relocation is needed for the common EAS:
	Steps 10-15 are used for discovering of common EAS. In step 15 SMF(s) coordinate for determining the common EAS IP according to clause 6.2.3.2.7.
	Else Iif the common EAS is available and to be used for the set of UEs:
	Steps 10-15 are skipped.
	In step 16:
	SMF may determine the DNAI based on the common EAS instead of EAS information received from the EASDF in Neasdf_DNSContext_Notify.
	In step 17:
	SMF sends DNS message handling rule including IP address for the common EAS and the Forwarding Action "Respond directly to the DNS request" for instructing EASDF to return the Common EAS IP address in a DNS response to UE directly.
	In step 19:
	If received IP address of the common EAS and instructed to respond directly in step 17, EASDF sends DNS response with the IP address of the common EAS to UE.

* * * * Third change * * * *
[bookmark: _Toc122504416]6.2.3.2.6	EAS discovery corresponding to Common DNAI for a set of UEs
The common DNAI for the set of UEs can be provided either by AF or determined by 5GC. When the AF determines the common DNAI, the AF can provide the common DNAI for the set of UEs via AF Traffic influence procedure as defined in clause 4.3.6.2 of TS 23.502 [3], ]. The  AF may determine the common DNAI based on candidate DNAI(s) reported by SMF as described in clause 4.3.6.3 of TS 23.502 [3]. 
Also,When the 5GC determines the common DNAI, SMF determines the common DNAI can be determined by SMF and SMF notifies the PCF to stores the common DNAI in UDR as part of AF traffic influence request information. In case of multiple SMF(s) serving a set of UEs, the first SMF decides on the common DNAI. 
The following is the procedure for discovery EAS corresponding to a Common DNAI for set of UEs accessing the same application.


Figure 6.2.3.2.6-1: EAS discovery corresponding to Common DNAI for a set of UEs
1.	The AF request in step 1 of figure 4.3.6.2-1 in TS 23.502 [3] is used to request selecting the common DNAI for a set of UEs accessing the application as identified in the AF Request.
	AF may use External/Internal Group ID(s) or a list of UEs or any UE as Target UE Identifier(s) and additionally Spatial Validity Condition to identify the set of UEs for correlated selection of common DNAI.
	The following information may be included in AF request as defined in clause 5.6.7.1 in TS 23.501 [2]:
-	An indication of traffic correlation may be provided for indication of selecting the same DNAI (i.e. selecting EAS corresponding to the same DNAI) for the set of UEs accessing the same application.
-	A Traffic Correlation ID may be provided for identification of the set of UEs accessing the application identified by the Traffic Description in AF request.
-	A Common DNAI to be accessed by the set of UEs can be included in AF request, if it is determined by AF.
-	FQDN(s) may be included which is corresponding to the application identified by Traffic Description in AF request.
-	Spatial Validity Condition could be provided for limiting the location of the UEs, and also "any UE" or a UE list or group ID can be provided for defining set of UEs accessing the same DNAI.
	In step 5 of figure 4.3.6.2-1 in TS 23.502 [3], PCF determines the UEs influenced by the AF Request, and for each UE, based on AF request, PCF creates PCC rule with Traffic Correlation ID and indication of traffic correlation and Common DNAI and FQDN(s) and sends the PCC rule to the SMF.
2.	Based on steps 1~19 in figure 6.2.3.2.2-1, with the following changes:
	In step 10:
	If FQDN in Neasdf_DNSContext_Notify Request is corresponding to the application indicated in PCC rule, e.g. the FQDN is included in the FQDN(s) in the PCC rule and if indication of traffic correlation is set, SMF determines the UE belongs to set of UEs identified by Traffic Correlation ID and accessing the application and determines the UE connects to EAS corresponding to the common DNAI for the set of UEs. If FQDN(s) is included in PCC rule, the SMF can use the FQDN(s) in PCC rule and the FQDN in Neasdf_DNSContext_Notify Request to match the FQDN with the PCC rule, i.e. the matched PCC rule includes the FQDN(s) containing the FQDN.
	If the common DNAI is not available, or if the 5GC determined common DNAI is to be changed, SMF determines the commona DNAI, and SMF(s) coordinate for determining the common DNAI according to clause 6.2.3.2.7.
	Once the common DNAI is available and to be used, for Option A, SMF provisions EASDF with the information to build EDNS Client Subnet option that refers to a location that is topologically close to the common DNAI; for Option B, SMF provisions EASDF with Local DNS server related to the common DNAI.

* * * * Fourth change * * * *

* * * * Fifth change * * * *
[bookmark: _GoBack]
* * * * End of changes * * * *
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