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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "Technical Specification Group Services and System Aspects; System Architecture for the 5G System".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.203: "Policies and Charging control architecture; Stage 2".
[5]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
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[12]	3GPP TS 23.167: "3rd Generation Partnership Project; Technical Specification Group Services and Systems Aspects; IP Multimedia Subsystem (IMS) emergency sessions".
[13]	3GPP TS 29.507: "Access and Mobility Policy Control Service; Stage 3".
[14]	Void.
[15]	3GPP TS 22.011: "Service Accessibility".
[16]	3GPP TS 23.221: "Architectural requirements".
[17]	3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
[18]	3GPP TS 32.421: "Telecommunication management; Subscriber and equipment trace; Trace concepts and requirements".
[19]	3GPP TS 24.526: "UE Equipment (UE) policies for 5G System (5GS); Stage 3".
[20]	3GPP TS 32.291: "Charging management; 5G system, Charging service; stage 3".
[21]	3GPP TS 32.255: "Telecommunication management; Charging management; 5G Data connectivity domain charging; Stage 2".
[22]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[23]	3GPP TS 23.280: "Common functional architecture to support mission critical services; Stage 2".
[24]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[25]	3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
[26]	3GPP TS 23.272: "Circuit Switched (CS) fallback in Evolved Packet System (EPS); Stage 2".
[27]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[28]	3GPP TS 23.287: "Architecture enhancements for 5G System (5GS) to support Vehicle-to-Everything (V2X) services".
[29]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[30]	3GPP TS 24.237: "IP Multimedia (IM) Core Network (CN) subsystem IP Multimedia Subsystem (IMS) Service Continuity; Stage 3".
[31]	3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia telephony; Media handling and interaction".
[32]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[33]	3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".
[34]	3GPP TS 23.304: "Proximity based Services (ProSe) in the 5G System (5GS)".
[35]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[36]	3GPP TS 29.514: "Policy Authorization Service; Stage 3".
[37]	IETF draft-ietf-detnet-yang: "Deterministic Networking (DetNet) YANG Model".
Editor's note:	The reference to draft-ietf-detnet-yang will be revised to RFC when finalized by IETF.
[38]	IETF RFC 5279: "A Uniform Resource Name (URN) Namespace for the 3rd Generation Partnership Project (3GPP)".
[39]	GSMA PRD NG.135, Version 1.0: "E2E Network Slicing Requirements".
[X]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".

* * * * Second change * * * *
[bookmark: _Toc131529296]6.1.3.28	AF requested QoS for a UE or group of UEs not identified by a UE address
The AF may request that the data session(s) for a UE (identified by a GPSI) or a group of UEs (identified by an External Group ID) for a specific DNN and S-NSSAI are set up with a specific QoS (e.g. low latency or jitter) and priority handling. The request from the AF may also include parameters for QoS monitoring and parameters that describe the traffic characteristics.
According to The AF can provide the same QoS parameters as for AF session with QoS, as described in clause 6.1.3.22, .
The AF can provide the same parameters that describe the traffic characteristics as for AF session with QoS, as described in clause 6.1.3.23a, and the parameters to.
The AF may also subscribe to be notified of the QoS Monitoring reports, using the same parameters as described in clause 6.1.3.21., the AF request information may include:
-	DNN and S-NSSAI.
- 	Information about target UEs: External Group Identifier or GPSI.
-	Flow Descriptions as described in clause 6.1.3.6, 
NOTE 1:	At the time of providing Flow Description from AF, the AF can only provide the server side information as Flow Description, e.g. 3-tuple(s) including protocol, server side IP address and port number. At the time of applying the Flow Description for generation of PCC rules, the PCF can supplement the UE side information, e.g. UE IP address and port.
-	Traffic characteristics as described in clause 6.1.3.23 or 6.1.3.23a, 
-	QoS parameters (e.g. QoS Reference or individual QoS parameters or Alternative QoS Parameter Set) as defined in clause 6.1.3.22,
-	QoS parameters for monitoring as defined in clause 6.1.3.21,
NOTE 2:	The AF can support monitoring of specific performance characteristic by requesting the Notification control with Alternative QoS Profiles as defined in clause 5.7.2.4.1b of TS 23.501 [2] and deriving the specific degraded QoS characteristic (e.g. GFBR, PDB or PER) and the way it is degraded with the "GFBR can no longer be guaranteed" notifications and indications to Alternative QoS Profile.
-	Temporal invalidity condition (start-time, end-time), indicate the time period when there will be no user payload for the DNN/S-NSSAI and Flow Descriptions provided with the request (e.g. at night or on weekends),

-	Subscription to events as defined in clause 6.1.3.18.
NOTE 3:	The AF can invoke SEAL service as described in clause 14.3.5 of TS 23.434 [X] to handle requirements for UE-to-UE traffice, the SEAL service can perform coordinated QoS/resource management for network assisted UE-to-UE communications to guarantee end-to-end QoS fulfilment (primarily for meeting end-to-end latency requirements), e.g. decompose the requirements for UE-to-UE traffice to initial individual QoS parameters for each individual session, and apply QoS adaption for the individual session that receieve QoS notification control notifications based on fulfilment/non-fulfilment evaluation on the requirements for UE-to-UE traffice.

The NEF determines whether or not to invoke the TSCTSF in the same way as for AF session with required QoS procedure, as described in step 2 of clause 4.15.6.6 in TS 23.502 [3].
In case the TSCTSF is not used, the NEF stores the AF request on UDR. The PCF receives the AF requested QoS information from the UDR as described in clause 4.15.6.14 of TS 23.502 [3]. If the AF requested QoS information contains temporal invalidity condition, the PCF activates, modifies, or removes PCC rules corresponding to the QoS information as needed based on the invalidity conditions.  
In the case that the TSCTSF is used, the TSCTSF receives the AF requested QoS information from the NEF. The TSCTSF applies the AF requested QoS information as described in clause 5.20c of TS 23.501 [2] and clause 4.15.6.14 of TS 23.502 [3]. 

Editor's note:	Further description is FFS, to be done if this option is selected.
* * * * Third change * * * *
[bookmark: _Toc131529312][bookmark: _Toc122504179] no longer needed since this clause is not impmacted
6.2.1.2	Input for PCC decisions 
The PCF shall accept input for PCC decision-making from the SMF, the AMF, the CHF, the NWDAF if present, the UDR and if the AF is involved, from the AF, as well as the PCF may use its own predefined information. These different nodes should provide as much information as possible to the PCF. At the same time, the listed information below describes only examples of the information provided by the respective node and is not intended to be complete. Depending on the particular scenario all the information may not be available or is already provided to the PCF.
The AMF may provide information related to the UE as defined in clauses 5.2.5.2 and 5.2.5.6 of TS 23.502 [3], for example:
-	SUPI;
-	PEI of the UE;
-	Location of the subscriber;
-	Service Area Restrictions;
-	RFSP Index;
-	RAT Type;
-	GPSI;
-	Access Type;
-	Serving Network identifier (PLMN ID or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]);
-	Allowed NSSAI;
-	UE time zone;
-	Subscribed UE-AMBR;
-	Configured NSSAI for the serving PLMN;
-	Mapping Of Allowed NSSAI;
-	S-NSSAI for the PDU Session;
-	Satellite backhaul category information;
-	Requested DNN.
NOTE 1:	The Access Type and RAT Type parameters should allow extension to include new types of accesses.
The UE may provide information such as:
-	OSId;
-	List of PSIs;
-	Indication of UE support for ANDSP.
-	Indication of URSP Provisioning Support in EPS.
-	Indication of UE capability of support to report URSP rule enforcement to network (see clause 6.6.2.4).
The SMF may provide information related to the PDU Session as defined in clause 5.2.5.4 of TS 23.502 [3], for example:
-	SUPI;
-	PEI of the UE;
-	IPv4 address of the UE;
-	IPv6 network prefix assigned to the UE;
-	Default 5QI and default ARP;
-	Request type (initial, modification, etc.);
-	Type of PDU Session (IPv4, IPv6, IPv4v6, Ethernet, Unstructured);
-	Access Type;
-	RAT Type;
-	GPSI;
-	Internal-Group Identifier;
-	Location of the subscriber;
-	S-NSSAI;
-	DNN;
-	Serving Network identifier (PLMN ID or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]);
-	Application Identifier;
-	Allocated application instance identifier;
-	Detected service data flow descriptions;
-	UE support of reflective QoS (as defined in clause 5.7.5.1 of TS 23.501 [2]);
-	Number of supported packet filters for signalled QoS rules for the PDU Session (indicated by the UE as defined in clause 5.7.1.4 of TS 23.501 [2]);
-	3GPP PS Data Off status;
-	DN Authorization Profile Index (see clause 5.6.6 of TS 23.501 [2]);
-	DN authorized Session AMBR (see clause 5.6.6 of TS 23.501 [2]);
-	Satellite backhaul category information;
-	Provisioning Server address(es) (see clause 5.30 of TS 23.501 [2]);
-	UE report of URSP rule enforcement from URSP rule associated with the PDU session (see clause 6.6.2.4).
-	HR-SBO support indication for requesting VPLMN Specific Offloading Policy (see clause 6.2.1.12 and clause 6.7 of TS 23.548 [33]).
The UDR may provide the information for a subscriber connecting to a specific DNN and S-NSSAI, as described in the clause 6.2.1.3.
The UDR may provide policy information related to an ASP as defined in clause 5.2.12.2 of TS 23.502 [3], for example:
-	The ASP identifier;
-	A transfer policy together with a Background Data Transfer Reference ID, the volume of data to be transferred per UE, the expected amount of UEs;
-	An PDTQ policy together with an PDTQ Reference ID, the requested QoS for each of the AF session for each of the UEs involved and the expected amount of UEs.
NOTE 2:	The information related with AF influence on traffic routing may be provided by UDR when the UDR serving the NEF is deployed and stores the application request.
The UDR may provide the service specific information as defined in clause 4.15.6.7 of TS 23.502 [3].
The AF, if involved, may provide application session related information as defined in clause 5.2.5.3 of TS 23.502 [3] directly or via NEF, e.g. based on SIP and SDP, for example:
-	Subscriber Identifier(s);
-	IP address of the UE;
-	Media Type;
-	Media Format, e.g. media format sub-field of the media announcement and all other parameter information (a= lines) associated with the media format;
-	Bandwidth;
-	Sponsored data connectivity information;
-	Flow description information, e.g. source and destination IP address and port numbers and the protocol and optionally, ToS (IPv4) or TC (IPv6) value (as described in clause 6.1.3.6);
-	AF application identifier, i.e. an identifier that refers to the application the AF session belongs to, containing either an AF identifier, an external application identifier (if the NEF is involved and performs the mapping to the application identifier) or an application identifier (if the AF is configured accordingly);
NOTE 3:	Either Flow description or (external) application identifier for application detection control can be provided.
-	DNN and possibly S-NSSAI;
-	AF Communication Service Identifier (e.g. IMS Communication Service Identifier), UE provided via AF;
-	AF Application Event Identifier;
-	AF Record Information;
-	Flow status (for gating decision);
-	Priority indicator, which may be used by the PCF to guarantee service for an application session of a higher relative priority;
NOTE 4:	The AF Priority information represents session/application priority and is separate from the MPS 5GS Priority indicator.
-	Emergency indicator;
-	Application service provider;
-	DNAI;
-	Information about the N6 traffic routing requirements;
-	GPSI;
-	Internal-Group Identifier;
-	Temporal validity condition;
-	Spatial validity condition;
-	AF subscription for early and/or late notifications about UP management events;
-	AF transaction identifier;
-	TSC individual QoS information as described in clause 6.1.3.22;
-	QoS information to be monitored;
NOTE 5:	The information related with QoS monitoring may be provided by UDR when the UDR serving the NEF is deployed and stores the application request.
-	Service area coverage;
-	Indication that high throughput is desired;
-	Reporting frequency;
-	User Plane Latency Requirement.
The AF may provide BDT related information as defined in clause 5.2.5.5 of TS 23.502 [3] via NEF, for example:
-	Background Data Transfer Reference ID;
-	BDT Policy;
-	Volume per UE;
-	Number of UEs;
-	Desired time window;
-	Network Area Information.
The CHF, if involved, may provide the following information for a subscriber as defined in clause 5.2.5.17 of TS 23.502 [3], for example:
-	Policy counter status for each relevant policy counter.
The NWDAF, if involved, may provide analytics information as described in clause 6.1.1.3.
In addition, the predefined information in the PCF may contain additional rules based on charging policies in the network, whether the subscriber is in its home network or roaming, depending on the QoS Flow attributes.
The 5QIs (see clause 5.7.4 of TS 23.501 [2]) in the PCC rule is derived by the PCF from AF or UDR interaction if available. The input can be SDP information or other available application information, in line with operator policy.
The Allocation and Retention Priority in the PCC Rule is derived by the PCF from AF or UDR interaction if available, in line with operator policy.

* * * * End of changes * * * *

