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	Reason for change:
	S2-2303930/C1-231181 asks clarifications about the UE selecting N3IWF for emergency service when it has SNPN credentials.
According to the TR conclusion and current description, SA2 agreed that the UE shall select an N3IWF in a PLMN instead of SNPN for emergency sessions when the UE is not located in the same country as the subscribed SNPN. However, the current wording is a little misleading since there is no N3IWF selection procedure for emergency services for UE not equipped with valid SNPN credentials.
-	Otherwise, the UE follows the N3IWF selection procedure for Emergency services for UE not equipped with valid SNPN credentials, in the same way as defined in clause 6.3.6.4.2 for a UE not equipped with a UICC.
If the UE is not equipped with valid SNPN credentials, then the UE should be equipped with valid PLMN credentials or not be equipped with any credentials. In this case, the UE selects an N3IWF in a PLMN.
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[bookmark: _Toc131516895][bookmark: _Toc122440628]5.30.2.12	Access to SNPN services via Untrusted non-3GPP access
Access to SNPN services via Untrusted non-3GPP access network follows the specification in the previous 5.30.2 clauses with the differences as specified in this clause.
N3IWF selection is supported as follows:
-	When UE registers to SNPN with credentials owned by the SNPN, UE uses the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a.
Emergency services are supported as follows:
-	UE initiates N3IWF selection for emergency services when the UE detects a user request for emergency session and determines that Untrusted non-3GPP access is to be used for the emergency access. The UE with SNPN subscription performs the following:
-	If the UE determines that it is located in the same country as the subscribed SNPN, the UE uses the configured N3IWF FQDN for N3IWF selection.
-	Otherwise, the UE follows the N3IWF selection procedure for Emergency services as if the for UE is not equipped with valid SNPN credentials, in the same way as defined in clause 6.3.6.4.2 for a UE not equipped with a UICC.
UE onboarding is supported as follows:
-	When UE registers to SNPN over Untrusted non-3GPP access for UE Onboarding, UE may select an N3IWF in the SNPN which supports UE Onboarding by using a pre-configured N3IWF FQDN used for Onboarding.
-	If the PVS is reachable from the local Untrusted non-3GPP access network (e.g. via the Internet) using the local IP connectivity, UE may connect directly (i.e. without being connected to an N3WIF) with a PVS to obtain the SNPN credentials.
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