

	
3GPP TSG-SA2 Meeting #156-e	S2-2304069r01
Online, , 17th Apr 2023 - 21st Apr 2023
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.502
	CR
	3959
	rev
	-
	Current version:
	18.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Forwarding of UE reporting of URSP rule enforcement between SM-PCF and UE-PCF

	
	

	Source to WG:
	Deutsche Telekom

	Source to TSG:
	

	
	

	Work item code:
	eUEPO
	
	Date:
	

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	In SA2#155, the support of UE reporting of URSP rule enforcement for deployments where the PCF serving the PDU session is not the same as the PCF serving the UE was left FFS.
Furthermore, concerns were raised regarding using parameter provisioning, with some views expressed that reusing the procedure already present for application detection would be preferred

	
	

	Summary of change:
	It is proposed to reuse the existing procedure in 4.16.14.2.1 for forwarding the information between SM-PCF and UE-PCF.
For clarity reasons, it was decided to write a new clause. Adding the required information to the existing clause or writing a new clause based on describing changes to the existing clause would result in convoluted text that would not be clear to the reader, worst case breaking existing text

	
	

	Consequences if not approved:
	Missing functionality in deployments where the PCF serving the PDU session is not the same as the PCF serving the UE

	
	

	Clauses affected:
	[bookmark: _GoBack]4.16.X (New), 5.2.5.1, 5.2.5.X (New)

	
	

	
	Y
	N
	
	

	Other specs
	X
	
	 Other core specifications	
	TS/TR 23.503 CR 0947 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	4.16.X

	
	

	This CR's revision history:
	





[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc122443520]4.16.x	Management of URSP rule based on awareness of URSP rule enforcement 
[bookmark: _Toc122443521]4.16.x.1	General
The procedure for management of URSP rule depending on the URSP rule enforcement needs to let the PCF for the UE be aware of URSP rule enforcement. 
The policy control decisions in the PCF for the UE may be performed with or without UE assistance as defined in clause 6.1.6.
The content of this clause applies to both non-roaming and HR roaming cases. The PCF for the UE represents the H-PCF in roaming cases.
If PCF for the UE and PCF for the PDU Session are the same PCF, then step 5, 6 and 8 in Figure 4.16.x.2-1 are not performed.
If the PCF for the UE and the PCF for the PDU Session are different PCFs, then the PCF for the UE is informed when the PCF for the PDU Session receives URSP rule enforcement.
4.16.X.2	Procedures for management of URSP rule based on awareness of URSP rule enformcement
This procedure applies when the PCF for the PDU Session receives URSP rule enforcement during PDU Session Establishment or PDU Session Modification procedure.


Figure 4.16.X.2-1: Management of URSP rule based on awareness of URSP rule enforcement
1.	The UE registers to 5GC, as described in clause 4.2.2.2.2. During the UE Policy Association Establishment procedure, If the UE indicates capability of support to report URSP rule enforcement to network, the PCF for the UE request the AMF to indicate the future PCF(s) for the PDU Session to notify the URSP rule enforcement.
2.	The PCF for the UE registers its information to the BSF by invoking Nbsf_Management_Register service operation.
3.	The UE initiates PDU Session Establishment/Modification procedure based on URSP matching result. If the Traffic Descriptor of the matched URSP rule contains Connection Capabilities and the UE is capable of reporting URSP rule enforcement to the network, the UE includes the corresponding Connection Capabilites within the PDU Session Establishmen or Modification request message towards the SMF.
4. The SMF initiates SM Policy Association Establishment or Modification procedure as defined in clasue 4.16.4 or 4.16.5.1 respectively. The PDU Session parameters and the UE reported Connection Capabilities is included the request message, if available.
5. Based on the received Connection Capabilities or local policies, the PCF for the PDU Session may determine to contact with the PCF for the UE to inform the URSP rule enforcement information.
If the PCF ID of the PCF for the UE is not available yet, it invokes Nbsf_Management_Discovery to the BSF to retrieve the PCF ID of the PCF for the UE. Alternatively, if the PCF for the PDU Session receives the request sent by the PCF for the UE in step 1 via AMF and SMF, then step 5 is skipped and step 6B will be performed.
6A. The PCF for the PDU Session invokes Npcf_PolicyCombination_Create or Npcf_PolicyCombination_Update request to the PCF for the UE, by including URSP rule enforcement information in the request message, which may contain Connection Capabilities reported from the UE if available, detected application events if available and the PDU Session parameters, e.g. DNN, S-NSSAI, SSC mode, etc.
6B. The PCF for the PDU session invokes Npcf_PolicyAuthorization_Notify request to the PCF for the UE indicated by the PCF binding information received from the SMF to notify the URSP rule enforcement report, by including the same URSP rule enforcement information as depicted in step 6A.
Based on the received URSP rule enforcement inforamtion, the PCF for the UE checks the the PDU Session parameters is consistent with the list of URSP rules sent to the UE, and provides one or more traffic descriptor corresponds to the URSP rule enforcement to the PCF for the PDU Session as input for PCC rule generation.
7a. If the PCF for the UE determines to adjust the URSP rules based on the request message, it triggers UE Policy Association modification procedure as defined in clause 4.16.12.2, and updates the URSP rules in the UE.
7b. Based on the traffic descriptor in the response message, the PCF for the PDU Session generates PCC rules as defined in clause 6.1.6.1 of TS 23.503[20]. 
8. When the PCF for the PDU Session receives updated Connection Capabilities from the UE, or it receives newly detected application event, it invokes the Npcf_PolicyCombination_Update request to the PCF for the UE. 
When the PDU Session is released, then the PCF for the PDU Session invokes the Npcf_PolicyCombination_Delete request to the PCF for the UE.
* * * * Next change * * * *
[bookmark: _Toc122443818][bookmark: _Toc51835101][bookmark: _Toc47593014][bookmark: _Toc45193382][bookmark: _Toc36192269][bookmark: _Toc27895172][bookmark: _Toc20204473][bookmark: _Toc122443863]5.2.5.1	General
The following table illustrates the PCF Services.
Table 5.2.5.1-1: NF services provided by PCF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer (s)

	Npcf_AMPolicyControl
	Create
	Request/Response
	AMF

	
	Update
	Request/Response
	AMF

	
	UpdateNotify
	Subscribe/Notify
	AMF

	
	Delete
	Request/Response
	AMF

	Npcf_Policy Authorization
	Create
	Request/Response
	AF, NEF, TSCTSF

	(NOTE 1)
	Update
	Request/Response
	AF, NEF, TSCTSF

	
	Delete
	Request/Response
	AF, NEF, TSCTSF

	
	Notify
	Subscribe/Notify
	AF, NEF, NWDAF, PCF, TSCTSF

	
	Subscribe
	
	AF, NEF, NWDAF, PCF, TSCTSF

	
	Unsubscribe
	
	AF, NEF, NWDAF, PCF, TSCTSF

	Npcf_SMPolicyControl
	Create
	Request/Response
	SMF

	
	UpdateNotify
	Subscribe/Notify
	SMF

	
	Update
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	Npcf_BDTPolicyControl
	Create
	Request/Response
	NEF

	
	Update
	Request/Response
	NEF

	
	Notify
	
	NEF

	Npcf_UEPolicyControl
	Create
	Request/Response
	AMF, V-PCF

	
	Update
	Request/Response
	AMF, V-PCF

	
	UpdateNotify
	Subscribe/Notify
	AMF, V-PCF

	
	Delete
	Request/Response
	AMF, V-PCF

	Npcf_EventExposure
	Subscribe
	Subscribe/Notify
	NEF, NWDAF

	
	Unsubscribe
	
	

	
	Notify
	
	

	Npcf_AMPolicyAuthorization
	Create
	Request/Response
	AF, NEF, TSCTSF

	
	Update
	Request/Response
	AF, NEF, TSCTSF

	
	Delete
	Request/Response
	AF, NEF, TSCTSF

	
	Notify
	Subscribe/Notify
	AF, NEF, 5G DDNMF

	
	Subscribe
	
	AF, NEF, 5G DDNMF

	
	Unsubscribe
	
	AF, NEF, 5G DDNMF

	Npcf_PDTQPolicyControl
	Create
	Request/Response
	NEF

	
	Update
	Request/Response
	NEF

	
	Notify
	
	NEF

	Npcf_PolicyCombiniation
(NOTE 1)
	Create
	Request/Response
	PCF

	
	Update
	Request/Response
	PCF

	
	Delete
	Request/Response
	PCF

	NOTE:	In the Npcf_PolicyAuthorization and Npcf_PolicyCombination operations, PCF is a consumer when the PCF for the UE and the PCF for the PDU session are different.



* * * * Next change * * * *
5.2.5.X	Npcf_PolicyCombination Service
[bookmark: _Toc122443864]5.2.5.X.1	General
Service description: This service allows the PCF for the PDU Session interact with the PCF for the UE for combined policy decision scenario when the PCF for the UE and PCF for the PDU Session are separately deployed, which includes the following functionalities:
-	triggers the check for UE reported Connection Capabilities, and retrieves the traffic descriptor of the traffic allowed to occur.
[bookmark: _Toc122443865]5.2.5.X.2	Npcf_PolicyCombination_Create service operation
Service operation name: Npcf_ PolicyCombination _Create
Description: This service is to create the combined policy association in the PCF for the UE.
Inputs, Required: SUPI.
Inputs, Optional: Connection Capabilities, DNN, S-NSSAI, SSC mode, PDU Session Type, Acceees Type, RSN and/or PDU Session Pair ID, detected application event.
Outputs, Required: Combined Policy Association ID, One or more traffic descriptor of the traffic allowed to occur in the PDU Session.
Outputs, Optional: None.
[bookmark: _Toc122443866]5.2.5.X.3	Npcf_ PolicyCombination _Update service operation
Service operation name: Npcf_ PolicyCombination _Update
Description: This service is to update the combined policy association in the PCF for the UE.
Inputs, Required: Combined Policy Association ID.
Inputs, Optional: Connection Capabilities, DNN, S-NSSAI, SSC mode, PDU Session Type, Acceees Type, RSN and/or PDU Session Pair ID, detected application event.
Outputs, Required: None
Outputs, Optional: None.
[bookmark: _Toc122443867]5.2.5.X.4	Npcf_ PolicyCombination _Delete service operation
Service operation name: Npcf_ PolicyCombination _Notify
Description: This service is to terminate the combined policy association in the PCF for the UE.
Inputs, Required: Combined Policy Association ID.
Inputs, Optional: None.
Outputs, Required: Success or Failure.
Outputs, Optional: None.
* * * * End of changes * * * *
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