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**** First Change ****

[bookmark: _Toc122504091]4.3.7	Traffic steering control
Traffic Steering Control refers to the capability to activate/deactivate traffic steering policies from the PCF in the SMF for the purpose of:
-	steering the subscriber's traffic to appropriate operator or 3rd party service functions (e.g. NAT, antimalware, parental control, DDoS protection) in the N6-LAN or 5G-LAN type of services. How this supports service function chaining is described in clause 5.6.X of TS 23.501 [2]. This is supported in non-roaming and home-routed scenarios only.
-	AF influenced traffic diversion which enables the routing of the user traffic matching the traffic filters provided in the PCC rule to a local Data Network identified by the DNAI per AF request. This is supported in non-roaming and LBO scenarios only, as described in clause 5.6.7 of TS 23.501 [2].
[bookmark: _Hlk114221128][bookmark: _Toc19197350][bookmark: _Toc27896503][bookmark: _Toc36192671][bookmark: _Toc37076402][bookmark: _Toc45194848][bookmark: _Toc47594260][bookmark: _Toc51836891][bookmark: _Toc106195603][bookmark: _Hlk114221042]

**** Next Change ****
[bookmark: _Toc122504109]5.3.10	Interactions between NEF and PCF
Npcf and Nnef enable the negotiation of policy and charging control behaviour between PCF and NEF by supporting the following functionality:
-	service specific policy and charging control;
-	sponsor data connectivity including usage monitoring;
-	AF-influenced traffic steering authorization, for N6 routing to local DN and N6-LAN service function chaining;
-	subscription and reporting of events for the event exposure;
-	negotiations for future background data transfer;
-	negotiation of planned data transfer with QoS requirements.
The N30 reference point is defined for the interactions between PCF and NEF in the reference point representation.


**** End of Changes ****
