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Abstract of the contribution: This paper clarifies the selection of SNPN as a hosting network.
1	Discussion
1.1	SNPN selection procedure: Selecting a hosting network in presence of the Credentials Holder's network
Clause 8.4.4 currently states " For SNPN as hosting network, the UE can switch between PLMN selection and hosting network selection following Rel-17 specification for SNPN selection.", which suggests that the Rel-17 SNPN selection is re-used as is.
This is incorrect as it is not in line with the conclusion documented in clause 8.4.2, which states that "[…] for automatic SNPN selection, the existing Credentials Holder controlled prioritized list of preferred SNPNs (and GINs) is extended with, for each entry in the list, time validity information."
In addition, the conclusion ignores that the existing Rel-17 SNPN selection procedure does not allow for selecting an SNPN other than the subscribed SNPN when the subscribed SNPN is present. This would rule out scenarios where a hosting network is deployed in an area that is also covered by the subscribed SNPN.
Multiple solutions touched upon this point and highlighted that the hosting network needs to be able to have the highest priority.
Proposal 1: In line with this, the conclusion in clause 8.4.4 is proposed to be updated to reflect that hosting networks may have a higher priority than the subscribed SNPN.
1.2	Clarifying authorization for network selection by the home network
In S1-223540 [1] SA1 replies to SA2's question "Does the home network need to authorize the use of such network selection of a hosting network for both automatic and manual network selection or only for automatic network selection, and does it depend on whose credentials the UE uses to access the hosting network?" by providing the following feedback:
First, SA1 assumes that the use of “authorize” in the Question 1 “Does the home network need to authorize…” refers to home network control by configuration or policy (e.g., home network provides list of preferred hosting networks).
Therefore based on the service requirements presented above and assumption, SA1 believes automatic network selection by the UE is controlled by configuration or policy by the home network, while there is no SA1 requirement to request home network to control UE to manually select a local hosting network instead SA1 requirements leave manual hosting network selection to user’s decision.  
Also, from SA1 perspective, after automatic network or manual selection, the UE may use home network, hosting network or 3rd party service provider credentials when it tries to access the localized services on the hosting network.
Observation 1: SA1 clarifies that the authorization to perform automatic selection of hosting networks refers to providing a list of preferred hosting networks to the UE. This is in line with the conclusion made in clause 8.4.2 that "the existing Credentials Holder controlled prioritized list of preferred SNPNs (and GINs) is extended with, for each entry in the list, time validity information.".
Conclusion 1: Given that the UE will be provided with the list of preferred hosting networks, there is no need for an additional authorization for automatic selection by the home network.
Proposal 2: Update the conclusion to reflect that there is no need for an additional authorization for automatic selection by the home network.
1.3	Use of geolocation as validity condition
In SA2#154 there was no conclusion to include location as a possible validity condition. However, we believe this information would be helpful for the UE to decide whether to initiate network selection for hosting networks, and can prevent unnecessary power consumption due to scanning for hosting networks in a location that is not valid. Moreover, the simplest type of location information is geolocation, using other location information like tracking area can lead to excessive configuration hurdles.
As a simplified example, if there is only one entry in the Credential Holder controlled prioritized lists of preferred SNPNs and GINs, and the entry contains both time validity and geolocation validity pointing to a convention center, and the time validity condition is met, but the user/UE is in a different place, the UE may start scanning in vain for SNPNs, incurring in unnecessary power consumption. 
With respect to a comment that was made in SA2#154 that UEs may not support geolocation, two counterarguments can be made:
1. Geolocation support is almost ubiquitous. Especially among smartphones, and even in IoT devices. Potentially some very low cost cellular IoT UEs could not have support of it, but in this case the Credentials Holder would know this and not configure the UE with geolocation. Cases where a user would disable geolocation are also extremely rare.  
2. Moreover, even if a UE that does not support geolocation gets configured with geolocation information, the UE can just ignore this condition. The only consequence would be that the UE either would not find the SNPN hosting network, or if it finds it, it would be rejected. 
Therefore, the case where the UE does not support geolocation is non-existing or at worst extremely rare in practice, in most cases the Credentials Holder would know this anyway and can just not configure geolocation in the UE, and even if the scenario occurs the consequences are minor. 
Conclusion 2: Geolocation as validity condition is a useful configuration as it reduces unnecessary power consumption. Geolocation support is almost ubiquitous. Even if a UE does not support it, the UE can ignore the geolocation condition, the consequences of this are minor (UE either would not find the SNPN hosting network, or if it finds it, it would be rejected).
Proposal 3: Include geolocation as a possible validity condition.
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3	Proposal
This paper proposes to update the conclusion of TR 23.700-08 as follows.

*** BEGIN CHANGES ***
[bookmark: _Toc113020902][bookmark: _Toc120197199]8.4.2	Conclusion for the content of the information for accessing localized services
The following interim conclusions are reached.
For manual selection existing SIB information e.g. HRNN and/or application layer information can be used without any normative impact.
Editor's note:	It is FFS whether any additional information is to be provided to the UE for manual selection.
For automatic selection the following is concluded:
a.	In the case of SNPN as hosting network, for automatic SNPN selection, the existing Credentials Holder controlled prioritized list of preferred SNPNs (and GINs) is extended with, for each entry in the list, time and location validity information. An entry may include time validity only, location validity only, or both. The location validity information can be in the form of geolocation and/or TAIs of serving PLMN/SNPN.
NOTE:	The location validity information is used to aid the UE where to search for the SNPNs in the CH lists and is not used for any enforcement.
b.	for automated cell re-selection:
-	In the case of PNI-NPN with CAG, the allowed CAG list can include time validity information as already agreed in TR 23.700-05 (23.501 CR3813 for VMR).
-	In the case of PNI-NPN using S-NSSAI, the SOR can include S-NSSAI information as already concluded by TR 23.700-41 (KI#2), or S-NSSAI validity information including time and location as concluded by KI#3 can be used.

*** NEXT CHANGE ***

[bookmark: _Toc120197201]8.4.4	Conclusion for how the localized service information is used by UE
The following principles based on the evaluation in clause 7.4.4 are recommended for the normative work:
1.	If UE uses home network credential to access a hosting network:
a.	When the end user intends to access localized service and the validity conditions of localized service are met, the UE initiates hosting network selection using the hosting network selection information.
i.	For SNPN as hosting network, the UE can switch between PLMN selection and hosting network selection following Rel-17 specification for SNPN selection with the following difference: 
-	If the UE is configured with Credential Holder controlled prioritized lists of preferred SNPNs and GINs and the lists contain entries with a validity condition and the validity condition is met for at least one of those entries, then the UE may select the related SNPNs even if the subscribed SNPN (if any) is available (i.e., the hosting network may have a higher priority than the subscribed SNPN). If the validity condition contains geolocation and the UE does not support geolocation, the UE ignores the geolocation condition for hosting network selection. How the UE switches among the network selections is up to UE implementation.
ii.	For PNI-NPN as hosting network associated with CAG ID, the UE only considers an entry in the Allowed CAG list valid if and while all conditions (if there is any) for that entry are met. This may potentially initiate a new registration procedure to a PLMN.
NOTE 1:	Whether a new network selection mode is required for UE to initiate hosting network selection is to be determined by CT WG1.
NOTE 2:	Details regarding priority list for hosting network selection, including if a new selection mode is required, is up to CT WG1 to decide.
b.	Automatic Hosting hosting network selection is controlled needs to be authorized by the home network, via UE initiated SoR procedure with SoR information including certain authorized criteria e.g. time. Based on the SoR informationAfter the home network authorization, the UE is allowed to initiate performs automatic hosting network selection, applicable for both automatic and manual hosting network selection.
i.	For manual hosting network selection, the UE presents available localized service information it has received to the end user.
NOTE 3:	If SA WG1 requires that the home network authorization is needed before the UE performs manual selection of a hosting network, such authorization can be added during normative work.
c.	When authorized criteria of the hosting network selection are no longer met, the UE stops hosting network selection.
2.	If the UE needs to obtain a new set of credentials/subscription to access the hosting network:
a.	It is up to UE implementation to decide how to switch to the new subscription profile for accessing hosting network.
3.	The UE determines SNPN access mode is activated/de-activated using implementation specific means as specified in existing Release 17, or using received localized service/hosting network assistance information as input.
[bookmark: _Toc120197204]8.5	Key Issue #5: Enabling access to localized services via a specific hosting network
The following conclusions are agreed for normative work:
-	The existing SoR procedure is enhanced as follows:
-	The SoR contains the Credentials Holder controlled prioritized list of preferred SNPNs (and GINs) which is extended with, for each entry in the list, validity condition information a prioritized list of hosting networks, for the scenario where the UE reuses home network credentials/subscriptionCredential Holder credentials to access the hosting network. The list is determined by the home network and may be associated with validity conditions, including time and location conditions.
-	When the hosting network is an SNPN which provides localized services and the home network is an HPLMN, the architecture specified in clause 5.30.2.7 of TS 23.501 [3] is reused for the UE to access both home network services (using the SNPN as underlay network) and localized services (via the SNPN).
-	If the hosting network is a PNI-NPN, existing mechanisms (e.g. roaming architecture, network slicing, etc.) are reused for the UE to access home network services.
-	The existing URSP rules or LADN feature can be re-used for a UE to access the Localized services after the UE has registered to a Hosting network. URSP rules are pre-configured in the UE, provisioned by the PCF of the home network or provisioned by the PCF of the hosting network according to existing principles.
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