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Abstract of the contribution: Updating Conclusions to remove ENs.
Background

The remaining EN on how a third UE acting as a LCS client can use the LCS architecture/framework to request the Ranging and sidelink positioning service exposure needs further analysis.

Editor's note:
It is FFS on whether and how to use the LCS architecture for the Ranging and sidelink positioning service exposure to SL positioning client UE.

In clause 7.6 it is stated sol #9, #22, #25, #27, #33 propose solutions to the above EN. Clause 7.6 furthermore states that the LCS architecture and LPP messages can be reused with small enhancements.

· defining new IEs for ranging/sidelink positioning service.
· enhance the AMF logic to select an appropriate LMF
· AMF act as the consumer of GMLC service for ranging/sidelink positioning service
New IE

This relates to enhancements in the LPP message (new or enhanced) send by the LCS client (3rd UE) to request network assistance to acquire the Ranging estimation of two other UEs. The LPP message is carried in a NAS message to the serving AMF of the UE (the LCS client).

Observation 1: Enhancement to the LPP could be straight forward. But the end-node receiving the LPP message is the LMF that will trigger the location procedure, so this relies on that the AMF forwards the LPP message to an appropriate LMF.
Enhance the AMF logic to select an appropriate LMF
According to the different solution:

Sol#9: If the serving AMF also have the UE context of both or one of the UEs (UE1 or UE2) than the AMF can select LMF in the same way as for KI#2. This solution does not have any proposal to handle the case when the serving AMF does not have any UE context of the two UEs (UE1 or UE2).

Sol#22: Does not mention any enhancements on how the AMF selects the LMF especially when the AMF does not have any UE context of the two UEs (UE1 and UE2).
Sol#25: The LMF is not involved in this solution.
Sol#27: Generic solution that states that the AMF must select a LMF with the capability to perform ranging/SL positioning procedures. Does not mention any enhancements on how the AMF selects the LMF especially when the AMF does not have any UE context of the two UEs (UE1 and UE2).
Sol#33: Does not mention any enhancements on how the AMF selects the LMF especially when the AMF does not have any UE context of the two UEs (UE1 and UE2).

Observation 2: None of the referred solution defines how the AMF can be enhanced to select an appropriate LMF when the AMF does not have any UE context of the two UEs (UE1 and UE2).

Observation 3: TS 23.273 specifies that prior to the LMF receives the location request the GMLC or NEF shall check that the LCS client is authorized to receive the location information.

Observation 4: Sol#25 mention that it is the AMF serving either UE1 and UE2 (not the AMF serving the LCS Client) that will check if the LCS client is authorized to receive the location information.

AMF act as the consumer of GMLC service for ranging/sidelink positioning service
TS 23.273 specifies that either a LCS client or AF (via NEF) can use Ngmlc_Location service to trigger MT-LR. But the service is quite generic and refers to the Consumer NF invoking the service. 

Observation 5: It should be fine to say that an AMF can be the Consumer NF. Sol#9 option B in clause 6.9.3.2.3 is the only solution out of the solutions #9, #22, #25, #27, #33 where the AMF uses GMLC service to obtain the ranging/SL positioning information of two UEs when the AMF exposing this information to a 3rd party UE (LCS client). Sol#9 states that the AMF acts as an LCS Client. It is the GMLCs (or NEF) responsibility to check if the LCS client is authorized and privacy checking. However, it is not correct to say that it is the AMF that is the LCS client, it is the 3rd party UE that is the LCS client and should be checked for authorization and privacy. Solution#9 implicitly states that the AMF must perform the authorization check of the 3rd part UE (LCS client). Solution#9 does not go into any details on this instead there is an EN in sol#9.
Editor's note:
The security and privacy consideration for the Ranging/SL positioning operation should be studied by SA WG3.
Observation 6: A significant part of the GMLC solution is missing and require a solution from SA3 which can provide details how such LCS Client authorization and UE privacy are supported.
The SA3’s part of the Ranging study can be found in TR 33.893 (v0.4.0 is the latest). KI#1 investigates Privacy aspects related to e.g. service exposure. KI#2 investigates authorization for SL positioning service. Solution#2 in TR 33.893, propose that a NF (e.g. AMF) use existing OAuth token-based authorization defined in TS 33.501 to use the service, and then a second level of authorization is needed to check if the NF is authorized to access the SL positioning information. Solution#2 does not mention anything how to check authorization of the 3rd party UE (LCS client) triggering SL positioning service exposure. Solution#3 in TR 33.893 propose that GMLC/NEF reuses the first level authorization of an application as specified in clause 12.4 in TS 33.501. Then the second level authorization is performed by the GMLC/NEF by interacting with the UDM. Solution#8 in TR 33.893, for the case when the 5GC is involved, the solution only mention that AS/NAS security can be reused to protect the ranging result sent over Uu. Solution#8 does not propose reuse of LCS framework, instead it propose direct communication between the Client UE (3rd party UE) and the other UEs. The communication between the UEs either uses PC5 or Uu.

Observation 7: The SA3 study in TR 33.893 does not have any solution how the authorization of a 3rd party UE and privacy checking when triggering the exposure service via an AMF.

Observation 8: The SA3 study in TR 33.893 has a solution how the authorization of an AF and privacy checking when triggering the exposure service via an NEF.

Other option from the TR.
Sol#25: The LMF is not involved in this solution. Instead, the AMF serving the LCS client query the GMLC for the SUPI of the two UEs (UE1 and UE2), The AMF query the UDM of the serving AMF(s) for UE1 and/or UE2. The AMF sends a location request to one of the serving AMF (for UE1 or UE2). This AMF check if the LCS client (3rd party UE) is allowed to get the ranging/SL positioning information. The AMF send the ranging/SL positioning request to one/both of the UEs, which returns the location information directly to the AMF. The AMF forward the information to AMF serving the LCS client, and then the AMF exposes the information to the LCS client. Also this solution has a EN on the security part.
Editor's note:
How AMF1 performs service authorization and privacy checking will be developed by SA3.

Observation 9: The SA3 study in TR 33.893 does not have any solution how the authorization of a 3rd party UE and privacy checking when triggering the exposure service via an AMF.

Proposal

To caputure the updated conclusion for KI#6.
* * * Start of change * * * 

8.6
Key Issue #6: Ranging and sidelink positioning service exposure to a UE

For Key Issue #6 (Ranging and sidelink positioning service exposure to a UE), the normative work is based on the following principles:

Ranging and sidelink positioning service exposure to a UE through PC5 and the network are both supported.

For Ranging and sidelink positioning service exposure to a UE through PC5, following principles is taken as baseline in normative work:

-
UE#1 (e.g. SL positioning client UE) invokes the ranging and sidelink positioning service from UE#2 by sending a ranging and sidelink positioning service request to the UE#2 for obtaining the Ranging and SL positioning result between UE#2 and Target UE. In this request at least the UE#1 info, UE#2 info and target UE info should be included.

-
UE#2 triggers the authorization of UE#1 for the ranging and sidelink positioning service invocation for the Target UE and UE#2.
NOTE 1:
The procedure for Privacy handling on Ranging and sidelink positioning service exposure needs to be determined by SA3 Group i.e. the authorization of the SL positioning client UE for Ranging and sidelink positioning service invocation of two other UEs.
-
UE#2 initiates the ranging and sidelink positioning procedure with Target UE based on the conclusion of KI#4 and obtaining the ranging and sidelink positioning result.

-
UE#2 returns the ranging and sidelink positioning result to UE#1.


NOTE 2:
Above procedure needs coordination with RAN Groups.
NOTE 3: The messages required will be specified by stage 3 groups.
For Ranging and sidelink positioning service exposure to a UE through network, SL positioning client UE invokes the Ranging and sidelink positioning service exposure from a UE by reusing  the Application exposure API over the application layer message, then the subsequent processes rely on the conclusion of KI#7.

-
The SL positioning client UE receives the onboarding information in order to use the Application exposure API during the registration procedure.
NOTE 4:
The authorization of the SL positioning client UE for Ranging and sidelink positioning service invocation of two other UEs reuses the procedures will be determined by SA WG6, and defined in TS 23.222 [12].
Editor's note:
It is FFS on whether and how to use the LCS architecture for the Ranging and sidelink positioning service exposure to SL positioning client UE. At SA2#154AH that was the last SA2 meeting for the Ranging/SL positioning study, no SA3 solution was available on how to handle the authorization of SL positioning client and privacy checking when sending an LPP message directly to its serving AMF. This alternative solution may need to be handle in a future release.
* * * End of changes * * * 
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