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	Reason for change:
	As concluded in clause 8.3 of TR 23.700-81, the NWDAF is used as entry point to exchange analytics in roaming scenario between HPLMN and VPLMN, and VPLMN may consume analytics generated by HPLMN (e.g., slice load level analytics, NF load analytics, service experience analytics, etc.), and HPLMN may consume analytics generated by the VPLMN (e.g., service experience analytics, slice load level analytics, etc.).

To support the analytics exposure in roaming case, this proposal introduces the new basic procedures for analytics exposure between HPLMN and VPLMN.

In addition, the KI#3 conclusions documenting how to discover the NWDAF for the roaming case is determined in normative phase. Take H-NWDAF subscribed by V-NWDAF as an example, this proposal proposes three ways to determine the H-NWDAF instances:
· The H-NWDAF instances are identified by the analytics consumer in VPLMN.
· The analytics consumer in VPLMN provides the HPLMN ID of the outbound roaming UE(s), and the mapping information between the HPLMN ID and the H-NWDAF instances is locally configured in the V-NWDAF.
· The analytics consumer in VPLMN provides the HPLMN ID of the outbound roaming UE(s), and the V-NWDAF can query the NRF to discover the H-NWDAF instances.

When the H-NWDAF instances are determined, the V-NWDAF subscribes to analytics from H-NWDAF, and notifies the analytics consumer of the analytics.
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	Introduce the new procedures for analytics exposure in roaming case.

	
	

	Consequences if not approved:
	No support for analytics exposure in roaming case.

	
	

	Clauses affected:
	6.1.X (new)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc114571995][bookmark: _Toc20204494][bookmark: _Toc27895193][bookmark: _Toc36192290][bookmark: _Toc45193403][bookmark: _Toc47593035][bookmark: _Toc51835122][bookmark: _Toc114668559]6.1.X	Analytics Exposure in roaming case
[bookmark: _Toc114571996]6.1.X.1	General
This clause specifies procedures for analytics exposure in roaming case, with two options: analytics can be exposed from HPLMN to VPLMN according to clause 6.1.X.2, or can be exposed from VPLMN to HPLMN according to clause 6.1.X.3. Which option to use is determined by specific use cases.
[bookmark: _Toc114571997]6.1.X.2	Analytics Exposure from HPLMN to VPLMN
The procedure as depicted in Figure 6.1.X.2-1 is used by analytics consumer(s) (e.g. AMF, etc.) in VPLMN to subscribe to network data analytics (e.g. slice load level analytics, NF load analytics, service experience analytics, etc.) from V-NWDAF, and the requested analytics needs to be derived by the H-NWDAF.
[image: ]
Figure 6.1.X.2-1: V-NWDAF subscribes to network data analytics from H-NWDAF
1.	Analytics consumer subscribes to analytics information by invoking the Nnwdaf_AnalyticsSubscription_Subscribe service operation. The analytics consumer may specify one or more notification endpoints. The analytics consumer may provide the identity of the H-NWDAF to collect analytics from. The analytics consumer may provide the HPLMN ID of the outbound roaming UE(s) (i.e. the UE(s) indicated by the Target of Analytics Reporting), to identify where the analytics needs to be collected.
2.	If the H-NWDAF instance is not identified by the analytics consumer, the V-NWDAF determines the H-NWDAF instances that can provide analytics. The mapping information between the HPLMN ID and the H-NWDAF instances may be locally configured in the V-NWDAF, so that the H-NWDAF instances can be determined by V-NWDAF according to the HPLMN ID provided in step 1. Alternatively, the V-NWDAF can also query the NRF to discover the H-NWDAF instances.
NOTE 1:	Analytics exchange between HPLMN and VPLMN may be furter updated based on feedback from GSMA.
NOTE 2:	The user consent check procedure and security aspects will align with SA WG3's conclusion.
3.	The V-NWDAF subscribes to analytics from H-NWDAF using the Nnwdaf_AnalyticsSubscription_Subscribe procedure as specified in clause 6.1.1.1. The V-NWDAF adds the analytics consumer to the list of analytics consumers that are subscribed for these analytics.
NOTE 3:	The NWDAF in the visited PLMN communicates with the NWDAF in the home PLMN via the SEPPs in the respective PLMNs. For the sake of clarity, SEPPs on both sides of PLMN borders are not depicted in figure 6.1.X.2-1.
Editor's note:	How the new NWDAF services are defined and utilized is FFS.
4.	When new output analytics is available, the H-NWDAF notifies the analytics information to the V-NWDAF.
5.	The requested analytics can be determined by V-NWDAF according to analytics information obtained from H-NWDAF, e.g., the analytics sent to notification endpoints may be processed and formatted by the V-NWDAF so they conform to delivery requirements for each notification endpoint as specified in clause 5A.4. The V-NWDAF uses Nnwdaf_AnalyticsSubscription_Notify service operation to send the analytics to all notification endpoints indicated in step 1. 

6.1.X.3	Analytics Exposure from VPLMN to HPLMN
The procedure as depicted in Figure 6.1.X.3-1 is used by analytics consumer(s) (e.g. PCF, etc.) in HPLMN to subscribe to network data analytics (e.g. slice load level analytics, service experience analytics, etc.) from H-NWDAF, and the requested analytics needs to be derived by the V-NWDAF.
[image: ]
Figure 6.1.X.3-1: H-NWDAF subscribes to network data analytics from V-NWDAF
1.	Analytics consumer subscribes to analytics information by invoking the Nnwdaf_AnalyticsSubscription_Subscribe service operation. The analytics consumer may specify one or more notification endpoints. The analytics consumer may provide the identity of the V-NWDAF to collect analytics from. The analytics consumer may provide the VPLMN ID of the outbound roaming UE(s) (i.e. the UE(s) indicated by the Target of Analytics Reporting), to identify where the analytics needs to be collected.
2.	If the V-NWDAF instance is not identified by the analytics consumer, the H-NWDAF determines the V-NWDAF instances that can provide analytics. The mapping information between the VPLMN ID and the V-NWDAF instances may be locally configured in the H-NWDAF, so that the V-NWDAF instances can be determined by H-NWDAF according to the VPLMN ID provided in step 1. Alternatively, the H-NWDAF can also query the NRF to discover the V-NWDAF instances.
NOTE 1:	Analytics exchange between HPLMN and VPLMN may be furter updated based on feedback from GSMA.
NOTE 2:	The user consent check procedure and security aspects will align with SA WG3's conclusion.
3.	The H-NWDAF subscribes to analytics from V-NWDAF using the Nnwdaf_AnalyticsSubscription_Subscribe procedure as specified in clause 6.1.1.1. The H-NWDAF adds the analytics consumer to the list of analytics consumers that are subscribed for these analytics.
NOTE 3:	The NWDAF in the visited PLMN communicates with the NWDAF in the home PLMN via the SEPPs in the respective PLMNs. For the sake of clarity, SEPPs on both sides of PLMN borders are not depicted in figure 6.1.X.3-1.
Editor's note:	How the new NWDAF services are defined and utilized is FFS.
4.	When new output analytics is available, the V-NWDAF notifies the analytics information to the H-NWDAF.
5.	The requested analytics can be determined by H-NWDAF according to analytics information obtained from V-NWDAF, e.g., the analytics sent to notification endpoints may be processed and formatted by the H-NWDAF so they conform to delivery requirements for each notification endpoint as specified in clause 5A.4. The H-NWDAF uses Nnwdaf_AnalyticsSubscription_Notify service operation to send the analytics to all notification endpoints indicated in step 1. 

* * * * End of changes * * * *
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