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********** Start of Changes (all new) ***************
6.7.x URSP enforcement analytics
6.7.x.1 General
Use NWDAF to generate the enforcement of URSP analytics with some proper data collection from AF, SMF, PCF. The analytics can be used by PCF to determine a more proper URSP for distribution.
The request to the NWDAF to provide analytics to detect URSP enforcement include the following:
-	Analytics ID = "URSP enforcement".
-	Analytic Filters:
-	one or multiple SUPIs
-	An Analytics Target Period. It indicates the time period over which the statistics is requested This should be a historical time as the analytics is for statistics only.
-	Area of interest.
-	S-NSSAI and/or DNN
For an Application ID, the AF can provide the IP addressed used for the Application traffic. Then the NWDAF can find the mapping between the IP address and UE ID by invoking Nbsf_Management_Discovery and retrive the SM context by Nsmf_EventExposure. The distributed URSP rules are acquired from PCF. Since the SM context the PDU session parameters (S-NSSAI, and DNN), the NWDAF can determine the which URSP rule/RSD and the S-NSSAI/DNN are used for the specific Application ID.

6.7.x.2 Input Data
In order to analyse the URSP enforcement and optimize the distribution of URSP, NWDAF shall be able to collect data from AF, SMF, and PCF, as described below:

Table 6.x.1.2-1: Data collected by NWDAF
	Information
	Source
	Description

	
	
	

	Application ID
	AF
	The Application ID is to identify the application traffic the AF would like the 5GC to monitor 

	IP address 
	AF
	It is the UE’s IP address used by the application (identified by an Application ID). This helps to find the SM context of the PDU session serving the UE ‘s application.
The AF may provide different IP address used by the UE’s application per time interval

	Traffic Descriptor parameter 
	AF
	This is URSP rule’s Traffic Descriptor parameter for the UE’s application. If the AF knows the TD parameter for the application traffic, it may provide such information to NWDAF. It helps NWDAF to identify which URSP rule is used by the application. 

	SM context (including S-NSSAI, DNN) 
	SMF
	This is The SM context of a PDU session (including S-NSSAI, DNN) that is used by the UE.
SMF knows the SM context indicating the parameters of PDU session which can be mapped to a certain RSD of a URSP rule 

	Distributed URSP rule
	PCF
	This is the URSP rule (Traffic Descriptor + RSDs) that has been distributed to the UE.
URSP distribution is determined by PCF.



The NWDAF can acquire UE IP address/prefix used by the UE, the SUPI corresponding to the UE IP address/prefix, and the SM context (RSD related parameters) of the PDU session corresponding to the UE IP address/prefix. Since the SM context can be mapped to the RSD of the URSP rule, the NWDAF will derive the usage of URSP rule enforcement. 

6.7.x.3 Output Analytics
The NWDAF can analyse the data collected from AF, SMF anf PCF, then it provides the output that is shown in the table below. The output analytics can be used by the PCF to check that the UE is correctly applying URSP Rules and decide if new URSP rules need to be send to the UE or URSP rules need to be removed from the UE.
Table 6.x.1.3-1: statistics for UE enforcement of URSP
	Analytics
	Description

	List of URSP enforcement Analytics (1..max)
	

	 > SUPI
	Identify the UE

	 >> Application ID
	The applicarion traffic is identified by Application ID

	>> Applied URSP rule and RSD
	The URSP rule applied by the UE

	  >> Applied S-NSSAI
	The S-NSSAI used for the application traffic transmission

	  >> Applied DNN
	The DNN used for the application traffic transmission

	  >> Applicable Time Period
	The time period within the Analytics target period that the analytics applies to




6.7.x.4 Procedures



Figure 6.x.2: NWDAF assisted URSP enforcement anaytics
Step 1-3
NWDAF collects URSP related data from PCF, SMF, NEF/AF respectively. The data has been illustrated in clause 6.x.2 as input data
Step 4-5
PCF invokes Nnwdaf_AnalyticsInfo_Request service operation and indicate the following in the request
-	Analytics ID = "URSP enforcement".
-	Analytic Filters:
-	one or multiple SUPIs
-	An Analytics Target Period. It indicates the time period over which the statistics is requested This should be a historical time as the analytics is for statistics only.
-	Area of interest.
-	S-NSSAI and/or DNN
Based on the received Analytics result in Nnwdaf_AnalyticsInfo_Response, the PCF may generate or update the URSP provisioned to UE. 

	
********** End of Changes ***************
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