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* * * * First change * * * *
[bookmark: _Toc122440359]5.8.2.17	Data exposure via SBI interface
[bookmark: MCCTEMPBM_00000012]The UPF may expose information described in TS 23.502 [3] clause 5.2.26.2, via a service-based interface directly. The NF consumers, which may receive UPF event notifications, are AF/NEF, TSNAF/TSCTSF and NWDAF.
When the UPF supports the data exposure via the SBI interface, it may register its NF profile to the NRF. The NF profile includes the supported event exposure service and related event ID(s).
To get exposure data from UPF, NF consumer does the subscription to the UPF directly or indirectly via SMF. UPF selection is further described in clause 6.3.3.1.
Only NWDAF canIt is possible to subscribe to the UPF event exposure service for UPF Data collection as described in TS 23.502 [3] clause 4.15.4.X.directly and only for the following case:
-	Data collected for UPF load analytics.
-	Data collected for analytics targeting "any UE", but not related with an AoI or with a specific data flow.
To minimize the impact of event notification to UPF data processing, the event subscription may include Reporting suggestion information. The Reporting suggestion information includes Report urgency and Reporting window information. Reporting urgency information represents whether this event report can be delay tolerant, i.e. the event report can be delayed. When the related event is detected, the Reporting window defines the last reporting valid time. Per Reporting suggestion information UPF can concatenate several notification messages to the same notification endpoint in one notification message.
* * * * End of change * * * *
