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Abstract of the contribution: This paper proposes an update to solution 3 for KI#1.
1
Discussion

We resolve the following three Editor’s note in this pCR.

1) Editor's note: This clause describes high-level procedures and information flows for the solution. To be completed.
The flow for our solution shadows the procedure for the SLA between the overlay and the underlay network as described in clause D.7 of TS 23.501[2], and on top it we create predefined QoS flows between TWAP and TWIF to route the packets from/to UE based on DSCP markings.
2) Editor's note: define ways how the 5G RG can discover a TWIF in another network.
5G-RG will discover TWIF based on pre-configuration and/or based on a name server.
3) Editor's note: The establishment of IPsec tunnels for handling QoS between TWAP and TWIF requires further clarifications (e.g. based on operator configurations, etc.).
TWAP will setup predefined required QoS flows with TWIF – typically four QoS are required to support different class of application. Upstream or downstream data from/to N5CW or from TWIF are sent in one of the QoS flow based on the DSCP markings. The packet detection filters in the underlying TWAP can be based on the TNGF IP address and the DSCP markings. 
2
Proposal

It is proposed to agree the proposed text for inclusion in TR 23.700-17.
*** BEGIN CHANGES ***
6.3.2
Procedures

1) The SLA between the overlay and the underlay network as described in clause D.7 of TS 23.501[2] defining how the DSCP marking in the outer IP header of the IPsec Child SA (of the IPsec tunnel(s) established between TWAP and TWIF) is to be handled by the underlay network for differentiated QoS.

2) In addition to point1, TWAP will establish pre-defined secure multiple QoS flows between TWAP and TWIF, and tunnel all the UE to/from traffic through one of the pre-defined QoS flows.
5G-RG will discover a TWIF based on a pre-configured list of TWF or based on a name server for TWIF. 

TWAP based on the configuration will setup a session with the overlay network (TNGF) through N6 interface. Once the session is established, TNAP will setup a secure tunnel with the TNGF (Yw). To support QoS differentiation in the underlying 5G-RG's secure PDU Session,  when IPsec is used between the TWAP and TNGF, the TNGF should ensure that different SA are used to carry flows of different QoS, and any upstream data from the N5CW or downstream data to the N5CW are sent in one of the QoS flow based on the DSCP markings. The packet detection filters in the underlying  PDU session used to carry Ta user plane between TWAP (in the 5G RG) and TNGF can be based on the TNGF IP address and the DSCP markings.
*** END CHANGES ***
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