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	[bookmark: _Hlk55138113]Reason for change:
	In SA2#153-e, S2-2205927 (against TS 23.502) proposed to add 5QI Priority Level to the QoS constraints for the reasons outlined below. Discussions of that meeting position this proposal now as follows: Add 5QI Priority Level to QoS constraints, clarify that the QoS constraints only apply to the non-GBR default QoS Flow, move the specification of QoS constraints to TS 23.501 (clause 5.7.1.11) and change the location of references to the QoS constraints specification from 23.502 to 23.501, and specify how the PCF should handle 5QI Priority Level. The proposal is for Rel-17 only.

Per TS 23.501, clause 5.7.3.3 on 5QI Priority Level: 

“Every standardized 5QI is associated with a default value for the Priority Level -specified in QoS characteristics Table 5.7.4.1). Priority Level may also be signalled together with a standardized 5QI to the -R)AN, and if it is received, it shall be used instead of the default value.
Priority Level may also be signalled together with a pre-configured 5QI to the (R)AN, and if it is received, it shall be used instead of the pre-configured value.”
And, in clause 5.7.2.7 on Default values:
“For each PDU Session Setup, the SMF retrieves the subscribed Session-AMBR values as well as the subscribed default values for the 5QI and the ARP and optionally, the 5QI Priority Level, from the UDM.”

Yet, TS 23.502, clause 4.3.2.2.2 specifies QoS Constraints without the 5QI Priority Level, as follows: 

“The QoS constraints from the VPLMN contains a 5QI and corresponding ARP value that the VPLMN can accept for the QoS Flow associated with the default QoS rule and the highest Session-AMBR that the VPLMN can accept”

The QoS constraints is missing the 5QI Priority Level when it is sent separately. If the HPLMN sends the Priority Level separate from the 5QI, it is currently unclear what a VPLMN will do. 

We propose to add to the QoS constraints the 5QI Priority Level that the VPLMN can accept.

	
	

	Summary of change:
	In clause 6.1.3.6 added discussion of how 5QI Priority Level will be handled across VPLMN/HPLMN, and moved the pointer to the specification of QoS constraints from TS 23.502 to TS 23.501.

	
	

	Consequences if not approved:
	If the HPLMN sends the 5QI Priority Level separate from the 5QI, it is currently unclear what a VPLMN will do. If the VPLMN cannot support the value, the PDU session may still not be established.
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[bookmark: _Toc11121954][bookmark: _Toc27815834]FIRST CHANGE
[bookmark: _Toc114671179]6.1.3.6	Policy control
QoS control refers to the authorization and enforcement of the maximum QoS that is authorized for a service data flow, for a QoS Flow or for the PDU Session. A service data flow may be either of IP type or of Ethernet type. PDU Sessions may be of IP type or Ethernet type or unstructured.
The PCF, in a dynamic PCC Rule, associates a service data flow template to an authorized QoS that is provided in a PCC Rule to the SMF. The PCF may also activate a pre-defined PCC Rule that contains that association.
The authorized QoS for a service data flow template shall include a 5QI and the ARP. For a 5QI of GBR or Delay-critical GBR resource type, the authorized QoS shall also include the MBR, GBR and may include the QoS Notification Control parameter (for notifications when authorized GFBR can no longer ( or can again) be fulfilled). For 5QI of Non-GBR resource type, the authorized QoS may include the MBR and the Reflective QoS Control parameter. The 5QI value can be standardized (i.e. referring to QoS characteristics as defined in clause 5.7.3 of TS 23.501 [2]), pre-configured (i.e. referring to QoS characteristics configured in the RAN) or dynamically assigned (i.e. referring to QoS characteristics provided by the PCF as Explicitly signalled QoS Characteristics in the PDU Session related policy information described in clause 6.4).
NOTE 1:	Further details, special cases and additional parameters are described in clause 6.3.1.
QoS control also refers to the authorization and enforcement of the Session-AMBR and default 5QI/ARP combination. The PCF may provide the Authorized Session-AMBR and the Authorized default 5QI and ARP combination as part of the PDU Session information for the PDU Session to the SMF. The Authorized Session-AMBR and Authorized default 5QI/ARP values takes precedence over other values locally configured or received at the SMF.
In home routed roaming, the H-SMF may provide the QoS constraints received from the VPLMN (defined in clause 4.3.2.2.25.7.1.11 of TS 23.502 501 [32]) to the H-PCF. The H-PCF ensures that the Authorized Session-AMBR value does not exceed the Session-AMBR value provided by the VPLMN, that the 5QI Priority Level, if in the subscription, does not exceed the value provided by the VPLMN, and the Authorized default 5QI/ARP contains a 5QI and ARP value supported by the VPLMN. If no QoS constraints are provided the H-PCF considers that no QoS constraints apply unless operator policies define any. The PCF shall also consider the QoS constraints for the setting of the Subsequent Authorized default 5QI/ARP and Subsequent Authorized Session-AMBR.
For policy control, the AF interacts with the PCF and the PCF interacts with the SMF as instructed by the AF. For certain events related to policy control, the AF shall be able to give instructions to the PCF to act on its own, i.e. based on the service information currently available. The following events are subject to instructions from the AF:
-	The authorization of the service based on incomplete service information;
NOTE 2:	The QoS authorization based on incomplete service information is required for e.g. IMS session setup scenarios with available resources on originating side and a need for resource reservation on terminating side.
-	The immediate authorization of the service;
-	The gate control (i.e. whether there is a common gate handling per AF session or an individual gate handling per AF session component required);
-	The forwarding of QoS Flow level information or events (see clause 6.1.3.18).
The UE and the AF shall provide all available flow description information (e.g. source and destination IP address and port numbers and the protocol information) to enable the binding functionality and the generation or selection of the service data flow filter(s) in the PCC rules. The AF may also provide a ToS (IPv4) or TC (IPv6) value that is set by the application as part of the flow description information. The PCF generates a PCC Rule with service data flow filter(s) (either as IP Packet Filter set as defined in clause 5.7.6.2 of TS 23.501 [2] or as Ethernet Packet Filter set as defined in clause 5.7.6.3 of TS 23.501 [2]) derived from the flow description information.
NOTE 3:	A ToS/TC value can be useful when another packet filter attribute is needed to differentiate between packet flows. For example, packet flows encapsulated and encrypted by a tunnelling protocol can be differentiated by the ToS/TC value of the outer header if appropriately set by the application. To use ToS/TC for service data flow detection, network configuration needs to ensure there is no ToS/TC re-marking applied along the path from the application to the PSA UPF and the specific ToS/TC values are managed properly to avoid potential collision with other usage (e.g., paging policy differentiation).
If SMF indicates that a PDU session is carried over NR satellite access or satellite backhaul, the PCF may take this information into account for the policy decision, e.g. together with any delay requirements provided by the AF.
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