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FIRST CHANGE
5.7.x User Plane QoS differentiation via Control Plane
This clause specifies an optional feature that enables the 3GPP system to send to the Untrusted non-3GPP access network traffic profiles and instructions on how the access network (i.e., WLAN) may treat these traffic profiles.
The N3IWF provides the NSWOF a traffic profile(s) and instruction(s) for a UE by using the Nnswof_N3AN_Communication_MessageTransfer service operation, per clause 7.2.x. The NSWOF relays the traffic profile and instruction(s) to the WLAN via SWa Re-Authentication and Re-Authorization procedure per TS 29.273 [xxx].
There are two types of traffc profiles: 
1) A traffic profile that includes UE IP address (local address assigned by WLAN) and the N3IWF IP address; or
2) A traffic profile that includes UE IP address (local address assigned by WLAN), the N3IWF IP address and IPSec SA(s), identifying any IPSec SA (signalling and user plane).
The instruction(s) include an indication to turn on/off a WLAN QoS mechanism. The instruction may require a specific trigger such as a specific QoS. The mapping between trigger and instruction is with the N3IWF.
NOTE 1:	The WLAN may interpret this instruction and potentially use other information (e.g., subscription information) to select an appropriate WLAN QoS mechanism at the discretion of the WLAN. 
NOTE 2:	The WLAN QoS mechanism is outside the scope of 3GPP.
NOTE 3:	For MPS, the instruction is an indication to turn on/off priority based on the receipt of MPS specific QoS.
To support this feature, various procedures involving the NSWOF, UDM, AUSF, AMF, and N3IWF include incremental functionality as specified in clause 4.12.x of TS 23.502 [3]. 
SECOND CHANGE
7.2.X NSWOF Services
The following NF services are specified for NSWOF:
Table 7.2.27-1: NF Services provided by NSWOF
	Service Name
	Description
	Reference in TS 23.502 [3]

	Nnswof_N3AN_Communication
	Enables the N3IWF to transfer traffic profile(s) and instruction(s) to the NSWOF. The traffic profile consists of the UE IP address, the N3IWF IP address, and optionally IPSec/Child SA(s) and the instruction(s) consists of a WLAN QoS treatment for the traffic profile of the UE that connects to this WLAN.
	5.2.X



THIRD CHANGE
[bookmark: _Toc45184041][bookmark: _Toc47342883][bookmark: _Toc51769585][bookmark: _Toc106188363]6.2.7	UDM
The Unified Data Management (UDM) includes support for the following functionality:
-	Generation of 3GPP AKA Authentication Credentials.
-	User Identification Handling (e.g. storage and management of SUPI for each subscriber in the 5G system).
-	Support of de-concealment of privacy-protected subscription identifier (SUCI).
-	Access authorization based on subscription data (e.g. roaming restrictions).
-	UE's Serving NF Registration Management (e.g. storing serving AMF for UE, storing serving SMF for UE's PDU Session).
-	Support to service/session continuity e.g. by keeping SMF/DNN assignment of ongoing sessions.
-	MT-SMS delivery support.
-	Lawful Intercept Functionality (especially in outbound roaming case where UDM is the only point of contact for LI).
-	Subscription management.
-	SMS management.
-	5G-VN group management handling.
-	Support of external parameter provisioning (Expected UE Behaviour parameters or Network Configuration parameters).
-	Support for the Disaster Roaming as described in clause 5.40.
-	Supporting User plane QoS differentiation via control plane as described in clause 5.7.x.
To provide this functionality, the UDM uses subscription data (including authentication data) that may be stored in UDR, in which case a UDM implements the application logic and does not require an internal user data storage and then several different UDMs may serve the same user in different transactions.
NOTE 1:	The interaction between UDM and HSS, when they are deployed as separate network functions, is defined in TS 23.632 [102] and TS 29.563 [103] or it is implementation specific.
NOTE 2:	The UDM is located in the HPLMN of the subscribers it serves, and access the information of the UDR located in the same PLMN.
FOURTH CHANGE
[bookmark: _Toc106188365]6.2.9	N3IWF
The functionality of N3IWF in the case of untrusted non-3GPP access includes the following:
-	Support of IPsec tunnel establishment with the UE: The N3IWF terminates the IKEv2/IPsec protocols with the UE over NWu and relays over N2 the information needed to authenticate the UE and authorize its access to the 5G Core Network.
-	Termination of N2 and N3 interfaces to 5G Core Network for control - plane and user-plane respectively.
-	Relaying uplink and downlink control-plane NAS (N1) signalling between the UE and AMF.
-	Handling of N2 signalling from SMF (relayed by AMF) related to PDU Sessions and QoS.
-	Establishment of IPsec Security Association (IPsec SA) to support PDU Session traffic.
-	Relaying uplink and downlink user-plane packets between the UE and UPF. This involves:
-	De-capsulation/ encapsulation of packets for IPSec and N3 tunnelling
-	Enforcing QoS corresponding to N3 packet marking, taking into account QoS requirements associated to such marking received over N2
-	N3 user-plane packet marking in the uplink.
-	Local mobility anchor within untrusted non-3GPP access networks using MOBIKE per IETF RFC 4555 [57].
-	Supporting AMF selection.
-	Supporting User plane QoS differentiation via control plane.

FIFTH CHANGE
6.2.33	NSWOF
The NSWOF interfaces the WLAN access network using the SWa interface as defined in TS 23.402 [43] and interfaces the AUSF using the Nausf SBI performing protocol translation and AUSF discovery (see clause 6.3.4).
To support User Plane QoS differentiation via control plane as per clause 5.7.x., the NSWOF interfaces the UDM using Nudm over Nxx, and supports the N3IWF with Nnswof over Nyy.

SIXTH CHANGE
[bookmark: _Toc20149624][bookmark: _Toc27846415][bookmark: _Toc36187539][bookmark: _Toc45183443][bookmark: _Toc47342285][bookmark: _Toc51768983][bookmark: _Toc106187668]2	References
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-	For a specific reference, subsequent revisions do not apply.
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SEVENTH CHANGE
[bookmark: _Toc106187682]4.2.7	Reference points
The 5G System Architecture contains the following reference points:
N1:	Reference point between the UE and the AMF.
N2:	Reference point between the (R)AN and the AMF.
N3:	Reference point between the (R)AN and the UPF.
N4:	Reference point between the SMF and the UPF.
N6:	Reference point between the UPF and a Data Network.
N9:	Reference point between two UPFs.
The following reference points show the interactions that exist between the NF services in the NFs. These reference points are realized by corresponding NF service-based interfaces and by specifying the identified consumer and producer NF service as well as their interaction in order to realize a particular system procedure.
N5:	Reference point between the PCF and an AF or TSN AF.
N7:	Reference point between the SMF and the PCF.
N8:	Reference point between the UDM and the AMF.
N10:	Reference point between the UDM and the SMF.
N11:	Reference point between the AMF and the SMF.
N12:	Reference point between AMF and AUSF.
N13:	Reference point between the UDM and Authentication Server function the AUSF.
N14:	Reference point between two AMFs.
N15:	Reference point between the PCF and the AMF in the case of non-roaming scenario, PCF in the visited network and AMF in the case of roaming scenario.
N16:	Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).
N16a:	Reference point between SMF and I-SMF.
N17:	Reference point between AMF and 5G-EIR.
N18:	Reference point between any NF and UDSF.
N19:	Reference point between two PSA UPFs for 5G LAN-type service.
N22:	Reference point between AMF and NSSF.
N23:	Reference point between PCF and NWDAF.
N24:	Reference point between the PCF in the visited network and the PCF in the home network.
N27:	Reference point between NRF in the visited network and the NRF in the home network.
N28:	Reference point between PCF and CHF.
N29:	Reference point between NEF and SMF.
N30:	Reference point between PCF and NEF.
NOTE 1:	The functionality of N28 and N29 and N30 reference points are defined in TS 23.503 [45].
N31:	Reference point between the NSSF in the visited network and the NSSF in the home network.
NOTE 2:	In some cases, a couple of NFs may need to be associated with each other to serve a UE.
N32:	Reference point between a SEPP in one PLMN or SNPN and a SEPP in another PLMN or SNPN; or between a SEPP in a SNPN and a SEPP in a CH/DCS, where the CH/DCS contains a UDM/AUSF.
NOTE 3:	The functionality of N32 reference point is defined in TS 33.501 [29].
N33:	Reference point between NEF and AF.
N34:	Reference point between NSSF and NWDAF.
N35:	Reference point between UDM and UDR.
N36:	Reference point between PCF and UDR.
N37:	Reference point between NEF and UDR.
N38:	Reference point between I-SMFs and between V-SMFs.
N40:	Reference point between SMF and the CHF.
N41:	Reference point between AMF and CHF in HPLMN.
N42:	Reference point between AMF and CHF in VPLMN.
NOTE 4:	The functionality of N40, N41 and N42 reference points are defined in TS 32.240 [41].
N43:	Reference point between PCFs.
NOTE 5:	The functionality of N43 reference point is defined in TS 23.503 [45].
NOTE 6:	The reference points from N44 up to and including N49 are reserved for allocation and definition in TS 32.240 [41].
N50:	Reference point between AMF and the CBCF.
N51:	Reference point between AMF and NEF.
N52:	Reference point between NEF and UDM.
N55:	Reference point between AMF and the UCMF.
N56:	Reference point between NEF and the UCMF.
N57:	Reference point between AF and the UCMF.
NOTE 7:	The Public Warning System functionality of N50 reference point is defined in TS 23.041 [46].
N58:	Reference point between AMF and the NSSAAF.
N59:	Reference point between UDM and the NSSAAF.
N60:	Reference point between AUSF and NSWOF.
NOTE 8:	The functionality of N60 reference point is defined in TS 33.501 [29].
N80:	Reference point between AMF and NSACF.
N81:	Reference point between SMF and NSACF.
N82:	Reference point between NSACF and NEF.
N83:	Reference point between AUSF and NSSAAF.
N84:	Reference point between TSCTSF and PCF.
N85:	Reference point between TSCTSF and NEF.
N86:	Reference point between TSCTSF and AF.
N87:	Reference point between TSCTSF and UDM.
N88:	Reference point between SMF and EASDF.
Nxx 	Reference point between NSWOF and UDM.
Nyy 	Reference point between N3IWF and NSWOF.
NOTE 9:	The reference points from N90 up to and including N95 are reserved for allocation and definition in TS 23.503 [45].
The reference points to support SMS over NAS are listed in clause 4.4.2.2.
The reference points to support Location Services are listed in TS 23.273 [87].
The reference points to support SBA in IMS (N5, N70 and N71) are described in TS 23.228 [15].
The reference points to support AKMA (N61, N62 and N63) are described in TS 33.535 [124].
The reference points to support 5G ProSe are described in TS 23.304 [128].
The reference points to support 5G multicast-broadcast services are described in TS 23.247 [129].
The reference points to Support Uncrewed Aerial Systems (UAS) connectivity, identification and tracking are described in TS 23.256 [136].
The reference points to support SBA in GBA and GBA push (N65, N66, N67 and N68) are described in TS 33.220 [140] and TS 33.223 [141].
The reference points to support SMS delivery using SBA are described in TS 23.540 [142].

EIGHTH AND LAST CHANGE
5.16.5	Multimedia Priority Services
TS 22.153 [24] specifies the service requirements for Multimedia Priority Service (MPS). MPS allows Service Users (as per TS 22.153 [24]) priority access to system resources in situations such as during congestion, creating the ability to deliver or complete sessions of a high priority nature. Service Users are government-authorized personnel, emergency management officials and/or other authorized users. MPS supports priority sessions on an "end-to-end" priority basis.
MPS is based on the ability to invoke, modify, maintain and release sessions with priority, and deliver the priority media packets under network congestion conditions. MPS is supported in a roaming environment when roaming agreements are in place and where regulatory requirements apply.
NOTE 1:	If a session terminates on a server in the Internet (e.g. web-based service), then the remote end and the Internet transport are out of scope for this specification.
A Service User may use an MPS-subscribed UE or any other UE to obtain MPS. An MPS-subscribed UE obtains priority access to the Radio Access Network by using the Unified Access Control mechanism according to TS 22.261 [2]. This mechanism provides preferential access to UEs based on its assigned Access Identity. If an MPS-subscribed UE belongs to the special Access Identity as defined in TS 22.261 [2], the UE has preferential access to the network compared to ordinary UEs in periods of congestion.
MPS subscription allows users to receive priority services, if the network supports MPS. MPS subscription entitles a USIM with special Access Identity. MPS subscription includes indication for support of priority PDU connectivity service including MPS for Data Transport Service and IMS priority service support for the end user. Priority Level regarding QoS Flows and IMS are also part of the MPS subscription information. The usage of Priority Level is defined in TS 22.153 [24], TS 23.503 [45] and TS 23.228 [15].
NOTE 2:	The term "Priority PDU connectivity services" is used to refer to 5G System functionality that corresponds to the functionality as provided by LTE/EPC Priority EPS bearer services in clause 4.3.18.3 of TS 23.401 [26].
MPS includes signalling priority and media priority. All MPS-subscribed UEs get priority for QoS Flows (e.g. used for IMS signalling) when established to the DN that is configured to have priority for a given Service User by setting MPS-appropriate values in the QoS profile in the UDM.
Service Users are treated as On Demand MPS subscribers or not, based on regional/national regulatory requirements. On Demand service is based on Service User invocation/revocation explicitly and applied to the media QoS Flows being established. When not On Demand MPS service does not require invocation, and provides priority treatment for all QoS Flows only to the DN that is configured to have priority for a given Service User after attachment to the 5G network.
MPS for Data Transport Service is an on-demand service that may be invoked/revoked by an authorized Service User using a UE with a subscription for MPS (i.e. according to its MPS profile), or using a UE that does not have a subscription for MPS (using methods not in scope of this specification).
MPS for Data Transport Service requires explicit invocation. The Service User invokes the service by communicating with an AF. The authorization of an MPS for Data Transport Service request is done by the AF or the PCF according to clause 6.1.3.11 of TS 23.503 [45]. Upon successful authorization, the PCF performs the necessary actions to achieve appropriate ARP and 5QI settings for the QoS Flows (see clause 6.1.3.11 of TS 23.503 [45]).
MPS for Data Transport Service enables the prioritization of all traffic on the QoS Flow associated with the default QoS rule and other QoS Flows upon AF request. The QoS modification to the QoS Flow associated with the default QoS rule and other QoS Flows is done based on operator policy and regulatory rules by means of local PCF configuration.
NOTE 3:	According to regional/national regulatory requirements and operator policy, On-Demand MPS (including MPS for Data Transport Service) Service Users can be assigned the highest priority.
NOTE 4:	If no configuration is provided, MPS for Data Transport Service applies only to the QoS Flow associated with the default QoS rule.
NOTE 5:	MPS for DTS controls the priority of traffic on QoS Flows independent of the application(s) being used. Other mechanisms (e.g. Priority PDU connectivity service) can be used to control the priority of traffic on other QoS Flows under the control of specific data application(s), based on operator policy.
NOTE 6:	MPS for Data Transport Service can be applied to any DNN other than the well-known DNN for IMS.
For MPS for Data Transport Service, the AF may also create an SDF for priority signalling between the UE and the AF (see clause 6.1.3.11 of TS 23.503 [45]).
Priority treatment is applicable to IMS based multimedia services and Priority PDU connectivity service including MPS for Data Transport Service.
Priority treatment for MPS includes priority message handling, including priority treatment during authentication, security, and Mobility Management procedures.
Priority treatment for MPS session requires appropriate ARP and 5QI (plus 5G QoS characteristics) setting for QoS Flows according to the operator's policy.
NOTE 7:	Use of QoS Flows for MPS with QoS characteristics signalled as part of QoS profile enables the flexible assignment of 5G QoS characteristics (e.g. Priority Level) for MPS.
When an MPS session is requested by a Service User, the following principles apply in the network:
-	QoS Flows employed in an MPS session shall be assigned ARP value settings appropriate for the priority of the Service User.
-	Setting ARP pre-emption capability and vulnerability for MPS QoS Flows, subject to operator policies and depending on national/regional regulatory requirements.
-	Pre-emption of non-Service Users over Service Users during network congestion situation, subject to operator policy and national/regional regulations.
The terminating network identifies the priority of the MPS session and applies priority treatment, including paging with priority, to ensure that the MPS session can be established with priority to the terminating user (either a Service User or normal user).
MPS priority mechanisms can be classified as subscription-related, invocation-related, and those applied to existing QoS Flows. Subscription related mechanisms, as described in clause 5.22.2, are further divided into two groups: those which are always applied and those which are conditionally applied. Invocation-related mechanisms, as described in clause 5.22.3, are further divided into three groups: those that apply for mobile originated SIP call/sessions, those that apply for mobile terminated SIP call/sessions, and those that apply for the Priority PDU connectivity services including MPS for Data Transport Service. Methods applied to existing QoS Flows focus on handover and congestion control and are described in clause 5.22.4.
NOTE 8:	The network can hide its topology from the AF supporting MPS for Data Transport Service. At the same time, the UE needs to provide its locally known IP address to the AF supporting MPS for Data Transport Service to support interactions with the applicable PCF. Thus, there can be no NAT of the UE IP address between the UPF and the AF supporting MPS for Data Transport Service.
For access via Untrusted WLAN, an operator may choose to use User plane QoS differentiation via control plane, per clause 5.7.x, to deliver a traffic profile and an instruction from the N3IWF transferred via the NSWOF to the WLAN. For MPS, the instruction shall be an indication to turn on or off priority based on the receipt of MPS specific QoS (i.e., 5QI, 5QI Priority Level, and ARP).
END OF CHANGES

