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Abstract of the contribution: This contribution proposes to add solution evaluation and conclusions for KI #1.
Discussion 
It is proposed to provide an overall evaluation and conclusions for solutions address KI#1 in TR 23.700-41. 
Proposal

It is proposed to update TR 23.700-41 as follows:
**** Start of Change ****
7.x
Evaluation for KI#1
In order to provide service continuity for PDU sessions in network slices, the key issue includes two major aspects need to be addressed:

· how to decide a new network slice or network slice instance which can replace the previous one.
· how to trigger the PDU session remapped to new network slice or network slice instance i.e. who is responsible to detect CN congestion 

There are two categories of existed solutions to address the two aspects of this KI: PDU Session transferred to a new network slice with new S-NSSAI or PDU Session transferred to a new network slice instance with existed S-NSSAI.  For the first bullet, the determination of new S-NSSAI or network slice instance can be preconfigured or performed by network functions such as PCF, NSSF, etc. For the second bullet, PDU session transferring is triggered by AMF, NG-RAN, SMF, etc. 
Solution 1, 2, 3, 4, 5, 32, 40, 41, 42 and 43 focus on PDU Session transferred to a new network slice with new S-NSSAI to support service continuity:

The new S-NSSAI is determined by pre-configuration in Solution 1, 3, 4, 5, S-NSSAI is determined by triggering policy control in solution 2. And in solution 32, it only mentioned that the target network slice (new S-NSSAI) is obtained by UCU or registration procedure.
Solution 1: AMF, SMF and UPF are configured to support two S-NSSAIs associated with one PDU session. When one S-NSSAI is congested, the network can associate the PDU session with additional S-NSSAI. AMF have the capability to trigger a PDU session associated to the additional S-NSSAI when request NSSAI is under congestion. PDU session can be associated with different S-NSSAIs in this solution.
Solution 2: During registration, PCF provides a policy including a PCR trigger that instructs the AMF to interact with PCF when slice re-mapping needed. When a network slice that requires slice re-mapping occurs, AMF obtain a remapped S-NSSAI for each PDU session that is associated with a network slice that requires slice re-mapping either via PCF or via AMF itself. 
Solution 3: RAN is based on local information detecting the target RAN node cannot serve the current slice and configured to perform slice remapping during RAN handover but how the NG-RAN detect CN congestion has not been cleared. 
Solution 4: Compatible S-NSSAI is added in the NSSP within the URSP and can be provided in the PDU Session Establishment request, if CN is congested, AMF can determine to perform PDU Session Establishment procedure on the compatible S-NSSAI. 

Solution 5: Similar to Solution 4, alternative S-NSSAI is added in the NSSP and can be provided in the PDU Session Establishment request to AMF. RAN and AMF can perform the following PDU handover procedure.

Solution 32:  The removed network slice can be replaced by the target network slice through UE Configuration Update procedure, make sure the UE can initiate PDU session with the new target NSSAI. During PDU Session management procedure, AMF can indicate the target network slice to SMF through Nsmf_PDUSession_UpdateSMContext services, and PDU session modification is extended to achieve PDU session transfer.
Solution 40: PCF is responsible to determine whether the S-NSSAI associated to an ongoing PDU session needs to be changed and which one is the replacement, the replacement can be triggered by SMF or NWDAF. But it is not clear how PCF made the determination of mapped S-NSSAI.
Solution 41: The new S-NSSAI to use is determined by NSSF or PCF, and AMF is responsible to determine that the change of S-NSSAI is needed. 
Solution 42: It proposes that the AMF determines that an old S-NSSAI is unavailable and the alternative S-NSSAI is available in the current TA and should be replaced together with the NSSF or OAM system. The possibilities of different UE network slice configuration (e.g. Subscribed S-NSSAIs, Allowed NSSAI, Rejected NSSAI) against alternative S-NSSAI are internally checked by AMF and addressed.
Solution 43: AMF can obtain and store a secondary S-NSSAI related to each S-NSSAI in Allowed S-NSSAI during registration procedure and PDU session handover is also triggered by AMF. 
Solution 15 focuses on PDU Session transferred to a new network slice instance with existed S-NSSAI: AMF and SMF are aware of whether CN is overloaded. When CN is overloaded, SMF can decide and migrate existed PDU session to a new network slice instance which it related. And AMF can query NSSF for a new network slice instance. An S-NSSAI can be associated with one or more Network Slice instances, so this solution doesn’t change the value of the Allowed NSSAI.
Table 7.x-1 below illustrates detail 5GS system impact and applicable scenarios for all the solutions proposed for KI #1.
Table 7.x-1: Details of Solution Evaluation
	
	Decision of New Network Slice Information (Slice Remapping)
	Trigger PDU Session Remapping to New Network Slice / Detect CN Congestion
	System Impact
	UE Impact
	No mobility scenario
	Mobility scenario

	Solution #1
	Pre-configuration Additional S-NSSAI in AMF, SMF and UPF
	AMF
	AMF, SMF, UPF
	N
	Y
	Y

	Solution #2
	PCF 
	AMF (PCR Trigger)
	AMF, SMF, NRF, PCF
	Y
	Y
	N

	Solution #3
	Pre-configured in NG-RAN
	NG-RAN (Handover)
	NG-RAN, AMF
	Y
	N
	Y

	Solution #4
	Pre-defined / Pre-configured Compatible S-NSSAI in NSSP 
	AMF
	AMF
	Y
	Y
	N

	Solution #5
	Pre-defined / Pre-configured alternative S-NSSAI in NSSP
	AMF
	RAN,AMF
	Y
	N
	Y

	Soution #15
	S-NSSAI not change, remapped to a new network slice instance
	SMF
	AMF,SMF
	N
	Y
	N

	Solution #32
	UE Configuration Update or Registration 
	AMF
	AMF,SMF
	Y
	Y
	N

	Solution #40
	PCF
	SMF/NWDAF
	PCF,SMF,AMF
	Y
	Y
	N

	Solution #41
	AMF(NSSF,PCF,OAM)
	AMF
	AMF,SMF,PCF
	Y
	Y
	Y

	Solution #42
	AMF(with S-NSSAI availability check)
	AMF(NSSF)
	AMF,NSSF,SMF
	Y
	Y
	Y

	Solution #43
	AMF
	AMF,NSSF
	AMF,SMF,NSSF
	N
	Y
	Y


8.x
Interim Conclusions for Key Issue #1
To achieve network slice service continuity, the following interim conclusions are agreed:

-
Network slice service continuity shall apply for both no mobility scenario and mobility scenario and different SSC Mode shall be considered.

-    It is proposed that a new S-NSSAI or network slice instance will be determined to support a PDU session transferred from the old Allowed S-NSSAI or network slice instance before triggering the procedure of PDU Session remapping. The determination will be taken by AMF, PCF or NSSF. And if a new S-NSSAI is needed, the relationship with subscribed S-NSSAI, Allowed NSSAI and Configured NSSAI should also be check.
-    NG-RAN/AMF/SMF may support to detect and trigger the PDU Session remapping. Different SSC mode should be considered when performing the PDU session handover.
**** End of Changes ****
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