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Abstract: This paper proposes evaluation and conclusion of KI#1 for FS_SFC.
1. Introduction/Discussion
At the S2#152E meeting, for KI#1 there are mainly two issues need be clarified: 
1. Editor’s Notes: it is FFS whether metadata are supported.
Per offline discussion, it is clarified that the metadata is transparent to 5GC network. It can be used for the SF selection and/or SF internal processing. And metadata is transparently conveyed from the AF to the UPF. If that, 5GC is not required to understand its meaning and structure. Hence it is unclear how the PCF can check the metadata. Also it seems strange that this information is unknown to the network but the network is required to add that information into the data packet, i.e. endorsee it. If that, why this information can not be conveyed directly by the application layer? Hence it is proposed to not include the metadata within the AF request. 

Another discussion is related to whether PCF need generate a separated SFC ID. The N6 traffic steering is already supported from Rel-15 as define in clause 6.1.3.14 of TS23.503. The TSP ID is used to identify the related traffic steering policy as defined in clause 6.3.1 of TS23.503. Now if we introduce a new separated SFC ID, it is unclear why the existing TSP ID can not be reused? Also it cause some backward compatibility issue. Hence it is proposed to not introduce a separated SFC ID in the PCC rule. 
2. Text Proposal
It is proposed to capture the following changes into the TR 23.700-18.
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Conclusions for KI#1 are as follows:
· Support the N6-LAN traffic steering control and AF-influenced traffic steering control to be applicable to the same traffic simultaneously.
· 5GC may receive from the AF policies associating for one, a group or all UE(s) some traffic (filter) with a SFC ID together to send those traffic to the SFC once the corresponding traffic has been identified.
· The PCF checks whether the indicated SFC IDs correspond to an authorized SFC policy for the AF. 
· The PCF determines a policy per SDF/application for the purpose of steering the subscriber's traffic to appropriated N6 service functions deployed by the operator or a 3rd party service provider. The policy is expressed in a Traffic Steering Policy (TSP) IDs that may be different in UL and DL directions. 
· The PCF maps the SFC IDs into a TSP ID(s) (one per direction) that refers to a traffic steering behaviour that is configured in the SMF/UPF. The SMF/UPF don’t need to be aware of SFC IDs.
· The PCF provides the TSP ID(s) in the PCC rules to SMF. The TSP ID refers to a traffic steering behaviour that is configured in the SMF/UPF.
· The SMF provisions corresponding PDRs, FARs, QERs etc to support SFC 
-  creating a FAR with the Forwarding Policy parameters set to the TSP ID. The UPF serving as PSA uses the TSP ID to steer traffic over N6. In this case, the TSP ID identifies a specific Service Function Path in the SFC. 
· It is assumed that all UPFs in the operator network serving as PSA for the DNN/S-NSSAI/DNAI subject to SFC control need to be configured with the same traffic steering information for SFC processing.

Interim cConclusions for KI#2 are as follows:
1.	To enable the AF to request pre-defined SFC for traffic flow(s) related with target UEs.
a)	The Nnef_TrafficInluence API is enhanced to include additionally an SFC policy identifier corresponding to a pre-defined Service Function Chain policy. The request may include separate SFC policy identifiers for Uplink and Downlink traffic of the subscriber traffic.
b)	Only following information of Nnef_TrafficInfluence API are reused with N6 Traffic Routing requirements containing the SFC related additions described in this clause.
Table 8-1
	Information Name

	Traffic Description

	Target UE Identifier(s)

	Spatial Validity Condition

	AF transaction identifier



c)	The AF is aware of SFC policy identifiers based on SLA agreements.
d)	The PCF maps the SFC policy identifier to a corresponding identifier within the PCC rule. This mapping is defined in the conclusions of KI1.
g)	Support the N6-LAN traffic steering control and AF-influenced traffic steering control to be applicable to the same traffic simultaneously.
h)	The procedure for the Nnef_TrafficInluence service in TS 23.502, clause 4.3.6 is re-used, for example, in case the AF is not providing UE address the NEF stores the AF request information in UDR.
Editor's note:	Support of metadata is optional.
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