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Abstract: This contribution proposes evaluation and conclusion for KI#2.
1.
Discussion
The Key Issue #2 includes two aspects:
-
Whether and how the 5GC can be made aware whether or when the UE enforces a URSP rule to route an application traffic to a PDU Session based on the URSP rule provisioned by 5GC.

-
Whether there are any actions the 5GS can take after 5GC is aware whether the UE enforces a URSP rule for specific application traffic or not. If any, what action 5GC should take?

For bullet #2, all the proposed solutions reuse the existing UE policy provisioning procedure. 
There are three categories of solutions: the first category is that the UE reports the enforced URSP rule information to SM-PCF during PDU Session Establishment, based on the received URSP rule information, the SM-PCF determines the URSP rule and the associated traffic filters and sends them to SMF to further configure UPF for traffic detection; the second category is that the UR reports the unsupported URSP rule out of a PDU Session (i.e. during UE Policy delivery procedure) to UE-PCF, then UE-PCF updates the URSP based on the received information from UE; the third category is that UPF detects the application traffic based on the traffic filters associated to the according URSP rules for a PDU Session without relying on UE reported URSP rule information, based on such detection, the UPF can report the unauthorized URSP rule information to SMF and then further to PCF or to NWDAF for further analytics.
Solutions falling into Category 1:

Sol#7, #8, #9 option #1, #10, #12, #13, #14, #15.
Solutions falling into Category 2:

Sol#11, #31.
Solutions falling into Category 3:
Sol#30, #32.
Analysis on solutions for Category 1:

· Category 1 solutions closely address the key issue description.

· 5GC can determine the traffic filters for UPF detection based on the currently in use URSP rule per PDU Session, which can be regarded as optimization for Category 2 solutions.
· If the 5GC fully trusts UE, then UE doesn’t need to report URSP rule information to 5GC; if the 5GC doesn’t trust UE, whatever UE reports to 5GC doesn’t seem to be trustable, then value of such reporting is very challengeable.
· It’s unclear on the expected UE-PCF action based on the UPF detection reporting during PDU Session establishment, it’s even late for the UE-PCF to adjust the in-use URSP rule.

Analysis on solutions for Category 2:

· Category 2 solutions don’t address the key issue as close as Category 1 and 2, but it can be regarded as a complementary solution for Category 3 solutions since UE Policy can be updated based on the UE’s feedback during the UE Policy delivery.

· The UE-PCF can adjust the URSP based on the UE reporting on unsupported RSD component before the URSP rule is used by UE to establish a PDU Session, this can be regarded as a up front solution.

Analysis on solutions for Category 3:

· Category 2 solutions closely address the key issue description.

· 5GC can determine the traffic filters for UPF detection based on the RSD component (i.e. DNN, S-NSSAI, SSC Mode, PDU Session Type) used to establish a PDU Session. Comparing with Category 1 solutions, UPF would need to be configured with more filters for detection.

· It’s unclear on the expected UE-PCF action based on the UPF detection reporting.
General analysis on all three categories of solutions:

· For solutions falling into Category 1, if the UE reporting part is taken out, then the remaining part of those solutions will fall into Category 3. In other words, if the UE reporting part is added for solutions falling into Category 3, then they will become Category 1 solution.

· Solutions falling into Category 2 is not mutually exclusive to Category 1, hence the conclusion on Category 1 and 2 can be made independently.

· Solutions for Category 3 is orthogonal to Category 1 and 2 and doesn’t require UE reporting, as such, Category 3 can be concluded as a base solution. Then decision can be made whether support complementary UE reporting.

One compromised way would be to conclude both Category 1 and 2 if it’s agreeable. But based on discussion happened at SA2#152E, there doesn’t seem to be a way forward. 

Based on above analysis, it’s proposed to agree with UPF detection based solution not requiring UE reporting as the base solution. 
Conclusion Proposal #1: For KI#2, it’s proposed to use the UPF detection based solution not requiring UE reporting as the base solution.

If compromise can be made for Category 1 and 2 solutions, then both Category 1 and 2 solutions can be concluded for normative work, further conclusion can be added in this paper.
2.
Proposal
It is proposed to capture the following changes into TS 23.700-85.
* * * * First change * * * *

7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.3 Evaluation of Solutions for KI#2
The Key Issue #2 includes two aspects:

-
Whether and how the 5GC can be made aware whether or when the UE enforces a URSP rule to route an application traffic to a PDU Session based on the URSP rule provisioned by 5GC.

-
Whether there are any actions the 5GS can take after 5GC is aware whether the UE enforces a URSP rule for specific application traffic or not. If any, what action 5GC should take?

For bullet #2, all the proposed solutions reuse the existing UE policy provisioning procedure. 

There are three categories of solutions:
· The first category is that the UE reports the enforced URSP rule information to SM-PCF during PDU Session Establishment, based on the received URSP rule information, the SM-PCF determines the URSP rule and the associated traffic filters and sends them to SMF to further configure UPF for traffic detection; 
· The second category is that the UR reports the unsupported URSP rule out of a PDU Session (i.e. during UE Policy delivery procedure) to UE-PCF, then UE-PCF updates the URSP based on the received information from UE; 
· The third category is that UPF detects the application traffic based on the traffic filters associated to the according URSP rules for a PDU Session without relying on UE reported URSP rule information, based on such detection, the UPF can report the unauthorized application traffic to SMF and then further to PCF or to NWDAF for further analytics.

Solutions falling into Category 1:

Sol#7, #8, #9 option #1, #10, #12, #13, #14, #15.
Solutions falling into Category 2:

Sol#11, #31.
Solutions falling into Category 3:

Sol#30, #32.

Analysis on solutions for Category 1:

· Category 1 solutions closely address the key issue description.

· 5GC can determine the traffic filters for UPF detection based on the currently in use URSP rule per PDU Session, which can be regarded as optimization for Category 3 solutions. 
· If the 5GC fully trusts UE, then UE doesn’t need to report URSP rule information to 5GC; if the 5GC doesn’t trust UE, whatever UE reports to 5GC doesn’t seem to be trustable.
Analysis on solutions for Category 2:

· Category 2 solutions don’t address the key issue as close as Category 1 and 3, but UE Policy can be updated based on the UE’s feedback during the UE Policy delivery.

· The UE-PCF can adjust the URSP based on the UE reporting on unsupported RSD component before the URSP rule is used by UE to establish a PDU Session.

Analysis on solutions for Category 3:

· Category 3 solutions closely address the key issue description.

· 5GC can determine the traffic filters for UPF detection based on the RSD component (i.e. DNN, S-NSSAI, SSC Mode, PDU Session Type) used to establish a PDU Session. Comparing with Category 1 solutions, UPF would need to be configured with more filters for detection.

General analysis on all three categories of solutions:

· For solutions falling into Category 1, if the UE reporting part is taken out, then the remaining part of those solutions will fall into Category 3. In other words, if the UE reporting part is added for solutions falling into Category 3, then they will become Category 1 solution.

· Solutions falling into Category 2 is not mutually exclusive to Category 1, hence the conclusion on Category 1 and 2 can be made independently.

· Solutions for Category 3 is orthogonal to Category 1 and 2 and doesn’t require UE reporting, as such, Category 3 can be concluded as a base solution. Then decision can be made whether support complementary UE reporting.

One compromised way would be to conclude both Category 1 and 2 if it’s agreeable. But based on discussion happened at SA2#152E, there doesn’t seem to be a way forward. 

Based on above analysis, it’s proposed to agree with UPF detection based solution not requiring UE reporting as the base solution. 

Conclusion Proposal #1: For KI#3, it’s proposed to use the UPF detection based solution not requiring UE reporting as the base solution.

8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
8.3 Conclusion for KI#2
For KI#2, it’s proposed to move forward with the UPF detection based solution not requiring UE reporting any URSP rule information:
· During PDU Session Establishment/modification, the SMF can retrieve the traffic filters in the PCC rules generated by the SM-PCF based on the PDU Session parameters (i.e. UE requested DNN, S-NSSAI, SSC Mode and PDU Session Type) for the PDU Session and the URSP rules which has been sent to the UE. Then the SMF, based on PCC rules, can configure the UPF for traffic detection based on such filters using existing mechanisms.
· The SM-PCF may also provide traffic filters in PCC rules which correspond to traffic that is not expected to occur in a PDU session together with the PCRT for reporting of "start/stop of application traffic detection". If the UPF detects such traffic, the SM-PCF gets notified and can then notify the UE-PCF about the detected traffic and the relevant parameters of the PDU Session. Based on this information, the UE-PCF can adjust the URSP rules.
* * * * End of changes * * * *
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