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Abstract: This contribution proposes to update solution#39 to remove ENs.
1. Discussion
It proposes to update the Solution #39 for KI#7 to address the following ENs.
Editor's note:
Whether and how the AF can provide purpose(s) when requesting UE related information is FFS.
Editor's note:
The user consent checking for the UE related 5GC information or analytics exposure to 3rd AF when there are potentially more than one user consent enforcement points needs to cooperate with SA WG3. Whether a user consent indication or one or more purposes from AF can be used to trigger user consent checking need to coordinate with SA WG3.
As the conclusion in clause 8.5 of TR 33.867, i.e., 
"An NF acting as the user consent enforcement point is able to determine the actual purpose for data processing when other NFs request data subject to user consent.
NF involved in user consent handling may include a list of purposes when requesting user consent related parameters from the enforcement point. However, this is left to the normative work and to be decided on a use case basis. It is recommended that the purpose of data processing is formatted as a blob. The content of such blob is out of scope. "
Hence, it’s necessary for the 5GC to be aware of the purpose when AF requests UE related information, and whether the AF should explicitly include one or more purpose(s) or not can be left to the normative work. Therefore, it proposes to address the EN by updating the NOTE to:
NOTE 1:
The 5GC needs to be aware of a purpose (e.g. FL member selection) when AF requests UE related information via Event/Analytics Exposure. How the AF may indicate one or more purpose(s) can be left to the normative work.
For the second EN, the user consent mechanism is a general issue and not just a issue of KI#7, which needs to be coordinated with SA WG3 and can be handled by SA WG3 during the normative phase. So this EN can be addressed by adding the following NOTE:

NOTE 2:
The user consent checking for the UE related 5GC information or analytics exposure to 3rd AF when there are potentially more than one user consent enforcement points needs to cooperate with SA WG3 and can be handled by SA WG3 during the normative phase. Whether a user consent indication or one or more purposes from AF can be used to trigger user consent checking need to coordinate with SA WG3 and can be handled by SA WG3 during the normative phase.
2. Proposal

It is proposed to capture the following changes vs. TR 23.700-80.
* * * * First change * * * *

6.39.2
Procedures
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Figure 6.39.2: Procedure for 5GS assistance to FL members' selection
The AF ensures that the UEs associated to the UE group ID have application users consent in place and then follows the following procedure.
1a-5a.
The procedure in clause 6.1.1.2 of TS 23.288 [6] for UE-related analytics subscribe by AFs via NEF are re-used.

1b-5b.
The procedure in clause 4.15.3.2.3 of TS 23.502 [4] for UE-related event notifications subscribe by AFs via NEF are re-used.

After having notification from the 5G network, the AF selects AI/ML user members for FL operation. Then the AF initiates the Nnef_AFSessionWithQoS_Create/Notify/Update/Revoke procedure in TS 23.502 [4] clause 4.15.6.6 for selected UEs for AI/ML operation.


In step 1a or step 1b, AF can include user consent indication and the UE filtering policy (e.g. UE group ID, Expected number of UE for reporting, validity conditions of areas of interest and time) in the subscription service operation, and NWDAF or AMF can derive the notifications based on the UE filtering policy.

With user consent indication and the UE filtering policy (e.g. UE group ID), the NEF checks with UDM for the user consent of the requested Analytics and Events Exposure Notifications before proceed step 3a and 2b. The NEF only indicates the list of UEs with granted user consent to NWDAF or UDM. The NEF also subscribes to the UDM with user consent change notification. If user consent changes for the UE, the NEF notifies the AF indicating the UE ID with proper cause value.

In step 3a and step 2b, the user consent indication is indicated to NWDAF and UDM, respectively. With the user consent indication and target list of UEs for Analytics and Event Exposure, the UDM does not check user consent again. If target list of UEs is not indicated, i.e. for any UEs, the user consent indication triggers requested NF, e.g. NWDAF, UDM, to check user consent of UEs that meet the validity conditions, e.g. Area of Interest, time.

Alternatively, the AF can check user consent before proceeding step 1a-5a and step 1b-5b by subscribing to a new Event notification of user consent change by using the procedure in clause 4.15.3.2.3 of TS 23.502 [4] for UE-related event notifications.
NOTE 1:
The 5GC needs to be aware of a purpose (e.g. FL member selection) when AF requests UE related information via Event/Analytics Exposure. How the AF may indicate one or more purpose(s) can be left to the normative work.


NOTE 2:
The user consent checking for the UE related 5GC information or analytics exposure to 3rd AF when there are potentially more than one user consent enforcement points needs to cooperate with SA WG3 and can be handled by SA WG3 during the normative phase. Whether a user consent indication or one or more purposes from AF can be used to trigger user consent checking need to coordinate with SA WG3 and can be handled by SA WG3 during the normative phase.
The procedure for AF request for QoS is reused as defined in TS 23.502 [4] clause 4.15.6.6, the steps below describe how AI/ML AF consumes the Nnef_AFSessionwithQoS or Npcf_PolicyAuthorization services. When the AI/ML server requests QoS maps the performance requirements described in clause 7.10 of TS 22.261 [2] as follows:

-
Experience Data Rate UL/DL into Requested Guaranteed Bitrate, Requested Maximum Bitrate,

-
Calculate from the maximum end to end latency the latency in 5GS then map it into Requested 5GS Delay.

-
Reliability into Requested Packet Error Rate.

The AI/ML AF requests QoS Notification Control that is used to help the AF to manage the communication with the UE. The AF subscribes to "QoS targets can no longer (or can again) be fulfilled", the AF may provide a list of Alternative QoS parameter for example:

-
If the UE communication with the AI/ML mode is for decisions on the AI/ML model split, then the AF will provide one Alternative QoS parameter for each different split point between the UE and the AI/ML server.

-
If the UE communication with the AI/ML model is for decisions on the AI/ML model to be downloaded, then the AF will provide one Alternative QoS parameter for each different AI/ML model that can be used for image-recognition.
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Figure 6.39.2-2: Procedure for 5GS assistance to AI/ML operations

1.
The AF sends a request to reserve resources for an AF session using Nnef_AFsessionWithQoS_Create request message (UE IP address, AF Identifier, Flow description(s) or External Application Identifier, QoS reference, QoS parameters, Alternative Service Requirements) to the NEF. The AF may, instead of a QoS Reference, map the experience data rate UL/DL into the Requested Guaranteed Bitrate, Requested Maximum Bitrate, the maximum e2e latency is split to the UE to UPF latency then mapped into the Requested 5GS Delay, Reliability mapped into Requested Packet Error Rate and Requested Alternative QoS Parameter Set(s) or Alternative Service Requirements.

2.
The NEF authorizes the AF requests, then contact the PCF that serves the SM Policy association for the provided UE IP address, triggering the Npcf_PolicyAuthorization_Create request and provides the UE address, AF Identifier, Flow description(s), the individual QoS parameters, QoS Reference and the Alternative Service Requirements. If the AF is trusted, the the AF uses the Npcf_PolicyAuthorization_Create request message to interact directly with PCF to request reserving resources for an AF session. The PCF that serves the SM policy association is found by querying BSF using the UE IP address.

3.
If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and notifies the result to the NEF using Npcf_PolicyAuthorization_Create request, The PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters or the Requested Alternative QoS Parameter Set(s) contained in the Alternative Service Requirements in the same prioritized order. The PCF sends PCC rules to the SMF with the QoS parameters including the Alternative QoS parameter set(s).

4.
The PCF sends the Npcf_PolicyAuthorization_Update response message directly to the AF

5.
The NEF sends a Nnef_AFsessionWithQoS_Create response message to the AF. Result indicates whether the request is granted or not.

6.
The NEF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and to QoS targets can no longer (or can again) be fulfilled.

7.
When the the establishment of the transmission resources corresponding to the QoS succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the NEF notifying about the event.

8.
The NEF sends Nnef_AFsessionWithQoS_Notify message wto indicate that resources are reserved, this includes provisioning of Alternative QoS Profiles to NG-RAN.

* * * * End of changes * * * *
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