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[bookmark: _Hlk115344548]Abstract of the contribution: This contribution proposes to update conclusion for KI#3 to resolve the EN related to user consent. 
1. Discussion
For the current conclusion for KI#3, there is an EN as follows:
[bookmark: _Hlk115344656]Editor's note:	Whether the enhancement of user consent checking is required is FFS.
In R17, user consent concept was introduced for NWDAF data collection, and the following text is extracted from clause 6.2.9, TS 23.288:
The user consent is subscription information stored in the UDM, which includes:
a)	whether the user authorizes the collection and usage of its data for a particular purpose;
b)	the purpose for data collection, e.g., analytics or model training.
The NWDAF retrieves the user consent to data collection and usage from UDM for a user, i.e. SUPI prior to collecting user data from an NF as described in clause 6.2.2 and from a DCCF as described in clause 6.2.6.
However, in this R18 FS_AIMLsys, the user consent information actually has some difference with the existing one, the data consumer is actually changed to AF, and the purpose for data collection should include AIML operation.
[bookmark: _GoBack]In order to address this EN in KI#3, this paper is to update the conclusion according to the discussion and proposal in S2-2208611 for solution 6.  
2. Proposal 

***** Start of Changes *****
[bookmark: _Toc113178247]8.3	Key Issue #3: 5GC Information Exposure to authorized 3rd party for Application Layer AI/ML Operation
Proposal for the interim conclusions for KI#3:
-	Minimize 5GS signalling and processing overheads when exposing 5GC information to AF.
-	The user consent checking is also required before the UE related information or data analytics are exposed to the 3rd party. The user consent checking is enhanced to verify whether user authorizes the AF to consume its data or analytics to do some specific AIML operation.
-	Available UL/DL data rate exposure to AF based on AF request for data rate monitoring with solution without RAN impact.
[bookmark: _Hlk115344662]Editor's note:	Whether the enhancement of user consent checking is required is FFS.
Editor's note:	It is FFS whether any RAN impact is needed for 5GC to support data rate exposure to the AF.

***** End of Changes *****
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