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Abstract of the contribution: This contribution proposed the general architecture principles for AIML. 
1.
Discussion
The General Architecture Principles were discussed in last meeting, there were several principles which need further discussion. This contribution proposes the update of general architecture principles.
Principle #2: 

5GC does not need to be aware of the application AI/ML operation type, since we did not get consensus in last meeting about the wording, we propose to update the principle as "The AF does not send the application AI/ML operation type to the 5GS for 5GS assistance request".
Principle #3: 

The communication about application layer AIML capability in UE application client is out of 3GPP scope, it can be merged into principle #1.

Principle #4:

Aligning with principle #2, 5GC does not support the network authorization for specific application AI/ML operation type. There is no need for a separate principle if we approve principle #2.
Principle #5:

We are OK with principle #5.

Principle #6:

Whether a dedicated NF is required or not would need to be concluded based on discussions on the different key issues and various enhancements needed for assistance to AI/ML applications. We do not need to approve this as general architecture principle.
Principle #7, #8, #11, #13.
We do not need to approve these principles as general architecture principles, it can depend on the discussion for each KIs.

2.
Text proposal
It is proposed to agree the following changes vs. TS 23.700-80:
>>>>BEGINNING OF CHANGES<<<<
7.0
General Architecture Principles

A set of general architecture principles can be extracted from the full list of solutions documented in clause 6. Hence, this clause provides evaluation views on those identified principles rather than on the individual solutions out of which the principles have been extracted.
NOTE 1:
The general architecture principles shall support the architecture requirements and assumptions in clause 4.
The following list shows the general agreeable architecture principles and their evaluation.

Principle #1: Application AI/ML decisions and their internal operation logic reside at the AF and UE application client and is out of scope of 3GPP. If the AF wants to know the Application layer AI/ML capability in UE application client, this can be done via interaction between the AF and the UE application client, which is out of the 3GPP scope.
Principle #2: The AF does not send the application AI/ML operation type to the 5GS for 5GS assistance request.
NOTE 2:
The examples of the Application AI/ML Operation Type can be found in TS 22.261 [2], clause 6.40.1.
Principle #5: Based on application logic, it is the application decision whether to request assistance from 5GC.

Principle#9: The 5GS assistance support for the Application AI/ML operation shall not consume more network resources than it is necessary.

NOTE 2:
For example, allocation of network resources for UEs which are not finally selected by the AF to participate in the FL operation should be avoided.
Principle#10: The support of 5GS to AI/ML-based services should strive to re-use existing NFs and procedures with necessary enhancements in order to fulfil the service requirement.

NOTE 3:
More clarifications on the system parameters for the Application AI/ML services are needed as part of the specific KI discussions.
Principle#12: Although the network does not need to know about internals of AI/ML aspects of working of the application, it needs to be able to distinguish AI/ML related traffic from rest of the user services related traffic. In that sense the network is not completely agnostic of AI/ML traffic.

NOTE 4:
It is assumed that existing mechanisms will be used to distinguish AI/ML related traffic from the rest of the user services related traffic.

Principle #14: Mobile network security and privacy (both UEs and mobile networks) are important and solutions should avoid sensitive information exposure from the mobile networks.

NOTE 5:
This principle requires involvement from SA WG3.























>>>>NEXT CHANGE<<<<
8.0
General Architecture Principles

The following proposals are agreed as conclusions for general architecture principles:

 -
Application AI/ML decisions and their internal operation logic reside at the AF and UE application client and is out of scope of 3GPP. If the AF wants to know the Application layer AI/ML capability in UE application client, this can be done via interaction between the AF and the UE application client, which is out of the 3GPP scope.

-
The AF does not send the application AI/ML operation type to the 5GS for 5GS assistance request.

NOTE 1:
The examples of the Application AI/ML Operation Type can be found in TS 22.261 [2], clause 6.40.1.

-
Based on application logic, it is the application decision whether to request assistance from 5GC.

-
The 5GS assistance support for the Application AI/ML operation shall not consume more network resources than it is necessary.

NOTE 2:
For example, allocation of network resources for UEs which are not finally selected by the AF to participate in the FL operation should be avoided.

-
The support of 5GS to AI/ML-based services should strive to re-use existing NFs and procedures with necessary enhancements in order to fulfil the service requirement.

NOTE 3:
More clarifications on the system parameters for the Application AI/ML services are needed as part of the specific KI discussions.
-
Although the network does not need to know about internals of AI/ML aspects of working of the application, it needs to be able to distinguish AI/ML related traffic from rest of the user services related traffic. In that sense the network is not completely agnostic of AI/ML traffic.

NOTE 4:
It is assumed that existing mechanisms will be used to distinguish AI/ML related traffic from the rest of the user services related traffic.

-
Mobile network security and privacy (both UEs and mobile networks) are important and solutions should avoid sensitive information exposure from the mobile networks.

NOTE 5:
This principle requires involvement from SA WG3.

>>>>END OF CHANGES<<<<
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