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Abstract of the contribution: This contribution proposes to conclude the per-hop link establishment procedure of UE-to-UE Relay.

1. Introduction
For Layer-3 UE-to-UE Relay connection establishment, the following principles were agreed at the SA2#152E meeting.
-	For UE-to-UE Relay Per-hop links setup (i.e. PC5 link establishment between Source UE and UE-to-UE Relay, as well as between UE-to-UE Relay and Target UE), Source UE initiates the PC5 link setup with UE-to-UE Relay, and UE-to-UE Relay initiates the PC5 link setup with the target UE.
In this paper, the detailed procedures are further investigated and conclusion proposals are made.
2. Discussion
In this section, the detailed procedures on sequence of per-hop link establishment, IP address allocation and retrieval, and parameters in DCR/DCA messages are discussed and proposals are made.
2.1	Sequence of per-hop link establishment
For per-hop link establishment procedure, the per-hop links between Source UE and U2U Relay (first hop) as well as between U2U Relay and Target UE (second hop) needs to be established separately. The second hop PC5 link establishment is initiated by U2U Relay which is triggered by the first hop PC5 link establishment, and the U2U Relay has to decide at which time it initiates the second hop PC5 link establishment and completes the first hop PC5 link establishment.
Based on the Layer-2 link establishment procedure as defined in TS 23.304 clause 6.4.3.1, Source UE sends a Direct Communication Request message including User Info ID of Source UE, User Info ID of U2U Relay, User Info ID of Target UE and RSC, and security procedure is performed between Source UE and U2U Relay. When the security protection is enabled, the Source UE sends IP Address Configuration or Link-Local IPv6 address, QoS Info (PFI and PC5 QoS parameters). In order for U2U Relay to split the end-to-end QoS between the two hops and to assist the second hop PC5 link establishment, the U2U Relay initiates the second hop PC5 link establishment after the Security Establishment procedure is completed at the first hop.
Proposal 1: U2U Relay initiates the second hop PC5 link establishment after the Security Establishment procedure is completed at the first hop.
For the timing of U2U Relay to send Direct Communication Accept message to Source UE, considering the second hop PC5 link establishment result (maybe failed due to some reasons) needs to be taken into account by U2U Relay and Link-Local IPv6 address of Target UE may be conveyed to Source UE by U2U Relay, the U2U Relay has to send the Direct Communication Accept message to Source UE after the second hop PC5 link establishment is completed (i.e. U2U Relay has received DCA message from Target UE).
Proposal 2: U2U Relay sends the Direct Communication Accept message to Source UE after the second hop PC5 link establishment is completed (i.e. U2U Relay has received DCA message from Target UE).
2.2	IP address allocation and retrieval
Per the Layer-2 link establishment procedure as defined in TS 23.304 clause 6.4.3.1, there are two methods for IP address allocation. Either IP Address Configuration is negotiated or Link-Local IPv6 Address is exchanged between two UEs. The same mechanism can be reused on each PC5 hop for U2U Relay case.
In order to communicate with Target UE, Source UE has to retrieve to the IP address of Target UE. There are two options for Source UE to obtain the IP address of Target UE. One option is based on DNS mechanism, as User Info ID of Target UE is known to the Source UE, the Source UE can request the IP address of Target UE using the User Info ID of Target UE to the U2U Relay which acts as a DNS server and U2U Relay responds with IP address of Target UE. The other option is to let U2U Relay wait for IP address allocation is completed at the second hop and then include the IP address of Target UE into the DCA message to the Source UE. Among these two options, the former has no impact to existing PC5 link establishment procedure while the latter has impact on DCA message and the waiting time of U2U Relay is uncertain which may delay the whole U2U connection establishment completion.
Proposal 3: The IP address allocation procedure as defined in TS 23.304 clause 6.4.3.1 is reused on each hop for U2U Relay, and Source UE obtains IP address of Target UE from U2U Relay using DNS query/response.
2.3	Parameters in DCR/DCA messages
For the per-hop PC5 link establishment of U2U Relay, the Layer-2 link establishment procedure as defined in TS 23.304 clause 6.4.3.1 can be reused with some adaptations for U2U Relay connection establishment.
For the first hop PC5 link establishment, Source UE sends Direct Communication Request message including User Info ID of Source UE, User Info ID of U2U Relay, User Info ID and Layer-2 ID of Target UE, RSC and Security Information to U2U Relay. When the security protection is enabled, Source UE sends IP Address Configuration or Link-Local IPv6 address, QoS Info (PFI and PC5 QoS parameters) to U2U Relay. U2U Relay sends Direct Communication Accept message including User Info ID of Source UE, User Info ID of UE-to-UE Relay, User Info ID of Target UE, QoS Info (PFI and split PC5 QoS parameters), RSC, IP Address Configuration or Link-Local IPv6 address to Source UE.
For the second hop PC5 link establishment, U2U Relay sends Direct Communication Request message including User Info ID of Source UE, User Info ID of U2U Relay, User Info ID of Target UE, RSC and Security Information to Target UE. When the security protection is enabled, U2U Relay sends IP Address Configuration or Link-Local IPv6 address, QoS Info (PFI and split PC5 QoS parameters) to Target UE. Target UE sends Direct Communication Accept message including User Info ID of Source UE, User Info ID of UE-to-UE Relay, User Info ID of Target UE, QoS Info (PFI and split PC5 QoS parameters), RSC, IP Address Configuration or Link-Local IPv6 address to U2U Relay.
Proposal 4: The parameters included in the DCR/DCA messages are listed as above.

3. Proposal
It is proposed to capture the following texts into TR 23.700-33. 
>>>>First Change<<<<
[bookmark: _Toc113266094]8.1	Key Issue #1: Support of UE-to-UE Relay
For Key Issue #1 (Support of UE-to-UE Relay), the followings are taken as conclusions:
The following conclusions are common for both Layer-3 UE-to-UE Relay and Layer-2 UE-to-UE Relay:
-	For UE-to-UE Relay discovery, both Model A and Model B discovery are supported.
Editor's note:	It is FFS the exact information to be included in discovery messages.
Editor's note:	It is FFS if discovery integrated into PC5 unicast link establishment procedure is supported.
-	For UE-to-UE Relay selection, the Source UE performs the UE-to-UE Relay selection for both Model A and Model B discovery.
Editor's note:	It is FFS if Target UE can also perform the UE-to-UE Relay selection for Model B discovery.
-	For UE-to-UE Relay reselection, the negotiated UE-to-UE Relay reselection between Source UE and Target UE and the UE-to-UE Relay selection procedure can be used under different conditions.
NOTE 1:	UE-to-UE Relay selection/reselection requires cooperation with RAN WGs during normative work.
-	IP, Ethernet and Unstructured traffic types are supported.
NOTE 2:	Ethernet and Unstructured traffic types can be encapsulated in IP traffic type if supported by source and target UE.
NOTE 3:	Conclusion on Service Authorization information related to UE-to-UE Relay operation sent by AMF to NG-RAN can be finalized based on feedback from RAN WGs.
-	For UE-to-UE Relay Per-hop links setup (i.e. PC5 link establishment between Source UE and UE-to-UE Relay, as well as between UE-to-UE Relay and Target UE), Source UE initiates the PC5 link setup with UE-to-UE Relay (first hop), and UE-to-UE Relay initiates the PC5 link setup with the target UE (second hop).
-	The Layer-2 link establishment procedure as defined in TS 23.304 [3] clause 6.4.3.1 is reused for per-hop link establishment for UE-to-UE Relay with the following clarifications:
-	UE-to-UE Relay initiates the second hop PC5 link establishment after the Security Establishment procedure is completed at the first hop.
-	UE-to-UE Relay sends the Direct Communication Accept message to Source UE after the second hop PC5 link establishment is completed (i.e. UE-to-UE Relay has received Direct Communication Accept message from Target UE).
-	The IP address allocation procedure as defined in TS 23.304 [3] clause 6.4.3.1 is reused on each hop for UE-to-UE Relay, and Source UE obtains IP address of Target UE from UE-to-UE Relay using DNS query/response.
-	For the first hop PC5 link establishment, Source UE sends Direct Communication Request message including User Info ID of Source UE, User Info ID of UE-to-UE Relay, User Info ID and Layer-2 ID of Target UE, RSC and Security Information to UE-to-UE Relay. When the security protection is enabled, Source UE sends IP Address Configuration or Link-Local IPv6 address, QoS Info (PFI and PC5 QoS parameters) to UE-to-UE Relay. UE-to-UE Relay sends Direct Communication Accept message including User Info ID of Source UE, User Info ID of UE-to-UE Relay, User Info ID of Target UE, QoS Info (PFI and split PC5 QoS parameters), RSC, IP Address Configuration or Link-Local IPv6 address to Source UE.
-	For the second hop PC5 link establishment, UE-to-UE Relay sends Direct Communication Request message including User Info ID of Source UE, User Info ID of UE-to-UE Relay, User Info ID of Target UE, RSC and Security Information to Target UE. When the security protection is enabled, UE-to-UE Relay sends IP Address Configuration or Link-Local IPv6 address, QoS Info (PFI and split PC5 QoS parameters) to Target UE. Target UE sends Direct Communication Accept message including User Info ID of Source UE, User Info ID of UE-to-UE Relay, User Info ID of Target UE, QoS Info (PFI and split PC5 QoS parameters), RSC, IP Address Configuration or Link-Local IPv6 address to UE-to-UE Relay.
The following conclusions are specific for Layer-3 UE-to-UE Relay:
-	For UE-to-UE Relay Per-hop links setup (i.e. PC5 link establishment between Source UE and UE-to-UE Relay, as well as between UE-to-UE Relay and Target UE), Source UE initiates the PC5 link setup with UE-to-UE Relay, and UE-to-UE Relay initiates the PC5 link setup with the target UE.
-	For QoS control of Layer-3 UE-to-UE Relay, the UE-to-UE Relay receives E2E QoS from Source UE and determines the per-hop QoS parameters to satisfy the E2E QoS.
The following conclusions are specific for Layer-2 UE-to-UE Relay:
-	Per-hop links (i.e. PC5 link between Source UE and UE-to-UE Relay, as well as between UE-to-UE Relay and Target UE) needs to be established before E2E PC5 link establishment is performed.
NOTE 4:	How the E2E PC5-S messages are forwarded by the UE-to-UE Relay is to be determined by RAN WGs.
NOTE 5:	For Layer-2 UE-to-UE Relay, RAN WGs will define how the E2E QoS will be handled and split over the PC5 links.

>>>>End Changes<<<<
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