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Abstract:	An update of the evaluation and conclusions for KI#3 are proposed. 	
1. Discussion
[bookmark: _Toc519004414]This contribution updates the evaluation and conclusions for KI#3: 5GC information exposure to authorized 3rd party for application layer AI/ML operation. 
The evaluation of solution #32 is updated by adding detail descriptions on what new inputs and outputs are for enhancing the existing Analytics ID. 
In the conclusions, one bullet is added on the enhance of the existing Analytics ID, i.e., DN Performance. The DN Performance is enhanced by taking the AI/ML processing entities performance analytics into account to generate statistics/predictions at NWDAF for assisting AF to make decisions on application layer AI/ML operation.
2. Proposal
The following changes are proposed in TR 23.700-81 v1.0.0
* * * First change* * * *
[bookmark: _Toc113178236]7.3	Key Issue #3: 5GC Information Exposure to authorized 3rd party for Application Layer AI/ML Operation
There are 7 solutions which have been proposed to address KI#3, i.e. Solution#6, Solution#7, Solution#8, Solution#28, Solution#32, Solution#33, and Solution#34. Among them, there are 4 solutions (solutions #6, #8, #32, #34) using NWDAF to analyze Application AI/ML traffic transmission and expose analytic results to the AF. Among these solutions, Solution#28 is proposed as the overall architecture framework and will only be further considered when all the KIs are getting close to be concluded.
Solution #6 proposes that 5GC NWDAF provides new FL analytics on expected latency for candidate FL members, with input parameters (e.g. Candidate FL members, Local model size, Aggregated model size, etc.) provided by AI/ML application server. It is consumed by AI/ML application server to do FL members selection. User consent checking for each member from UDM should be done by NWDAF before exposing the analytics.
Solution #7 proposes that 5GS provide the supported UL/DL data rate to AI/ML application server to make the decision on AI/ML operation, e.g. to determine the splitting point for AI/ML model splitting, or to determine the AI/ML model and the size of parameter for AI/ML model downloading. It requires the RAN node to estimate the supported UL/DL data rate based on the channel condition between RAN node and UE, the bandwidth available for the UE and other factors, and then the RAN sends data rate monitoring results to UPF over user plane, which will be exposed to AI/ML application server by UPF via SMF or exposed to local AF directly/via NEF.
Solution #8 addresses both KI#2 and KI#3, it proposes that 5G NF/NWDAF provides 5GC information or analytics to UE(KI#2) or AF(KI#3) for the purpose of triggering decisions on AI/ML operation or application adaptation. For KI#3, AF subscribes for network information or data analytics from 5GC for the UE, and NF/NWDAF notifies AF about the non-AF Session/PDU Session specific network information or data analytics.
Solution #32 proposes that 5GC NWDAF provides enhanced "DN Performance", "Observed Service Experience" analytics to assist AF to make AI/ML decisions for split inference. New inputs and new outputs for these existing analytics IDs are defined in this solution., for example,  New inputs from AF, and new outputs for the existing Analytics ID which are generated at NWDAF taking the AI/ML processing entities performance analytics into account, for example, Sstatistics/predictions on traffic rate for UL, on packet delay for UL and on packet loss rate for UL.
Solution #33 proposes a mechanism to enable the network operator to have the control for which UE is allowed for participation in the Application layer AI/ML operation. The 5G system can expose the network authorization status of the UE to the AF for the UE participation in the corresponding Application AI/ML operation. Such awareness of the network authorization status for the UE can assist the AF's decision for the UE selection for the corresponding Application AI/ML operation. Network authorization status for the UE is newly defined and stored as subscription information of UE in the UDM.
Solution #34 proposes that AF requests the NWDAF to provide the analytics (e.g."User Data Congestion", "Service Experience", "NF load information") to obtain the prediction/statistics for the Application AI/ML traffic transmission status. Then, the analytics results (e.g. NF resource usage, NF load, QoS flow level data for the Application AI/ML traffic) can be exposed to the AF to assist the Application AI/ML traffic transmission.
[bookmark: _Hlk102669984]* * * Second change * * * *
[bookmark: _Toc113178247]8.3	Key Issue #3: 5GC Information Exposure to authorized 3rd party for Application Layer AI/ML Operation
Proposal for the interim conclusions for KI#3:
-	Minimize 5GS signalling and processing overheads when exposing 5GC information to AF.
-	The user consent checking is also required before the UE related information or data analytics are exposed to the 3rd party.
-	Available UL/DL data rate exposure to AF based on AF request for data rate monitoring with solution without RAN impact.
-	Enhance the existing Analytics ID, i.e., "DN Performance", to take the AI/ML processing entities performance analytics into account to generate statistics/predictions at NWDAF for assisting AF to make decisions on application layer AI/ML operation.

Editor's note:	Whether the enhancement of user consent checking is required is FFS.
Editor's note:	It is FFS whether any RAN impact is needed for 5GC to support data rate exposure to the AF.
* * * End of changes * * * *
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