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Abstract of the contribution: update to conclusions for KI2
1	Discussion
The conclusion in clause 8.2.2 is backed by the description in the second change
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23700-17 as follows
FIRST CHANGE 

[bookmark: _Toc113263312][bookmark: _Toc113283553]8.2.2	How to select a TNGF that supports the S-NSSAI(s) needed by the UE
Selection of a TNGF that supports the S-NSSAIs needed by the UE is enabled based on:
-	UE based solutions where UE(s) to use WLAN SP policy to select a SSID allowing to access to a TNGF that supports the slices the UE are willing to use and then leverage this information to try registering onto 5GC via TNGF.
-	The WLAN SP policy is extended with the indication of the set of slices associated to a SSID.
-	The NSSF is configured with the set of slices associated to / supported by a SSID either by OAM or by AMF via Nnssf_NSSAIAvailability service operations (the AMF receives from the TNGF over N2 information on the set of slices associated to / supported by a SSID) 
-	The AMF may determine the UE used a wrong SSID based on NSSF feedback: the AMF issues Nnssf_NSSelection_Get as defined in 23.502 [3] Figure 4.2.2.2.3-1 step 4a but additionally including the SSID used by the UE in the User Location Information ULI as received from TNGF
-	The AMF may trigger the UE Policy Association Establishment procedure to provide the UE with updated WLANSP if the selected SSID (TNGF) does not support the slices requested by UE. The AMF requests the PCF to receive a notification when the PCF has completed the WLANSP update; once the AMF has received this notification from the PCF, the AMF can issue a registration reject
-	The AMF may issue a registration reject indicating another SSID that the UE should use


Editor's note:	Whether an AMF based approach where the AMF may redirect (via a registration reject) a UE towards a another SSID is to be supported is FFS.
No solution using the AMF redirection of the UE with a registration accept will be pursued in normative specifications.


SECOND CHANGE all text is new



[bookmark: _Toc100846856][bookmark: _Toc100847001][bookmark: _Toc100993773][bookmark: _Toc113263299][bookmark: _Toc113283544]6.X	Solution X: usage of NSSF to determine whether the UE used a SSID fitting its request for slices.
[bookmark: _Toc100846857][bookmark: _Toc100847002][bookmark: _Toc100993774][bookmark: _Toc113263300][bookmark: _Toc113283545]6.X.1	Description
This solution is a complement of solutions relying on UE using WLANSP to select a SSID that matches the slices it targets to use over trusted non-3GPP access to 5GC. The format of such WLANSP is not discussed in this solution
It assumes that the mapping between a SSID deployed by an operator and the S-NSSAI(s) supported on this SSID is constant.
The solution relies on NSSF to detect a mismatch between the SSID used by the UE and the slices the UE targets to use over trusted non-3GPP access to 5GC. This is because the check of the slices that are available over the TAI used by the UE to reach the network is already defined as done in NSSF.
6.X.2	Procedures
The mechanisms described in this clause are used to detect a mismatch between the SSID used by the UE for trusted non-3GPP access to 5GC and the slices the UE targets to use over trusted non-3GPP access to 5GC


Figure 6.x.2-1: usage of NSSF to determine whether the UE used a SSID fitting its request for slices

1a. TNGF may include supported SSID list, along with the supported TAI list, and corresponding S-NSSAIs sent to the AMF in the NG SETUP REQUEST or NG CONFIGURATION UPDATE REQUEST. 
NOTE1:	This is to be further defined by RAN3
1b. Upon receiving the NG SETUP REQUEST or NG CONFIGURATION UPDATE REQUEST from any of the TNGFs, if the information associated with the mapping TAI - SSID(s) – supported S-NSSAI(s) has changed, the AMF forwards the new mapping information to the NSSF using Nnssf_NSSAIAvailability_Update. After receiving such information, the NSSF creates/updates the mapping of TAIs, their supported S-NSSAIs, their supporting SSIDs, and for each SSID the corresponding supported S-NSSAI (s).
NOTE2: 	Alternatively to steps 1a and 1b, the mapping between TAIs, corresponding SSIDs and the supported S-NSSAIs may be pre-configured in the NSSF.
2 to 4. Step 2 to step 4 are performed as specified in TS 23.502 [3] clause 4.12a.2.2 with following addition:
· The UE is configured (e.g. with the WLANSP rules defined in TS 23.503 [20]) to select an SSID associated with a non-3GPP Tracking Area (TAI), which supports one or more of the UE's subscribed S-NSSAIs).
· The Registration Request message may optionally contain an indication that the UE supports TNGF selection based on slicing.
5a.	The selected AMF issues Nnssf_NSSelection_Get as defined in 23.502 [3] Figure 4.2.2.2.3-1 step 4a but additionally including the SSID used by the UE in the User Location Information ULI as received from TNGF. 
5b. The NSSF determines the allowed NSSAI, taking into account the user’s TAI, the UE requested NSSAI, the subscribed NSSAI, the UE selected SSID received in Nnssf_NSSelection_Get Request and the mappings learned at step 1. 
The NSSF answers to the AMF with Nnssf_NSSelection_Get Response
If the SSID selected by the UE is not appropriate for the requested NSSAI, the NSSF indicates one or more SSIDs that may be used by the UE for accessing the requested NSSAI. 
If the SSID selected by the UE is appropriate but alternative SSID(s)s could be used by the UE to get access to more requested and subscribed S-NSSAIs, the NSSF may also indicate such alternative SSIDs in its response.
6. 	If the NSSF answer is positive (the SSID used by the UE is appropriate), the AMF sends Registration Accept response towards the UE.
7. 	If the NSSF answer is not positive (If the SSID used by the UE to connect to the network is not appropriate), 
the AMF may trigger the PCF to issue a WLANSP update towards the UE (via Npcf_UEPolicyControl_Create or Npcf_UEPolicyControl_UpdateNotify) and subscribe to PCF notifications of the completion of this policy update.
when the AMF has received the PCF notification of the completion of UE policy update, the AMF rejects UE’s Registration Request. If AMF has received a list of appropriate SSID from NSSF, it may forward the list of the SSIDs to the UE in the Registration reject message.
     8. The UE may then try to connect with 5GC again via the any of the SSIDs it received in step 7.

[bookmark: _Toc100846859][bookmark: _Toc100847004][bookmark: _Toc100993776][bookmark: _Toc113263302][bookmark: _Toc113283547]6.X.3	Impacts on Existing Nodes and Functionality
TNGF: 
-     sending SSID information in the NG-SETUP or NG CONFIGURATION UPDATE message 

PCF:
-     update the UE with WLANSP configuring the UE with the mapping between SSID(s) and slices available over these SSID(s)
-	Notify the AMF (upon AMF request) when the PCF has updated a UE with WLANSP configuring the UE with the mapping between SSID(s) and slices available over these SSID(s) .

AMF: 
-     updates the NSSF using Nnssf_NSSAIAvailability_Update when the mapping from SSID to supported S-NSSAIs received in NGAP from TNGF has changed.
-    may reject the registration of the UE with a dedicated cause like “the selected SSID is not suitable due to slicing”. Additionally, the AMF may provide the list of suitable SSIDs received from NSSF in the Registration Reject message.
NSSF: 
· learn the SSID mapping for corresponding S-NSSAIs either from the AMF or via OAM.
· check that SSID used by the UE to register is appropriate for the S-NSSAIs requested by the UE
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