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Abstract of the contribution: it is proposed to update the conclusion for L4S related in KI#3.  
1. Discussion
1.1 <The direction applying ECN for L4S for a flow>
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In order to support ECT marking, the TCP layer SYN and SYN ACK negotiation procedure can guarantee echo of the congestion marking.
	In RFC 3360, To negotiate ECN usage, the TCP sender sends an "ECN-setup SYN packet", a TCP SYN packet with the ECE and CWR flags set. If the TCP host at the other end wishes to use ECN for this connection, then it sends an "ECN-setup SYN-ACK packet", a TCP SYN packet with the ECE flag set and the CWR flag not set. Otherwise, the TCP host at the other end returns a SYN-ACK packet with neither the ECE nor the CWR flag set.


However, TCP layer negotiation is common procedure for classical ECN and ECN for L4S. After TCP layer negotiation, it is still unclear whether classical ECN or ECN for L4S is applied for flow. The following Table shows possible options.
Table-1
	Value of ECN bits in UL packet of the flow
	Value of ECN bits in DL packet of the flow
	Analysis

	ECT(1)
	ECT(1)
	Both UL and DL can apply the ECN for L4S. 
RAN need to monitor both DL and UL congestions.

	ECT(1)
	ECT(0)
	Only UL can apply the ECN for L4S.
RAN needs to monitor UL congestions for L4S.

RAN needs to monitor DL congestions for classic ECN.

	ECT(1)
	no ECN
	Only UL can apply the ECN for L4S

	ECT(0)
	ECT(1)
	Only DL can apply the ECN for L4S.

RAN only needs to monitor DL congestions for L4S.

RAN needs to monitor both UL congestions for classic ECN.

	no ECN
	ECT(1)
	Only DL can apply the ECN for L4S.

RAN only needs to monitor both UL and congestions for L4S.


Observation1: The ECN for L4S may applied in DL only, UL only, or both directions for a flow. 
1.2 <L4S traffic detection>
In order to configure congestion monitoring requirement for L4S, firstly the L4S traffic detection should be supported. ECN domain with the value ECT(1) indicating supporting and requiring L4S, The ECN domain is the lowest two bits of the ToS Traffic Class domain, so the existing SDF filter in Packet Detection Information can be reused. The Source Interface domain in PDI can also be reused to indicating directions
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	<SDF filter>

Bits

Octets

8

7

6

5

4

3

2

1

1 to 2

Type = 23 (decimal)

3 to 4

Length = n
5

Spare
BID

FL

SPI

TTC

FD

6

Spare

m to (m+1)

Length of Flow Description

(m+2) to p

Flow Description

s to (s+1)

ToS Traffic Class
t to (t+3)

Security Parameter Index

v to (v+2)

Flow Label

w to (w+3)

SDF Filter ID

x to (n+4)

These octet(s) is/are present only if explicitly specified
Figure 8.2.5-1: SDF Filter

	<Source Interface >

8.2.2
Source Interface
The Source Interface IE type shall be encoded as shown in Figure 8.2.2-1. It indicates the type of the interface from which an incoming packet is received.

Bits

Octets

8

7

6

5

4

3

2

1

1 to 2

Type = 20 (decimal)

3 to 4

Length = n
5 
Spare

Interface value

6 to (n+4)

These octet(s) is/are present only if explicitly specified
Figure 8.2.2-1: Source Interface

The Interface value shall be encoded as a 4 bits binary integer as specified in in Table 8.2.2-1.

Table 8.2.2-1: Interface value

Interface value

Values (Decimal)

Access

0

Core

1

SGi-LAN/N6-LAN

2
CP-function

3

5G VN Internal

4

Spare

5 to 15

NOTE 1:
The "Access" and "Core" values denote an uplink and downlink traffic direction respectively.
NOTE 2:
For indirect data forwarding, the Source Interface in the PDR and the Destination Interface in the FAR shall both be set to "Access", in the forwarding SGW(s). The Interface value does not infer any traffic direction, in PDRs and FARs set up for indirect data forwarding, i.e. with both the Source and Destination Interfaces set to Access.




Observation2: In order to detect the L4S traffic, two PDRs are required to detect DL traffic with ECT(1) and UL traffic with ECT(1) respectively.  
In view of PCF, the PCRT “Start of application traffic detection and Stop of application traffic detection” are supported and can be reused.
	< Policy Control Request Triggers >

able 6.1.3.5-1: Access independent Policy Control Request Triggers relevant for SMF

Policy Control Request Trigger

Description

Difference compared with table 6.2 and table A.4.3-2 in TS 23.203 [4]

Conditions for reporting

Motivation

Start of application traffic detection and

Stop of application traffic detection 

(NOTE 5)

The start or the stop of application traffic has been detected.

None

PCF




Observation3: In order to detect the L4S traffic, the existing PCRT “Start of application traffic detection and Stop of application traffic detection” is reused.
1.3 <Using 5QI or explicit indication to request congestion monitoring? >
5QI is mainly used to indicate QoS, it is assumed all flows with L4S request should under the same QoS requirement, hence, using 5QI is more restricted than using some explicit indication.
Also, there may be multiple flows with the same QoS requirement, but some of them requires ECN for L4S, some others are not. Then different 5QI are configured to the flow1 and flow2 respectively, but actually the two 5QI indicating the same QoS requirement.

Observation4: Using 5QI is more restricted than using some explicit indication. Since 5QI is responsible for QoS requirement firstly. 
Taking 1.1 and 1.3 into account together, since “The ECN for L4S may applied in DL only, UL only, or both directions for a flow.” if using explicit indication, two indications are sufficient, if using 5QI, three 5QI values are required. 
Observation5: Since the ECN for L4S may applied in DL only, UL only, or both directions for a flow; if using explicit indication, two indications are sufficient; if using 5QI, three 5QI values are required. 
1.4 <UL reporting for downlink Congestion reporting>
There are two method to support ECN for L4S, one method requires “PSA UPF performs ECN marking according to [37] and [62] for uplink and downlink QoS Flows based on current congestion level information reported from NG-RAN via GTP-U header.” 

In this method, when DL congestion happens for a QoS flow, the DL congestion is reported by RAN in UL packet GTU-header. However, there may be no UL packets when the DL congestion happens. To fix this, it is proposed RAN to continually generate UL dummy packets to notify there is DL congestion until the DL congestion disappears.
Proposal1: When PSA UPF performs ECN marking, if there is no UL packet when DL congestion happens, the RAN shall continually generate UL dummy packets to notify there is DL congestion until the DL congestion disappears.
2. Summary
Observation1: The ECN for L4S may applied in DL only, UL only, or both directions for a flow. 
Observation2: In order to detect the L4S traffic, two PDRs are required to detect DL traffic with ECT(1) and UL traffic with ECT(1) respectively.  

Observation3: In order to detect the L4S traffic, the existing PCRT “Start of application traffic detection and Stop of application traffic detection” is reused.
Observation4: Using 5QI is more restricted than using some explicit indication. Since 5QI is responsible for QoS requirement firstly. 

Observation5: Since the ECN for L4S may applied in DL only, UL only, or both directions for a flow; if using explicit indication, two indications are sufficient; if using 5QI, three 5QI values are required. 
Proposal1: When PSA UPF performs ECN marking, if there is no UL packet when DL congestion happens, the RAN shall continually generate UL dummy packets to notify there is DL congestion until the congestion disappears.
3. Proposal

This paper proposes the following conclusion for KI#3 to TR 23.700-60.

* Start of change * 

8.1
Conclusions for Key issue#3: 5GS information exposure for XR/media Enhancements

The following bullet points summarize the principles for the way forward to support current congestion level information exposure:

-
5G System may use ECN marking for the purpose of Low Latency, Low Loss and Scalable Throughput services L4S according to [37] and [62] for uplink or and downlink QoS Flows via one of the following two methods.

-
Method1: To support L4S, NG-RAN performs ECN marking according to [37] and [62] for uplink and downlink in IP layer of the received packets. 

NOTE 1: 
The criteria for RAN to determine (e.g. its congestion level) when to perform the marking is up to RAN implementation. 

-
Method2: PSA UPF performs ECN marking according to [37] and [62] for uplink and downlink QoS Flows based on current congestion level information reported from NG-RAN via GTP-U header.
-  In this method, when congestion happens, each UL packet shall carry the congestion information until the congestion disappear. Since the DL congestion is reported via the UL packets, if there is no UL packet when DL congestion happens, the RAN shall continually generate UL dummy packets to notify there is DL congestion until the DL congestion disappears.
-  For both methods, in order to detect the traffic requiring the ECN marking for the purpose of L4S, SMF allocates two PDRs which are used to detect DL traffic with ECT(1) and UL traffic with ECT(1) respectively and sends them to the UPF. 
-  An UL congestion monitoring indication or a dedicated 5QI is allocated to the QoS flow used for the service data flows with only UL indicating ECT(1). An DL congestion monitoring indication or another dedicated 5QI is allocated to the QoS flow used for the service data flows with only DL indicating ECT(1). If the QoS flow used for the service data flows with both DL and UP indicating ECT(1), both UL and DL congestion monitoring indications or a third 5QI is allocated. 
NOTE 2: 
If the network operator want to apply the ECN marking for L4S, it shall guarantee that any sender (UE or Server) requesting classic ECN congestion control will not tag its packets with the ECT(1) in order to avoid conflicted usage of ECT(1) in L4S. Otherwise, L4S is not supported in network. 

Editor's note: Supports for L4S and for exposure of congestion level, Data rate, delay difference and round-trip delay, are pending RAN WG's feedback on the feasibility of RAN judgment and/or exposure of the corresponding info (e.g. per QoS flow congestion level).

-
5G System also may support API based exposure of congestion level information towards AF as following:

-
The following information may be exposed:

-
QNC for GBR QoS Flow: data rate cannot be guaranteed;

-
AF uses Nnef_AFSessionWithQoS to subscribe the above exposure to NEF/PCF, same as local exposure mechanism defined in TS 23.548 [61].

-
Exposure path of Network Exposure defined in clause 6.4 of TS 23.548 [61] is reused with extensions of GTP-U header and UPF/L-NEF services to exposure the above information.

-
Exposure path of RAN/UPF reporting congestion level information via SMF/PCF/NEF is also supported.

The following bullet points summarize the principles for the way forward to support exposure for other network information:

-
Data rate, delay difference and round trip delay may be exposed to AF.

-
The UPF may support obtaining and exposing the above information. Exposure path defined in clause 6.4 of TS 23.548 [61] is reused to expose the above information.

-
The RAN may support exposing the above information via SMF/PCF/NEF.

Editor's note: it is FFS whether to expose the Normal data transmission interruption event to AF.

Editor's note: it is FFS whether to support estimated QoS information to be exposed to AF is FFS.
* End of change * 
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