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Abstract of the contribution: 
1 Discussion
This pCR proposes some evaluation for KI#1,3,6
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update 23.700-05 as follows


FIRST CHANGE


[bookmark: _Toc97151699][bookmark: _Toc100980713][bookmark: _Toc104390115]7	Evaluation
Editor's note:	This clause provides the evaluations of the solutions of clause 6.
7.x	Evaluation of Solutions for KI#1
Solution 1 proposes to just reuse existing IAB provisioning methods. while this is for sure in general something we should strive to maximize, it misses the point that the existing IAB configuration has some built in assumptions on the fact the IAB node is a rather trusted entity that also may be preconfigured with OAM sever address and any security credentials. However, the MBSRs are third party devices that need to be onboarded and so solution 10 resolves this aspect of onboarding the MBSR by providing the address of the OAM server and the security credentials to access it. What security credentials are used is up to SA3 and SA5 to propose. Then the configuration of the MBSR itself can be based on procedures defined by SA5 and RAN WGs and may reuse the existing methods with any enhancements not in scope of SA2.
Solution#2 could be seen as complementary to Solutions above and deal more directly with the configuration of the IAB-UE part of the MBSR to e.g. restrict the operation of the MBSR to specific areas (by.e.g. restricting the areas where ethe backhaul connection can be provided and hence the advertisement of the associated PLMN ID(s)).






Second CHANGE

[bookmark: _Toc97151700][bookmark: _Toc100980714][bookmark: _Toc104390116]8	Conclusions
Editor's note:	This clause provides the conclusions for the study.

8.x	Conclusion for KI#1
Editor's note: This clause includes interim conclusions
Proceed with OAM configuration that is largely borrowing what was developed for IAB nodes in previous releases with the addition of new security measures to establish trusted access to the PLMN OAM by third parties' devices. 
Editor's note: Whether additional the MBSR IAB-UE configuration is needed using the V2X architecture framework can be further studied until SA2#153.
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