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1. Introduction/Discussion
There were questions on Sol#7, which were addressed via mail discussion.

[Q1] 
The key question is if an application is supposed to interact with multiple peers. 
If yes, then the application will be designed to send data to those multiple peers, e.g. using IP multicast, Ethernet broadcast or by sending unicast data to each peer.
If an application is not designed to interact with multiple peers, then it is not enough to just forcefully replicate the same packets and forward it to multiple peers. This is not enough to make an application support communication with multiple peers because: 
How will this work considering the application layer protocol of that application? There may be other identifiers in the application layer (e.g. destination information, session IDs... ) that would need to changed per receiver.
[A1] 
Target scenario of this solution is a smart grid scenario. For example, a UE shares its phase info with the UEs in Regsion.1 for synchronization and with the UEs in Area.1 for monitoring. Region.1 is located in Aera.1.
Smart Energy Devices deployed by the smart energy service provider can be configured with groups according to their locations. For example, UE1 in Region.1 in Area.1 sends its phase info to Region.1 group and Area.1 group. UE2 in Region.1 in Area.1 receives the phase info for synchronization, as it should adjust its own phase so that the merged phase can be harmonized. UE3 in Region.2 in Area.1 receives the phase info from UE1 for monitoring, as UE3 need not adjust its phase as it does not merge its power generation with UE1's. However, UE3 needs to monitor generation status in Area.1 so that it may adjust its generation quantity. UE4 in Region.3 in Area.2 does not receive the phase info from UE1, as devices in Area.2 can work independently from those in Area.1.
[Q2] 
How about end-to-end security between those applications? How will this work if the network simply replicates data?
[A2] 
As the smart energy service provider configures the smart energy devices, security between devices can be provided by the service provider. For example, smart energy devices are connected to a common server, and they can share a sender-receiver relationship and a secure key via the server.

Proposal: Apply the above to the evaluation

2. Text Proposal
It is proposed to capture the following changes to TR 23.700-74.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *

[bookmark: _Toc104786729]7.5	Key Issue #5: Allowing UE to simultaneously send data to different groups with different QoS policy
There are 3 solutions (sol#6, sol#7, sol#17) addressing key issue #5, the evaluation of key issue #5 uses the principles as below table:
Table 7.5-1: Evaluation of KI#5 related principles
	Objectives
	Principles
	Impacts
	Pros/Cons
	Solution

	Group communication allowing UE to simultaneously send data to different groups
	UE/application is capable to replicate multiple copies of the data.
UE sends each copy to different destination addresses corresponding to different groups.
	None
	Pros:

Cons:

	sol#6, sol#17

	
	UE/application is not capable to replicate multiple copies of the data.
UE needs to send one copy to UPF, and then UPF is responsible for data duplication and further distribution to different groups.
	UE, AMF, SMF, UPF
	Pros:

Cons:

	sol#7

	Data sent to different groups has a different QoS policy
	Associate different groups to the same DNN and S-NSSAI used for PDU Session.
UE uses different QoS Flows of single PDU Session to transfer the data copy sent to different group.
Different QoS policy for different groups is achieved using different QoS Flows in a single PDU Session.
	5GC: obtain different QoS policy for different groups and set different QoS Flows in the corresponding PDU Session using such different QoS policy.
	Pros:

Cons:

	sol#6, sol#17

	
	Associate different groups to the different DNN and S-NSSAI used for PDU Session.
UE uses different PDU Sessions to transfer the data copy sent to different group.
Different QoS policy for different groups is achieved using different PDU Sessions.
	5GC: obtain different QoS policy for different groups and set the QoS Flow in each group's corresponding PDU Sessions using the corresponding QoS policy.
	Pros:

Cons:

	sol#6

	
	Associate different groups to the different DNN and S-NSSAI used for PDU Session.
UE uses one single PDU Session with multiple DNNs/S-NSSAIs or a predefined DNN/S-NSSAI to transfer the data copy sent to different group: UE sends one UL copy on the QoS flow with most strict QoS, and UPF is responsible for packet duplication and further distribution to different groups.
	UE, AMF, SMF, UPF.
	Pros:

Cons:

	sol#7



Since sol#6 and sol#17 both assume that the data sent to different groups corresponds to data with different destinations and the UE can determine how to send the data toward a group, their principles or approaches are in line and the scenarios are complementary. Hence, it is proposed to adopt sol#6 and sol#17 when the application on the UE can replicate multiple copies of the data

Solution 7 relates to a rare case: UE/application is not capable to replicate multiple copies of a packet but requires usage of multiple groups.
This solution 7 assumes the UE sends to 5GC only one copy of the traffic to be sent, and then UPF(s) in the 5GC are responsible for data duplication and further distribution to different groups each with a different QoS. 
This nevertheless induce extensive and complex system impacts.
Quoting the solution 
“UE1, which belongs to Group1 and Group2, sends PDU Session Request with Group1 and Group2 to the SMF. In this step, the AMF needs to select the SMF based on the information including Group1 and Group2. UE should include multiple DNNs/S-NSSAIs for a PDU Session”.
This means that the solution 7 requires to be able to associate a PDU Session with multiple groups and multiple DNNs / S-NSSAIs which breaks a fundamental 5GC rule that a PDU Session is associated with a single DNN and slice. This would have significant impacts throughout all the 5GC: in AMF, SMF, PCF, UDM, UDR, CHF.



* * * * End of changes * * * *
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