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Abstract of the contribution: This contribution proposes overall evaluation of KI#1 on UE-to-UE Relay.

1. Introduction
This paper proposes overall evaluation of KI#1 on UE-to-UE Relay.
2. Proposal
It is proposed to capture the following texts into TR 23.700-33. 
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For Key Issue #1: "Support of UE-to-UE Relay", based on Table 6.0-1, the solutions can be summarized and evaluated as the following:
-	Sol#1 Alternative 2 proposes to an efficient way of UE-to-UE relay discovery and selection. The solution proposes to use "relay_indication" to extend the reachability of the Direct Communication Request, thus the source UE can discovery the target UE(s) via the relays. The proposed method can be applied in PC5 unicast link establishment procedure. The solution enables target UE to select relays and source UE to select relay path or direct path, furthermore it does not require the UEs and relays to maintain their neighbour lists. Sol#1 Alternative 1 is merged into Sol#10, and is evaluated in Sol#10.
-	Sol#2 proposes a Layer-3 UE-to-UE relay solution based on IP routing. In the solution, a UE-to-UE relay is responsible for allocating IP addresses to the UEs connected to it. The solution proposes Model A based relay discovery that the relay announces itself to its proximity, the UEs need to setup PC5 links to all relays in proximity order to discovery other UEs or be discovered via DNS queries. The solution proposes hop-by-hop based QoS handling to achieve E2E QoS requirement, as well as IP encapsulation to handle Non-IP traffic. The UEs should keep the PC5 link with the Relay UE in order to discovery other UEs or be discovered. IPSec is used for end-to-end security protection between source UE and target UE, and this shall be co-ordinated with SA WG3.
-	Sol#3 is merged into Sol#10, and is evaluated in Sol#10.
-	Sol#4 QoS control for Layer-3 UE-to-UE Relay is merged into Sol#11, and is evaluated in Sol#11. For Layer-2 UE-to-UE Relay, the E2E QoS parameters are provided by source UE to the Layer-2 UE-to-UE relay via PC5-S, the Layer-2 UE-to-UE relay splits the E2E QoS parameters into two parts.
-	Sol#5 is merged into Sol#11, and is evaluated in Sol#11.
-	Sol#6 is merged into Sol#11, and is evaluated in Sol#11.
-	Sol#7 focus on UE-to-UE relay reselection. It proposes that the Source UE or Target UE can initiate the relay reselection procedure and then the two UEs can negotiate UE-to-UE Relay reselection using the existing relay connection. The other solutions for initial relay selection such as Sol#10 and Sol#34 could also be used for UE-to-UE Relay reselection, by requiring re-running of the Discovery procedure. The radio criteria for Relay reselection is determined by RAN2. 
-	Sol#8 proposes PCF based service authorization and policy/parameter provisioning to UE for UE-to-UE Relay operation and Service Authorization information related to UE-to-UE Relay operation sent by AMF to NG-RAN.
-	Sol#9 proposes a Layer-3 UE-to-UE Relay sends out a Relay Announcement message periodically to announce its availability as a UE-to-UE Relay. If the Relay UE can serve the UE and the UE wants to be discovered by other UEs via this Relay UE, the UE will send an Announcement message to the Relay UE so that this UE can be added to the Relay UE’s target UE list.
-	Sol#10 is a consolidated solution common for both Layer-2 and Layer-3 UE-to-UE Relay discovery and selection based on Sol#1 alt2 (Model B discovery) and Sol#3 (Model A discovery). RSC is used in the UE-to-UE Relay discovery to indicate the connectivity service. After the Model A or Model B discovery, source UE selects the UE-to-UE Relay and gets the User Info ID and Layer-2 ID of the target UE. This solution doesn't assume the discovery procedure is followed by communication procedure, thus the UE-to-UE Relay doesn't store info for the communication setup in future.
-	Sol#11 is a consolidated solution to support Layer-3 UE-to-UE Relay connection setup based on Sol#1, Sol#4, Sol#5, Sol#6. It assumes source UE has already selected a suitable UE-to-UE Relay and received User Info ID and Layer-2 ID of the target UE before this procedure. This solution is applicable for both IP and non-IP traffic. In this procedure, UE-to-UE Relay receives the target UE’s L2 ID from source UE and sets up or reuses the link between UE-to-UE Relay and target UE. The IP addresses of source UE and target UE are exchanged by PC5 signalling. Source UE provides the E2E QoS parameters to the Layer-3 UE-to-UE relay, the Layer-3 UE-to-UE relay splits the E2E QoS parameters into two parts.
-	Sol#12 proposes a solution for Layer-3 UE-to-UE Relay discovery and communication. For Relay discovery, this solution proposes the Relay UE has discovered other UEs in proximity and obtained the User Info ID and Layer-2 ID of Target UE which can be used for subsequent communication procedure. For Relay communication, the Relay UE sends the DCR message to the Target UE using the Target UE Layer-2 ID obtained during discovery procedure, and the Relay UE acts as a DNS server to return IP address of Target UE to the Source UE. Different from Sol#10 and Sol#11, the UE-to-UE Relay needs to buffer some parameters during the discovery procedure for subsequent UE-to-UE Relay communication and discard them if no communication is setup.
-	Sol#13 proposes a Layer-2 UE-to-UE Relay communication solution which enables a source UE and a target UE to establish an end-to-end (E2E) PC5 unicast communication via the Relay UE. It proposes end-to-end security association established between a source UE and a target UE. It works with Model A/B discovery or integrated discovery procedure. It supports source UE’s DCR in both user oriented L2 link setup request (w/ target User info) and service oriented L2 link setup request (w/o target User Info). After successful E2E link establishment, it assumed that adaptation layer will be used for routing messages between source UE and target UE via Relay UE. E2E security association and adaptation layer details shall be coordinated with SA3 and RAN2, respectively.
The key difference between Solutions #13 and #30 is that solution #13 triggers the per-hop connection setup based on the E2E DIRECT COMMUNICATION REQUEST message (steps 2 and 3 of Figure 6.13.2-1), while solution #30 triggers the per-hop connection setup based on the per-hop DIRECT COMMUNICATION REQUEST (steps 3a and 3b of Figure 6.30.2.1.2-1) and after the per-hop link is setup the E2E DIRECT COMMUNICATION REQUEST is sent. In other words, sol#13 proposes the per-hop links are established during the end-to-end PC5 link establishment procedure, sol#30 proposes the per-hop links are established before the end-to-end PC5 link establishment procedure.
-	Sol#30 proposes a procedure for Layer-2 UE-to-UE Relay discovery and connection establishment. For Model A discovery, source UE selects the UE-to-UE Relay, for Model B discovery, target UE selects the UE-to-UE Relay.  An E2E PC5 link is establishment by following the per-hop PC5 link establishment or modification procedure. Per-hop PC5 link sharing is supported and RAN coordination on this is needed. How to transfer E2E PC5-S messages and E2E data by the UE-to-UE Relay and E2E QoS handling and splitting the QoS is for RAN2 to determine. This solution does not support E2E link establishment with integrated discovery.
In solution #30, Announcement message or Solicitation response message include information about the available target UEsThis can lead to a single relay UE having potential links to many targets, that depending on the number of such targets may not be feasible to all advertise.
-	Sol#31 proposes to add authorization of UE using security credential to share IP address only to authorized UE. Source UE may allow sharing IP address only to the authorized UE by sharing token. The detail procedure needs to be coordinated with SA3.
-	Sol#32 proposes a solution for Link Identifier Update procedure when using UE-to-UE Relay. The Link Identifier Update procedure as defined in clause 6.4.3.2 of TS 23.304 [3] is re-used when the communication is done via a UE-to-UE Relay, and the procedure is adapted with some changes depending on if the UE-to-UE Relay is Layer-2 based or Layer-3 based. For Layer-2 based LIU, it proposes a way that the LIU procedure between the UE and the Relay does not involving the end-to-end peer UEs for ID privacy. Layer-2 based LIU needs a coordination with RAN2.
-	Sol#33 proposes a solution for Layer-3 UE-to-UE Relay discovery and communication. For Relay discovery, this solution proposes the Relay UE has discovered other UEs in proximity and obtained the User Info ID and Layer-2 ID of Target UE and the Source UE can obtain Layer-2 ID of Target UE during discovery procedure. For Relay communication, it is proposed an E2E PC5 unicast link is established between Source UE and Target UE via the Layer-2 Relay, and how the PC5-S messages are forwarded is to be defined by RAN2.
-	Sol#34 proposes a separation of U2U Relay discovery and U2U Route discovery. For U2U Relay discovery, it proposes to reuse U2N Relay discovery and for U2U Route discovery Model A and Model B discovery are proposed. For Model A discovery, it proposes that relay UE forwards announcement message from announcing UE with RSC specifying R-UE. For Model B discovery, similar solution to sol#10 is proposed. It proposes that PC5 link between Source UE and Relay UE and Target UE and Relay UE are set up after on U2U Route discovery procedure independent of an E2E connection setup. It only supports user oriented L2 link setup request from source UE i.e., DCR with target User info. This solution does not support E2E link establishment with integrated discovery..
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