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Abstract of the contribution: 
1 Discussion
2 Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk93055440]It is proposed to update TR 23.700-18 as follows.

Start of change
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Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
8.1   Key Issue #1: Traffic Steering Policy and SFC Enhancements
It is recommended to use the following principles and procedures as the basis for the normative work. 
-	Support the N6-LAN traffic steering control and AF-influenced traffic steering control to be applicable to the same traffic simultaneously.
-	5GC may receive from the AF policies associating for one, a group or all UE(s) some traffic (filter) with a SFC ID together to send to the SFC once the corresponding traffic has been identified.
Editor’s Notes: it is still FFS whether metadata are supported.
-	The PCF determines a policy per SDF/application for the purpose of steering the subscriber's traffic to appropriated N6 service functions deployed by the operator or a 3rd party service provider. The policy is expressed
 in a Traffic Steering Policy (TSP) IDs that may be different in UL and DL directions
. 
-	PCF checks whether the indicated SFC IDs correspond to an authorized SFC policy for the AF. 
Editor’s Note: It is FFS whether NEF or PCF performs the check whether the indicated SFC IDs correspond to the agreed SLA list.
-	The PCF maps the SFC IDs into
 a TSP ID(s) (one per direction) that refers to a traffic steering behaviour that is configured in the SMF/UPF. The SMF/UPF don’t need to be aware of SFC IDs
.


-	The PCF provides the TSP ID(s) in the PCC rules to SMF. The TSP ID refers to a traffic steering behaviour that is configured in the SMF/UPF.
-	The SMF provisions corresponding PDRs, FARs, QERs etc to support SFC 
-  creating a FAR with the Forwarding Policy parameters set to the TSP ID. The UPF serving as PSA uses the TSP ID to steer traffic over N6 towards the node implementing SFC functionality. In this case, the TSP ID identifies a specific Service Function Path in the SFC. 
· It is assumed that all UPFs in the operator network serving as PSA for the DNN/S-NSSAI/DNAI subject to SFC control need to be configured with the same traffic steering information for SFC processing. 


Editor’s Notes: if metadata are supported then PCC rules and FAR are modified to support the (transparent) transfer of metadata; in that case, the UPF is assumed to provide these metadata together with the traffic sent to the SFP. How the UPF transforms the metadata it has received into actual information sent with the traffic (e.g. NSH header, etc… ) is based on local policies related with the TSP ID and not specified.
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