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Abstract of the contribution: the contribution proposes a set of evaluation comments for key issue #3. 

1.
Text proposal
It is proposed to agree the following changes vs. TS 23.700.58:
>>>>BEGINNING OF CHANGES<<<<
7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.X
Evaluation for KI#3
Two solutions have been proposed for key issue3:

-
a network-based solution (solution 2)

-
a solution based on PC5 and derived from C-V2X (solution 5)
-
a network-assisted solution based on PC5 for specific areas (solution 7).
The following applies to solution 2:

-
The solution applies to UAV UEs that register to the network and are in coverage
- 
The solution applies to USS-driven DAA scenarios where the USS triggers DAA deconfliction between pairs of UAVs based on knowledge of flight paths. The solution does not support reactive DAA based on detection of conflict between UAVs as detected by the network based on the actual UAV UE trajectories
The following applies to solution 5:

-
The solution enables a device-to-device mechanism for detection of trajectory conflicts between UAVs similar to the mechanisms currently supported in the aviation industry for traditional aviation

-
The solution does not require the involvement of any UTM/USS functionality or knowledge of UAV flight plans

-
The solution builds on the experience of collision avoidance from the automotive industry 
-
The solution re-uses the PC5-based security mechanisms defined in 3GPP, and can use an application-layer security solution to be defined outside of 3GPP (as in the case of C-V2X)
-
the solution applies to both in-coverage UAV UEs and out-of-coverage UAV UEs
-
the solution applies to UAV UEs served by different PLMNs and with subscriptions to different PLMNs.
The following applies to solution 7:

-
The solution requires a PC5-based solution for connectivity with UAV UEs
-
The solution assumes local DAA policies are implemented by the UAV-C, and not the UAV. In scenarios of high automation where a UAV-C may control a large number of UAVs, it is FFS whether it is feasible to implement such policies in the UAV-C and not the UAV.

-
The AAM requires a level of thrust and authorization to be able to retrieve NRID information from the UTM. 
>>>>END OF CHANGES<<<<
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