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Abstract: This PCR address the issue of the HO within the same RAT-type considering the support of Mobike from Rel-15 
1. Introduction
 The KI#2 current include the note below regarding the support of handover for the same RAT-type.
NOTE 2:  During the conclusion phase, it will be considered whether traffic switching between two non-3GPP access paths using same RAT-type can be also supported by the solution selected for the normative phase.
The current specification of Untrusted and Trusted mandates the support of MOBIKE (See TS 23.501 clause 6.2.9 for Untrusted “Local mobility anchor within untrusted non-3GPP access networks using MOBIKE per IETF RFC 4555 [57].” and for Trusted in TS 23.502 in Registration procedure “This is referred to as the "signalling IPsec SA" and operates in Tunnel mode. Operation in Tunnel mode enables the use of MOBIKE [40] for re-establishing the IPsec SAs when the IP address of the UE changes during mobility events.”) . 

MOBIKE allows per RFC 4555 “IP addresses associated with IKEv2 and tunnel mode IPsec Security Associations to change”. To address the scenarios “where these IP addresses might change.  One  example is mobility: a host changes its point of network attachment and receives a new IP address.  Another example is a multihoming host that would like to change to a different interface if, for instance, the currently used interface stops working for some reason.”. 
RFC 4555 clarify in clause 1.2 that “The mobility support in MOBIKE allows both parties to move, but does not provide a "rendezvous" mechanism that would allow simultaneous movement of both parties or discovery of the addresses when the  IKE_SA is first established.  Therefore, MOBIKE is best suited for situations where the address of at least one endpoint is relatively stable and can be discovered using existing mechanisms such as DNS”
The Handover scenario that is in scope of KI#2 are shown in figure 1 and figure 2. In figure 1 the UE moves between two n3GP access network, cuasing the changes of its own IP address, but the anchor N3IWF and the TNGF remains the same. In this scenario MOBIKE and current specification up to Rel-17 address the scenario. In figure 2 The UE moves to an N3GPP access network where the N3IWF and TNGF shall be changed. In this scenario the UE simultaneously moves of both IPsec peers so per RFC 4555 MOBIKE is not best suited. Hence to avoid a new registration, the procedure for handover between different RAT-type shall also apply to the same RAT-type scenario when the anchor N3IWF/TNGF changes.
It shall be also take into account in both scenario that in case of lack of continuous coverage, when the UE loses the IP connectivity the IPsec is “deconnected” and the Peer Detection timer and the Deregistration timers start, so if the UE deregisters the obvious result is that the UE shall start a new registration, but this scenario is also applicable to the current handover procedure proposed in the various solution. Consequently any handover shall takes effect only if the procedure is trigger before the expiring of the Deregistration timer triggered when the IPsec peer detect the lost of other peers.   
 [image: ]
Figure 1: UE moves between 2 N3GPP access networks where both access networks allow to maintain the IPsec to the same anchor N3IWF.
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Figure 2: UE moves between 2 N3GPP access networks where N3IWF/TNGF shall be changed
The conclusion is that:
· MOBIKE support addresses the Handover when the UE changes IP address keeping the same anchor N3IWF and TNGF.
· In the scenario, the UE simultaneously moves of both IPsec peers so per RFC 4555 MOBIKE is not best suited. Hence to avoid a new registration, the procedure for handover between different RAT-type shall also apply to the same RAT-type scenario when the anchor N3IWF/TNGF changes.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.xxx.
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The study in this technical report is based on the following architectural requirements and assumptions:
-	The study takes the Rel-17 ATSSS architecture (see TS 23.501 [2]) as a baseline.
-	It is assumed that an MA PDU Session is required for supporting all ATSSS capabilities. Only ATSSS enhancements using an MA PDU Session are considered.
-	The study may impact the core network (5GC and/or EPC) but it shall not impact the access network (e.g. NG-RAN, W-5GAN, etc.).
-	All ATSSS steering functionalities (existing and new) shall reside in the UE and in an UPF. Steering functionalities outside either of the UE or the UPF are not considered.
-	Any new steering functionality shall be based on the multipath extensions of the QUIC or DCCP protocols as defined in IETF.
-	New ATSSS capabilities shall either be able to co-exist with the existing ATSSS capabilities or any dependencies between new and existing capabilities shall be explicitly defined.
-	The study considers, not only ATSSS-capable UEs, but also ATSSS-capable 5G-RGs. The conclusions of the study identify which aspects / solutions are applicable only to ATSSS-capable UEs and which are applicable only to ATSSS-capable 5G-RGs.
· The solutions proposed to KI#2 will also be analysed whether addresses the scenario of UE simultaneously moving of both IPsec peers in the same RAT-type (i.e. UE local IP address and the anchor N3IWF/TNGF change), since per RFC 4555 MOBIKE is not best suited,

NOTE:	Co-ordination with BBF and CableLabs will take place as needed during the study.

* * * * Second change * * * *

5.3	Key Issue #5: Switching traffic of an MA PDU Session between two non-3GPP access paths
5.3.1	Description
This key issue aims to study how the data traffic of an MA PDU Session can be switched between one non-3GPP access path, from the UE to a N3IWFin a PLMN, and another non-3GPP access path, from the UE to a TNGF in the same PLMN.
The following topics are considered:
-	How the UE can register to 5GC in order to enable switching the traffic from one non-3GPP access path to another non-3GPP access path.
-	How to switch the traffic of an MA PDU Session between one non-3GPP access path from the UE to a N3IWF and another non-3GPP access path from the UE to a TNGF in the same PLMN. This includes how the UE and the network take decision to perform the switch of the traffic.
-	Study how existing steering modes and steering functionalities, as well as new steering modes and steering functionalities (defined in this TR) can be reused, or, if needed, be modified to allow switching the traffic from one non-3GPP access path to another non-3GPP access path.
The study of the above topics will be based on the following assumptions:
-	Both non-3GPP access paths traverse the same PLMN.
-	One non-3GPP access path is using an N3IWF, while the other non-3GPP access path is using a TNGF.
-	After switching the traffic, only one UE registration via non-3GPP access may exist.
-	If the UE is able to access the same PLMN directly using 3GPP radio technology, then the UE may have an MA PDU Session with three access paths (two non-3GPP and one 3GPP) for the duration of switching the traffic from a source non-3GPP access path to a target non-3GPP access path.
-	Impact to the UE and network should be minimized.
NOTE 1:	In conclusion if time permits, it can be considered whether the selected solution enables also the traffic switching between one non-3GPP access path (e.g. from the UE to a N3IWF), and another non-3GPP access path (e.g. from the UE to a TNGF) per single access PDU session.
NOTE 2:  During the conclusion phase, it will be considered whether traffic switching between two non-3GPP access paths using same RAT-type can be also supported by the solution selected for the normative phase.
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