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1. Introduction
This solution suggests to remove ENs and updates on solution #2, and procedure involves NWDAF to analyse for communication service availability (CSA) and communication service reliability (CSR) performance characteristics performance are introduced.
1.1    Overview
TR 23.700-74 still includes some Editor's notes for solution #2. The following sections discuss on the Editor's note and propose a resolution.
1.2    Whether to handle different requests by two service or one single service
Editor's note:	It is FFS whether and how monitoring can be requested by an AF separately from a QoS request or if a request for monitoring also implies a QoS request.
Editor's note:	It is FFS whether to handle provisioning and monitoring for traffic via two separate NEF service operations and one single NEF service operation.
In some service like Nnef_AFsessionWithQoS service, which can be used when consumer requests the network to provide a specific QoS for an AF session, and also can be used to support subscription and notification of QoS Monitoring for URLLC. Therefore, a request for monitoring can also implie a QoS request. That is, monitoring can be requested by an AF which also implies a QoS request.
Other service like Nnef_ParameterProvision is for allowing external party to provision of information which can be used for the UE in 5GS. While monitoring for traffic may be a requirement by external party, e.g. AF may subscribe to NWDAF via NEF in order to learn the UE Communication analytics for a UE or group of UEs. In this scenario, if NEF provisioning service included a traffic monitoring input, one NEF service could handle both provisioning and monitoring for traffic. A more general approach may be NEF_ParameterProvision service is used for provisioning traffic, while NEF subscription service is used for monitoring traffic.
Proposal: The service used may determine according to the scenario. It is proposed to delete this Editor's note.
1.3    Whether and how to re-use AQP mechanism to achieve the monitoring
Editor's note:	It is FFS whether and how to re-use AQP mechanism to achieve the monitoring. 
The Alternative QoS Profile(s) can be optionally provided for a GBR QoS Flow with Notification control enabled. The SMF shall provide a prioritized list of Alternative QoS Profile(s) to the NG-RAN, and NG-RAN determines that the GFBR, the PDB or the PER of the QoS profile cannot be fulfilled from the highest priority to the lowest priority Alternative QoS Profile. The main purpose of AQP is not for monitoring. Even though setting with the same value as the primay QoS can be used to achieve the reporting of the failed performance indicator, but this needs to set a complex set of AQPs since AQP always needs to use multiple QoS parameters. So enhancements for QNC is a general way to address monitoring for a specific performance indicator.
Proposal: It is proposed to delete this Editor's note.
1.4    Handle provisioning and monitoring for traffic between two UEs
Editor's note:	It is FFS whether to handle provisioning and monitoring for traffic between two UEs in this study.
It is proposed to delete this Editor's note, because provisioning and monitoring for traffic between two UEs has already been described in the clause.
Proposal: It is proposed to delete this Editor's note.
1.5    CSA and CSR performance characteristics
Editor's note:	It is FFS the communication service availability, communication service reliability performance characteristics.
CSA is defined as percentage value of the amount of time the end-to-end communication service is delivered according to a specified QoS, divided by the amount of time the system is expected to deliver the end-to-end service.
The end point in "end-to-end" is the communication service interface.
The communication service is considered unavailable if it does not meet the pertinent QoS requirements. For example, the communication service is unavailable if a message is not correctly received within a specified time, which is the sum of maximum allowed end-to-end latency and survival time.
CSR is defined as ability of the communication service to perform as required for a given time interval, under given conditions. It may be quantified using appropriate measures such as mean time between failures, or the probability of no failure within a specified period of time.
Proposal: The latency distribution condition e.g. request guaranteed percentage value or request guaranteed E2E latency need to investigate for CSA performance characteristics. The failures and mean time condition e.g. mean time between failures or probability value of no failure need to investigate for CSR performance characteristics.
1.6    How NWDAF involve in this solution
Editor's note:	It is FFS whether NWDAF is involved and how NWDAF functions in this solution.
CSA performance characteristics may require for relation analysis between a guaranteed percentage and a required latency, and CSR performance characteristics may require for relation analysis about failures and mean time in statistics, and NWDAF is may be invovled.
Proposal: It is suggested to involve in NWDAF to take statistics of data analysing for CSA and CSR performance. NWDAF may take statistics in the E2E latency distribution and determine a relationship between a guaranteed percentage and a required latency for CSA analysis. Alternatively, NWDAF takes statistics in the starting and ending time of every failure and determine a mean time between failures or a probability of no failure within a specified period of time for CSR analysis.
1.7    How to handle transfer interval with statistical deviation
Editor's note:	It is FFS how to handle transfer interval with statistical deviation (aperiodic traffic).
In periodic deterministic communication, the transfer interval may have a deviation around its target value, like transfer interval deviates around its target value by < ±25%. If transfer interval with a statistical deviation is traffic characteristics to be configured, AF or TSCTSF can map transfer interval into periodicity and deviation. There is a similar solution to address this open issue in 5TRS_URLLC work item and suggest to follow-up the conclusions.
Proposal: It is proposed to delete this Editor's note and refer to the clause 6.13 of TR 23700-25.
1.8    How does TSCTSF learn UE address required in Npcf_PolicyAuthorization service
Editor's note:	It is FFS how does the TSCTSF learn the UE address required in Npcf_PolicyAuthorization service.
TSCTSF may use GPSI and DNN/S-NSSAI information to query BSF so to obtain the PCF for the PDU session and the UE address(es).
Proposal: TSCTSF may use GPSI and DNN/S-NSSAI information to query BSF so to obtain the PCF for the PDU session and the UE address(es).

2.    Text Proposal
It is proposed to capture the following changes vs. TR 23.700-74 V0.3.0.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc104786600][bookmark: _Toc104786715]6.2	Solution #2: New NEF service for connection management for a group
[bookmark: _Toc104786601]6.2.1	Introduction
This solution aims to address the key issue #3: NEF exposure framework for provisioning of traffic characteristics and monitoring of performance characteristics, particularly it introduces a new NEF service to address how to use the NEF exposure framework to configure traffic characteristics applicable to each UE of a given group, and how to use the NEF exposure framework to monitor performance characteristics applicable to each UE of a given group.
The solution assumes that the group membership information (e.g. list of UE ID) of a group is already stored in the UDM/UDR via OAM configuration or NEF Parameter Provisioning service request, and will investigate the following traffic characteristics for this group:
-	Transfer interval: Time difference between two consecutive transfers of application data from an application via the service interface to 3GPP system. It indicates the time elapsed between any two consecutive messages delivered by the automation application to the ingress of the 3GPP system. Applicable only to periodic communication.
-	Data volume per cycle time: Largest data volume within a cycle i.e. one transmission occurred every transfer interval.
-	Average and peak data rates: Indicate the expected target data rate and maximum data rate of a connection during a given time window.
-	Silence time interval: Indicate the time period when an established connection will not carry any user payload (e.g. at night or on weekends).
-	PDU Session Type: Indicate the target PDU Session Type (e.g. Ethernet or IP) for an established connection.
The solution will investigate the following performance characteristics:
-	End-to-end latency: The time that it takes to transfer a given piece of information from a source to a destination, measured at the communication interface, from the moment it is transmitted by the source to the moment it is successfully received at the destination. This parameter indicates the time allotted to the communication system for transmitting a message and the permitted timeliness. Maximum and average End-to-end latency are investigated in this solution.
-	Service bit rate: In the context of deterministic communication, this indicates committed data rate sought from the communication service. This is the minimum data rate the communication system guarantees to provide at any time.
-	Packet error rate: The Packet Error Rate (PER) defines an upper bound for the rate of PDUs (e.g. IP packets) that have been processed by the sender of a link layer protocol (e.g. RLC in RAN of a 3GPP access) but that are not successfully delivered by the corresponding receiver to the upper layer (e.g. PDCP in RAN of a 3GPP access). Thus, the PER defines an upper bound for a rate of non-congestion related packet losses.
-  CSA: Indicate the percentage value of the amount of time the end-to-end communication service is delivered according to a specified QoS, divided by the amount of time the system is expected to deliver the end-to-end service. The latency distribution condition e.g. request guaranteed percentage value or request guaranteed E2E latency are investigated in this solution.
-  CSR: This parameter states the mean value of how long the communication service is available before it becomes unavailable, or the ability of the communication service to perform without failures as required for a given time interval, under given conditions. The failures and mean time condition e.g. mean time between failures or probability value of no failure are investigated in this solution.
[bookmark: _Toc104786602]6.2.2	Functional Description
This solution introduces a new NEF service, this new service supports provisioning of traffic characteristics applicable to each UE of a given group, and monitoring of performance characteristics applicable to each UE of a given group.
The following are the main principles of the solution:
-	Via this new NEF service, the AF can provide NEF with the information targeting to a group in order to influence the user plane connection of each group member's PDU Session for packet transmission within 5GC.
NOTE 1:	The NEF service in this solution can be designed as a clean new service to decouple with existing services or implemented by enhancing existing NEF services, e.g. Nnef_AFsessionWithQoS or Nnef_ParameterProvision. Whether to use new service or enhance existing services can be evaluated and concluded later.
NOTE 2:	The user plane connection for the PDU Session provides exchange of PDUs between a UE and a Data Network, and maps to UE-to-data-network (UN) type "device connectivity" used in 5G-ACIA White Paper (Exposure of 5G Capabilities for Connected Industries and Automation Applications, February 2021).
-	NEF can query UDM/UDR with the group ID to retrieve the group membership information, and then transforms the information targeting to a group (e.g. traffic characteristics to be configured or performance characteristics to be measured) to information for each UE group member. Additionally, the NEF can send the information targeting to a group as part of the group subscription data (e.g. group QoS) stored to UDM for management.
-	For traffic characteristics to be configured for each UE group member, the PCF or TSCTSF can obtain such traffic characteristics from NEF or UDM/UDR, then PCF or TSCTSF performs mapping between the traffic characteristics to be configured and 5GS QoS parameters, and triggers PCF initiated SM Policy Association Modification/ Termination.
-	If transfer interval is one parameter within the traffic characteristics to be configured, the AF can map the transfer interval to periodicity and provide mapped periodicity to TSCTSF via NEF using existing mechanism as defined in clause 6.1.3.22 of TS 23.503 [4]. Alternatively, the AF can directly provide transfer interval to TSCTSF via NEF and then TSCTSF can map the transfer interval to periodicity, the TSCTSF can deliver the mapped periodicity in TSCAC using existing mechanism as defined in clause 5.27.2.3 of TS 23.501 [2].
-	If data volume per cycle time is one parameter within the traffic characteristics to be configured, the AF can map the data volume per cycle time to Maximum Burst Size and provide mapped Maximum Burst Size to TSCTSF via NEF using existing mechanism as defined in clause 6.1.3.22 of TS 23.503 [4]. Alternatively, the AF can directly provide data volume per cycle time to TSCTSF via NEF and then TSCTSF can map the data volume per cycle time to Maximum Burst Size, the TSCTSF can deliver the mapped Maximum Burst Size to PCF as defined in clause 6.1.3.22 of TS 23.503 [4].
-	If average and peak data rates are parameters within the traffic characteristics to be configured, the AF can map the average and peak data rates to Requested Guaranteed Bitrate and Requested Maximum Bitrate respectively, and provide the Requested Guaranteed Bitrate and Requested Maximum Bitrate via NEF using existing mechanism as defined in clause 6.1.3.22 of TS 23.503 [4]. Alternatively, the AF can directly provide average and peak data rates to TSCTSF via NEF and then TSCTSF can map the average and peak data rates to Requested Guaranteed Bitrate and Requested Maximum Bitrate, the TSCTSF can deliver the Requested Guaranteed Bitrate and Requested Maximum Bitrate to PCF as defined in clause 6.1.3.22 of TS 23.503 [4].
-	If silence time interval is one parameter within the traffic characteristics to be configured, the AF can map the silence time interval to temporal invalidity condition and provide temporal invalidity condition to TSCTSF via NEF. Alternatively, the AF can directly provide silence time interval to TSCTSF via NEF and then TSCTSF can map the silence time interval to temporal invalidity condition. The TSCTSF manages the temporal invalidity condition (start-time, end-time), for example when the start-time is reached, the TSCTSF initiates SM Policy Association Modification so to remove the QoS Flow or de-activate the UP connection of a PDU Session as defined in clause 4.16.5.2 of TS 23.502 [3]; when the end-time is reached, the TSCTSF initiates SM Policy Association Modification so to add a new QoS Flow or activate the UP connection of a PDU Session as defined in clause 4.16.5.2 of TS 23.502 [3].
-	If PDU Session Type is one parameter within the traffic characteristics to be configured, the AF should ensure that the requested PDU Session Type is configured as part of the 5G VN group data e.g. via Nnef_ParameterProvision_Create/Nnef_ParameterProvision_Update, so the UE group members within the target group have subscription for the requested PDU Session Type and have URSP rules configured for the requested PDU Session Type. In the case that there are more than one PDU Session Types for a 5G VN group, the AF can manipulate the order of the requested PDU Session Type in 5G VN group data via Nnef_ParameterProvision_Create/Nnef_ParameterProvision_Update to influence the setting with precedence value at PCF when generating URSP rules, this is to ensure that URSP rule for the requested PDU Session Type has higher precedence value than the URSP rules for other PDU Session Type(s) of the 5G VN group. If the PCF/SMF receives the requests to update the PDU Session type for an ongoing PDU Session and the requested PDU Session type is authorized for the UE or 5G VN group, then SMF sends PDU Session Release COMMAND to UE indicating that re-establishment of the PDU Session is required, so the UE will re-establish the PDU Session using URSP rules for the requested PDU Session Type which has higher precedence value than the URSP rules for other PDU Session Type(s) of the 5G VN group.
NOTE 3:	There is only one subscribed PDU Session Type in use for a 5G VN group at a time.
-	For performance characteristics to be measured for each UE group member, the PCF or TSCTSF can obtain such information from NEF or UDM/UDR, and trigger, e.g. for QoS Notification Control (QNC) or QoS Monitoring for URLLC.
-	If maximum end-to-end latency is one parameter within performance characteristics to be measured, the AF can map the maximum end-to-end latency to Requested 5GS Delay and provide Requested 5GS Delay to TSCTSF via NEF using existing mechanism as defined in clause 6.1.3.22 of TS 23.503 [4]. Alternatively, the AF can directly provide maximum end-to-end latency to TSCTSF via NEF and then TSCTSF can map the maximum end-to-end latency to Requested 5GS Delay, the TSCTSF can calculate the Requested PDB using Requested 5GS Delay and deliver the Requested PDB using existing mechanism as defined in clauses 4.15.6.6 and 4.15.6.6a of TS 23.502 [3]. The PCF knows that Requested PDB is to be monitored, then the PCF triggers QoS Notification Control for Requested 5GS PDB. When the Requested 5GS PDB is no longer fulfilled , the RAN reports that the " PDB can no longer be guaranteed", additionally along with the measured PDB.
-	If average end-to-end latency is one parameter within performance characteristics to be measured, QoS Monitoring for URLLC as defined in clause 6.1.3.21 of TS 23.503 [4] can be re-used.
-	If service bit rate is one parameter within performance characteristics to be measured, the AF can map the service bit rate to Requested Guaranteed Bitrate, and provide the Requested Guaranteed Bitrate using existing mechanism as defined in clause 6.1.3.22 of TS 23.503 [4]. Alternatively, the AF can directly provide service bit rate to TSCTSF via NEF and then TSCTSF can map the service bit rate to Requested Guaranteed Bitrate, the TSCTSF can deliver the Requested Guaranteed Bitrate to PCF as defined in clause 6.1.3.22 of TS 23.503 [4]. The PCF knows that Requested Guaranteed Bitrate is to be monitored, then the PCF triggers QoS Notification Control for Requested Guaranteed Bitrate. When the Requested Guaranteed Bitrate is no longer fulfilled , the RAN reports that the "GFBR can no longer be guaranteed", additionally along with the measured flow bit rate.
-	If packet error rate is one parameter within performance characteristics to be measured, the AF can provide the Requested packet error rate as one parameter in Individual QoS parameters as defined in clause 6.1.3.22 of TS 23.503 [4]. The PCF knows that Requested packet error rate is to be monitored, then the PCF triggers QoS Notification Control for Requested packet error rate. When the Requested packet error rate is no longer fulfilled, the RAN reports that the "PER can no longer be guaranteed", additionally along with the measured packet error rate.
-  If CSA is one parameter within performance characteristics to be measured, AF may subscribe latency distribution condition (e.g. the cumulative distribution function indicating the relationship between latency and percentage value the service is delivered) to NWDAF via NEF. NWDAF may collect data, e.g. the monitored E2E latency (according to the communication service interface between distribution automation application and 5G system) that can or can not fulfill a specified QoS. Then NWDAF may analyse and report the subscribed result to AF. Alternatively, AF may subscribe a request guaranteed percentage value in a certain required latency or a request guaranteed E2E latency in a required guaranteed percentage value for CSA to NWDAF via NEF. Then NWDAF will analyse and report the corresponding guaranteed percentage value or guaranteed E2E latency in statistics for AF. 
-  If CSR is one parameter within performance characteristics to be measured, AF may subscribe failure condition (e.g. indicating failures and mean time relationship) to NWDAF via NEF. NWDAF may collect data, e.g. the duration time between two failures. Then NWDAF may analyse and report the subscribed result to AF. Alternatively, AF may subscribe a request mean time between failures or a request probability of no failure within a specified period of time for CSR to NWDAF via NEF. Then NWDAF will analyse and report the corresponding mean time value or probability value of no failure in statistics for AF. 
Editor's note:	It is FFS whether and how monitoring can be requested by an AF separately from a QoS request or if a request for monitoring also implies a QoS request.
Editor's note:	It is FFS whether and how to re-use AQP mechanism to achieve the monitoring.
-	If the information targeting to a group is for user plan connection between two UEs, then the AF can initiate or later update AF request respectively for UL UE-UE traffic and/or DL UE-UE traffic with the unmodified information targeting to a group except the end-to-end latency:
-	The AF sets the 1/2 end-to-end latency as Requested 5GS Delay respectively for UL UE-UE traffic and/or DL UE-UE traffic.
-	The AF subscribes to QoS Notification Control (QNC) or QoS Monitoring for URLLC respectively for UL UE-UE traffic and/or DL UE-UE traffic.
-	The AF adjusts the Requested 5GS Delay respectively for UL UE-UE traffic and/or DL UE-UE traffic based on end-to-end latency and the reporting for QoS Notification Control (QNC) or QoS Monitoring for URLLC.
Editor's note:	It is FFS whether to handle provisioning and monitoring for traffic between two UEs in this study.
-	When performance characteristics to be measured indicates continuous reporting (e.g. periodic reporting or event based reporting) along with certain parameters (periodic time interval, Group Reporting Guard time, threshold value, Maximum number of reports, or Maximum duration of reporting), the NEF performs the aggregation of the event reporting about performance characteristics to be measured for each UE group member, namely NEF buffers or stores the event reports related with the UEs in a group before the certain condition is met (e.g. expiry of periodic timer or Group Reporting Guard timer, threshold is reached, subscription becomes invalid when Maximum number of reports is reached or Maximum duration of reporting is expired). Once the certain condition is met, the NEF sends this aggregated reporting (Group ID, list of UE IDs and Event Reporting information for the affected group members) to AF as achieved performance for performance characteristics to be measured.
-	For example, maximum end-to-end delay including delay needs be aggregated to get the max among the aggregated data. In this case, only the maximum value is needed, so the maximum value needs to be reported to AF without the whole list end-to-end delays. When the AF request performance monitoring with data aggregation method and data transfer condition, the NEF provides aggregated reporting.
NOTE 4:	It is assumed that event subscription at PCF for each group member for QoS Notification Control (QNC) or for QoS Monitoring for URLLC only needs immediate event based reporting (only the Event Reporting mode and the immediate reporting flag in Event Reporting Information defined in Table 4.15.1-1 of TS 23.502 [3] are applicable).
Editor's note:	It is FFS the communication service availability, communication service reliability performance characteristics.
Editor's note:	It is FFS how to handle transfer interval with statistical deviation (aperiodic traffic).
Editor's note:	It is FFS whether NWDAF is involved and how NWDAF functions in this solution.
Figure 6.2.2-1 depicts the architecture to support connection management for a group:


Figure 6.2.2-1: Architecture to support connection management for a group
AF: Application Function that interacts with NEF to control (establish, modify, terminate, monitor) the user plane connection of each group member's PDU Session for packet transmission within 5GC. AF can support division of end-to-end latency for UE-UE traffic. AF can manipulate the order of the requested PDU Session Type in 5G VN group data via Nnef_ParameterProvision_Create/Nnef_ParameterProvision_Update to influence the setting with precedence value at PCF when generating URSP rules.
NEF: 5G capabilities exposure function that supports interacting with AF in order for AF to influence the user plane connection of each group member's PDU Session for packet transmission within 5GC. It can also query UDM/UDR with the group ID to retrieve the group membership information, and then transform the information target to a group to information for each UE group member, as well as interact with PCF (via TSCTSF) to request network resources for the user plane connection. It also performs the aggregation of the monitoring reports for each UE group member. Additionally, the NEF can send the information targeting to a group as part of the group subscription data (e.g. group QoS) to UDM for management.
UDM/UDR: Storage of the group subscription data and group membership information.
NWDAF: Performs network data analytics and exposes the analytics to AF via NEF as requested.
PCF: Perform mapping between traffic characteristics to be configured and 5GS QoS parameters, and provides policy rules to Control Plane function(s) to enforce them, e.g. TSCAI, QoS Notification Control (QNC) or QoS Monitoring for URLLC. PCF can also support setting precedence value based on order of the PDU Session Type in 5G VN group data when generating URSP rules.
TSCTSF: Provide Ntsctsf_QoSand TSCAssistance to allow handling for AF requests with individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [4]. It can also map the traffic characteristics to be configured and performance characteristics to be measured to existing QoS parameter. It may also support division of end-to-end latency for UE-UE traffic.
[bookmark: _Toc104786603]6.2.3	Procedures
6.2.3.1	Procedure to support connection management for a group


Figure 6.2.3.1-1: Procedure to support connection management for a group
1.	The AF provides information targeting to a group to influence the user plane connection of each group member's PDU Session for packet transmission within 5GC
	The information targeting to a group contains the Group ID, Flow Description, traffic characteristics to be configured, and performance characteristics to be measured.
Editor's note:	It is FFS whether to handle provisioning and monitoring for traffic via two separate NEF service operations and one single NEF service operation.
2a.	The NEF stores the information targeting to a group as part of the group subscription data in UDM/UDR via invoking Nudm_SDM service. The TSCTSF can retrieve the group subscription data from UDM/UDR during PDU Session establishment procedure or be notified about the changes on group subscription data by UDM/UDR if the TSCTSF subscribes to changes about the group subscription data.
	The TSCTSF maps the information targeting to a group to information targeting to each group member using the group membership information.
2b.	Alternatively, the NEF obtains group subscription information from UDM/UDR using Group ID, the NEF maps the information targeting to a group to information targeting to each group member using the group membership information. Then NEF transfers the information targeting to each group member to TSCTSF via Ntsctsf_QoSandTSCAssistance service.
3.	The TSCTSF invokes the Npcf_PolicyAuthorization service to transfer the traffic characteristics to be configured and performance characteristics to be measured to PCF. The TSCTSF may use GPSI and DNN/S-NSSAI information to request BSF for getting PCF for the PDU session and the UE address(es).
	The TSCTSF can process the traffic characteristics to be configured and performance characteristics to be measured as described in clause 6.2.2.
Editor's note:	It is FFS how does the TSCTSF learn the UE address required in Npcf_PolicyAuthorization service.
4.	PCF updates the PCC rules and send the PCC rules to SMF via Npcf_SMPolicyControl service.
	The PCF can deduct the PCC rules (e.g. 5QI, PDB, GFBR, MFBR, MDBV, PER, TSCAC, target PDU Session Type, QoS Monitoring for URLLC, QNC for PBDB, QNC for PER, QNC for GBR) using traffic characteristics to be configured and performance characteristics to be measured received from TSCTSF.
5.	The SMF initiates the PDU Session Modification procedure to create/update QoS Flows. If the PDU Session Type needs to be changed, then sends PDU Session Release COMMAND to UE indicating that re-establishment of the PDU Session is required.
6.	The SMF can receive the QNC notification (e.g. "PDB can no longer be guaranteed", measured PDB) or notification for QoS Monitoring for URLLC if corresponding QNC or QoS Monitoring for URLLC is requested.
7.	The SMF sends such notifications in step 6 to the PCF via Npcf_SMPolicyControl service.
8.	The PCF sends such notifications in step 7 to the TSCTSF via Npcf_PolicyAuthorization service.
9.	The TSCTSF sends such notifications in step 8 to the NEF via Ntsctsf_QoSandTSCAssistance service. If the information targeting to a group is for user plan connection between two UEs and TSCTSF performs division, the TSCTSF can react to the notifications as described in clause 6.2.2 before sending those notification to NEF.
10.	The NEF sends such notifications in step 9 to the AF via NEF service.
6.2.3.2	Procedure to support CSA and CSR performance characteristics monitoring

  
Figure 6.2.3.2-1: Procedure to support CSA and CSR performance characteristics monitoring
Step 0~2 utilizes existing procedure for CSA or CSR analytics subscribe by AFs via NEF, as described in clause 6.1.1.2 of TS 23.288[8]. 
· If CSA performance characteristics analytics is required, AF may subscribe latency distribution condition related information for UE (groups) to NWDAF via NEF. E.g. AF may subscribe guaranteed percentage in a required latency of 10ms.
· If CSR performance characteristics analytics is required, AF may subscribe failure condition (e.g. indicating failures and mean time relationship) for UE (groups) to NWDAF via NEF. 
3. NWDAF obtains UE groups subscription data.
4. NWDAF requests for data collection via Npcf_EventExposure subscribe to PCF for target UE (groups), with CSA or CSR analytics request in step one, and may including a notification target address. 
5. PCC rules configure for the requested CSA or CSR analytics of step one, e.g.
· When AF subscribe guaranteed percentage in a required latency of 10ms for CSA,PCF may set a rule of monitoring of E2E latency >10ms, indicatoring 5GS can not fulfill a specified QoS of 10ms. 
· When AF subscribe a request mean time between failures for CSR, PCF may set a rule of monitoring the starting and ending time of two failures.
6. SM policy control update with CSA or CSR monitoring.
7. UPF collects the monitoring data. e.g. the E2E latency for CSA, the starting and ending time of a failure for CSR.
8. UPF reports the collected data to NWDAF by the notification target address. It should be noted that CSA or CSR is not a real-time performance, the granularity may be day, month, or year. So UPF may determine the report frequency itself.
9. NWDAF analyses the collected data. E.g. for CSA analysis, NWDAF takes statistics in the E2E latency distribution and determine a relationship between a guaranteed percentage and a required latency. For CSR analysis, NWDAF takes statistics in the starting and ending time of every failure and determine a mean time between failures or a probability of no failure within a specified period of time for CSR.
10~11. NWDAF reports the result of CSA or CSR analysis to AF.
[bookmark: _Toc104786604]6.2.4	Impacts on existing entities and interfaces
AF: provide the transfer interval, data volume per cycle time, the average and peak data rates, the maximum end-to-end latency, the service bit rate, Requested packet error rate, temporal invalidity condition (start-time, end-time), target PDU Type, CSA or CSR analytics in AF request. AF can support division of end-to-end latency for UE-UE traffic. AF can manipulate the order of the requested PDU Session Type in 5G VN group data to influence the setting with precedence value at PCF when generating URSP rules.
NEF: query UDR with the group ID to retrieve the group subscription data, and then transform the information target to a group to information for each UE group member.
TSCTSF: map the transfer interval to periodicity, map the data volume per cycle time to Maximum Burst Size, map the average and peak data rates to Requested Guaranteed Bitrate and Requested Maximum Bitrate, map the maximum end-to-end latency to Requested 5GS Delay, map the service bit rate to Requested Guaranteed Bitrate, and manage the temporal invalidity condition (start-time, end-time). It may support division of end-to-end latency for UE-UE traffic.
SMF: authorizes the AF request to change PDU Type for the PDU Sessions of UE group member for a group. The SMF sends PDU Session Release COMMAND to UE indicating that re-establishment of the PDU Session is required.
PCF: triggers QoS Notification Control for Requested 5GS PDB or Requested Guaranteed Bitrate or Requested packet error rate respectively. PCF can also support setting precedence value based on order of the PDU Session Type in 5G VN group data when generating URSP rules.
RAN: When the Requested 5GS PDB or Requested Guaranteed Bitrate or Requested packet error rate is no longer fulfilled, the RAN reports that the "PDB can no longer be guaranteed" along with the measured PDB, or "GBR can no longer be guaranteed" along with the measured bit rate, or "PER can no longer be guaranteed" along with the measured packet error rate.
NWDAF: collect data from NFs and derive the CSA or CSR analytics for AF request, and exposes the analytics to AF via NEF as requested.
UPF: data collection and report to NWDAF.

* * * * End of changes * * * *
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