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Abstract of the contribution: This contribution consolidates the feedback and evaluations on the moderated architectural principles discussions for KI#2 for FS_AIMLsys. 
Background
The intent of this paper is to collect companies’ views on the architectural principles for KI#2 for the FS_AIMLsys. 
The target milestone for the Moderated Discussions: 
1. July 22nd (Fri.) EOB PST - Cutoff date for “NEW” architecture principle proposal 
1. July 27th (Wed.) EOB PST - Moderator to POST the consolidated views on the architecture principles
1. Aug. 3rd (Wed.) EOB PST - Cutoff date for EVALUATION COMMENTs against the consolidated architecture principles

Discussions
	Key Issue#2 - 5GC information exposure to UE  

	Architecture Principles / Companies
	Descriptions / Justifications
	Supporting Status

	Principle #1: How to progress conclusion on KI#2
	SA2 can continue update the solutions, feedbacks from SA1 and SA3 are needed before progressing/finalizing conclusion on this KI as the NOTE in §5.2 reads. 
	<Summary of supporting status for this principle>

	OPPO
	OPPO supports this AP.
	Agree

	Huawei
	
	Neutral

	CATT
	
	Agree

	InterDigital Inc.
	We agree SA2 can continue updating solutions, while waiting for relevant feedback from other groups before finalizing conclusion. It is not clear to us what “progressing conclusions” really means.
	Agree(conditional)

	LGE
	Let's mainly focus on solution updates in August meeting because of no reply LS yet from SA1/SA3.
	Agree

	Qualcomm
	<Company A View>
	Agree

	Samsung
	SA2 should continue solution development and evaluation/conclusion discussion for the key issue. SA1 and SA3 feedback can be considered when concluding the normative work scope.
	Agree

	vivo
	SA2 can continue to update solution and even do evaluation and interim conclusion first, SA1 and SA3’s feedback can be taken into account in the final conclusion.
	Agree

	Ericsson
	SA4 comments should also be considered
	Agree

	Principle #2: Data and analytics exposure to UE AIML application
	The solution will support exposure of both network data and analytics to a UE.
	<Summary of supporting status for this principle>

	OPPO
	All the related solutions are mainly focus on the analytics results exposure to UE. It is better to limit the scope to analytics only.
	Disagree

	Huawei
	It should be noted that not all the network information or data analytics are suitable to be exposed to the UE.
	Agree

	CATT
	Only (non-sensitive) network analytics can be exposed to the UE.
	Disagree

	InterDigital Inc.
	Both should be supported. Focusing exclusively on analytics may force more complicated solutions (even though this may be counter intuitive)
	Agree

	LGE
	Seems exposing analytics to UE is sufficient (as provided by the NWDAF or after simplifying/converting analytics provided from the NWDAF).
Which network data in addition to analytics needs to be exposed to UE is not clear.
	Agree with exposing analytics to UE

	Qualcomm
	<Company A View>
	Agree

	Samsung
	Depending on usage, deployment or operator policies, network data, analytics data, or both will need to be provided.
	Agree

	vivo
	Both data and analytics can be exposed to the UE
	Agree

	Ericsson
	Network analytics is probably enough
	Agree

	Principle #3: Usage and necessity of 5GC info exposure to UE to assist AIML operation 

	UE can obtain 5GC info from NW to optimize AIML operation at least.
	<Summary of supporting status for this principle>

	OPPO
	OPPO supports this AP.
	Agree

	Huawei
	<Company A View>
	Agree

	CATT
	
	Agree

	InterDigital Inc.
	<Company B View>
	Agree

	LGE
	
	Agree

	Qualcomm
	<Company A View>
	Agree

	Samsung
	Refer to PR #2 above.
	Agree

	vivo
	We support this principle
	Agree

	Ericsson
	<Company A View>
	Agree

	Principle #4: Support NAS based solution to expose network information to UE 

	Control Plane-based exposure solutions need to be supported. NAS will be used to relay/signal UE’s subscription to 5GC. The UE can request the information to the NWDAF via SMF. And the NWDAF can also send the information to the UE via SMF. 
	<Summary of supporting status for this principle>

	OPPO
	If a small amount of analytics result notify to UE will not cause the high CP load, the results can also be exposed via CP.
	Neutral

	Huawei
	Not OK for using NAS to relay/signal UE subscription to 5GC. It would bring a lot of complexity on the UE side if we allow the UE itself take the responsibility to do the network information or data analytics subscription/request.
	Disagree

	CATT
	Further evaluation is needed.
	Neutral

	InterDigital Inc.
	Both CP and UP solutions should be supported allowing solutions to leverage existing functionality for both UP and CP
	Agree

	LGE
	The UE can request the 5GC information to the SMF. Then the SMF provides the 5GC information obtained from the NWDAF to the UE.
	Agree

	Qualcomm
	<Company A View>
	Disagree

	Samsung
	We support NAS based solution to expose network information. However, there should be evaluation and analysis before deciding the solution. 
	Disagree

	vivo
	
	Neutral

	Ericsson
	We don’t need both NAS and User plane based solution. It would be good to not impact NAS signaling, especially impact the existing NAS signaling, e.g. SM messages
	Disagree

	Principle #5: Support DCAF based solution to expose network information to UE 
	User Plane-based exposure solutions need to be supported. Reuse the DCAF architecture to expose 5GC info to UE. The UE can request the information to the NWDAF via DCAF. And the NWDAF can also send the information to the UE via DCAF. 
	<Summary of supporting status for this principle>

	OPPO
	OPPO supports this AP. Reuse the DACF architecture to support expose info to UE is easier.
	Agree

	Huawei
	<Company A View>
	Neutral

	CATT
	Further evaluation is needed.
	Neutral

	InterDigital Inc.
	Both CP and UP solutions should be supported as described in Principle#4, however the architecture should not be constrained to a single solution. E.g., UP solutions may rely on direct communication towards existing NFs without requiring an intermediate network entity. 
	Agree (conditional)

	LGE
	Mainly we don't support DCAF based solution.
	Disagree

	Qualcomm
	<Company A View>
	Agree

	Samsung
	We support UP based solution to expose network information. However, there should be evaluation and discussion for alignment with SA4 before deciding the solution. In fact, SA4 LS reply recommended to consider a new AF rather than reuse the DCAF for the purpose.
	Disagree

	vivo
	We support UP based solution by reusing the DCAF for the purpose.
	Agree

	Ericsson
	<Company A View>
	Agree

	Principle #6: AF-based solution for 5GC information exposure to the UE.

	UE and AF negotiate on which information are needed for the UE, and then AF requests information to the 5GC.
The information is then provided to the AF which will then forward the information to the UE. 
This also allows that same information can be leveraged by both the AF and the UE, instead of having both AF and UE possibly asking the same information via different mechanisms (e.g. if UEs request information to 5GC via NAS).

NOTE:	SA WG1 feedback on exposure of network information to the UE and security analysis by SA3 will be taken into account before the conclusion of this Key Issue.
	<Summary of supporting status for this principle>

	OPPO
	Need more clarification whether the AF is a common AF or DCAF.
	Neutral

	Huawei
	<Company A View>
	Agree

	CATT
	Negotiation between UE and AF on which information are needed for the UE is not needed. The UE can make local decision.
	Disagree

	InterDigital Inc.
	More information is needed for this principle to enable a proper evaluation
	Neutral

	LGE
	Mainly we don't support AF based solution.
	Disagree

	Qualcomm
	<Company A View>
	Agree

	Samsung
	This can be supported by reusing a solution for KI#3.
	Neutral.

	Ericsson 
	<Company A View>
	Agree

	Principle #7: The network information or data analytics exposed to the UE should be subscribed / requested by AF.
	It would bring a lot of complexity on the UE side if we allow the UE itself take the responsibility to do the network information or data analytics subscription/request. Since in that case, the UE has to know what information it needs and also know which Event ID/Analytics ID would provide such information. This would lead to plenty of unnecessary configurations on the UE side.
	<Summary of supporting status for this principle>

	OPPO
	OPPO supports this AP.
	Agree

	Huawei
	<Company A View>
	Agree

	CATT
	It is related to Principle #5.
	See Principle#5.

	InterDigital Inc.
	The UE should be able to use existing NF api and directly contact NFs to request required information, provided the request is authorized and secure
	Disagree

	LGE
	We don't support subscription/request by AF on behalf of UE.
	Disagree

	Qualcomm
	<Company A View>
	Disagree

	Samsung
	Refer to PR #2
	Disagree.

	Ericsson 
	
	Agree

	Principle #8: Support both NAS based solution or DCAF based solution to expose network information to UE 
	The UE can request the information to the NWDAF via SMF and/or DCAF. And the NWDAF can also send the information to the UE via SMF and/or DCAF. For what circumstance to leverage which approach needs to be explicitly described. 
	<Summary of supporting status for this principle>

	OPPO
	OPPO supports this AP.
	Agree

	Huawei
	Not OK for using NAS to relay/signal UE subscription to 5GC. It would bring a lot of complexity on the UE side if we allow the UE itself take the responsibility to do the network information or data analytics subscription/request.
	Disagree

	CATT
	Supporting both UP and CP solutions brings much complexity to the network and the UE.
	Disagree.

	InterDigital Inc.
	 
	Agree

	LGE
	We believe that single solution is sufficient, i.e. NAS based solution.
	Disagree

	Qualcomm
	<Company A View>
	Disagree

	Samsung
	Refer to RP#4 and #5.
	Disagree

	vivo
	
	Neutral

	Ericsson
	Same comments as Principle#4
	Disagree

	Principle #9: AF indicates that the 5GC NF or NWDAF should notify the network information or data analytics to the UE.
	After successful subscription/request, the AF can indicate 5GC NF that the notification of the network information or data analytics can be sent to the UE. 
	<Summary of supporting status for this principle>

	OPPO
	OPPO thinks it will cause complex correlation between the request and the notify.
	Disagree

	Huawei
	<Company A View>
	Agree

	InterDigital Inc.
	The synchronization constraint may introduce unnecessary complexity
	Disagree

	LGE
	We don't support subscription/request by AF on behalf of UE.
	Disagree

	Qualcomm
	<Company A View>
	Neutral

	Samsung
	This can be considered as one of solutions for UP based delivery, but should be evaluated before conclusion.
	Neutral

	Ericsson 
	Same comments as Principle#4
	Disagree

	Principle #10: The network information or data analytics can be notified to the UE via control plane or user plane.
	the communication path for the network information or data analytics can be control plane (e.g., via SMF) or user plane (e.g., via DCAF)
	<Summary of supporting status for this principle>

	OPPO
	Same as Principle#9, if the request is based on the UP but the notify is based on the CP, OPPO thinks it will cause complex correlation between the request and the notify.
	Disagree

	Huawei
	<Company A View>
	Agree

	CATT
	Supporting both UP and CP solutions brings much complexity to the network and the UE.
	Disagree.

	InterDigital Inc.
	Same rational as Principle#4
	Agree

	LGE
	We support to use control plane (i.e. via SMF).
	Agree with control plane approach

	Qualcomm
	<Company A View>
	Disagree

	Samsung
	We support both CP and UP based solutions. There should be evaluation and discussion for alignment with SA4 before deciding a specific solution(s) in conclusion. 
	Agree

	vivo
	
	agree

	Ericsson 
	Same comments as Principle#4
	Disagree

	Principle #11: The authorization control or network consent for network information or data analytics exposure to the UE is needed. 
	Not all the network information or data analytics results are suitable to be exposed to the UE, e.g., NF load, slice load, etc. The network may also want to prevent the UE from the information which is not related to the UE itself. Thus authorization control or network consent should be applied to network information or data analytics exposure to the UE. 
	<Summary of supporting status for this principle>

	OPPO
	OPPO supports this AP.
	Agree

	T-Mobile USA
	Support
	Agree

	Huawei
	<Company A View>
	Agree

	CATT
	
	Agree

	InterDigital Inc.
	We agree, however we believe that how the UE gets authorized to access Network information should be discussed father.
	Agree

	LGE
	
	Agree

	Qualcomm
	<Company A View>
	Agree

	Samsung
	We agreed to the principle. Evaluation should proceed to decide a solution.
	Agree

	vivo
	We agree the principle.
	Agree

	Ericsson
	<Company A View>
	Agree

	Principle #12: The authorization control granularity can be the combination of the following three granularities: 
- per Event ID/Analytics ID
- Per Subset of the output of Event ID/Analytics ID
- per UE

	Per Event ID/Analytics ID: some of Event IDs/Analytics IDs are authorized that can be exposed to UE.
Per Subset of the output of Event ID/Analytics ID: only specified subset of the outputs of an Event ID/Analytics ID are authorized that can be exposed to UE.
Per UE: a UE is authorized that can obtain the outputs from one or more Event ID(s)/Analytic ID(s).
	<Summary of supporting status for this principle>

	OPPO
	OPPO supports this AP. The granularity should also include per Application level.
	Agree

	Huawei
	<Company A View>
	Agree

	CATT
	
	Agree

	InterDigital Inc.
	<Company A View>
	Agree

	LGE
	We support per Analytics ID.
	Agree with Analytics ID level granularity

	Samsung
	There should be evaluation discussion to decide the supported granularities. For example, per application control may need to be discussed as well.
	Neutral

	vivo
	We agree the principle.
	agree

	Ericsson
	<Company A View>
	Agree

	Principle #13: User consent management
	User consent information needs to be managed in 5GC and be checked to grant subscription for information exposure to UE.
	<Summary of supporting status for this principle>

	OPPO
	What is the user consent implied here? Is it means the network will check whether the information is allowed to exposure to UE?
	Neutral

	Huawei
	Why the 5GC information exposure to UE requires user consent check?
	Disagree

	CATT
	Can’t see the reason why user consent is needed for information exposure to UE.
	Disagree

	InterDigital Inc.
	How would UE consent play in this scenario? Why is UE consent required in this case?
	Neutral

	LGE
	
	Agree

	Samsung
	Support.
	Agree

	vivo
	User consent is defined for UE related data exposure to network/ AF, not for the opposite direction.
	Disagree

	Ericsson
	Not sure what kind of user consent is needed
	Disagree

	Principle #14: The discovery and negotiation of the UE capability support for network exposure.

	The UE may be allowed to collect analytics or subscribe to notifications providing Analytics or Monitoring events only for delivery over the User Plane but not the Control Plane. Operator policies may be used to determine for which analytics a UE is allowed to collect. While the UE may be allowed to collect certain analytics and predictions, the UE may not be capable or configured to collect analytics via User Plane or Control Plane.
	<Summary of supporting status for this principle>

	OPPO
	This is dependent on the solution and the conclusion of Principle#4,5,8
	Neutral

	T-Mobile USA
	Support
	Agree

	Huawei
	
	Neutral

	CATT
	Supporting both UP and CP solutions brings much complexity to the network and the UE.
	Disagree.

	InterDigital Inc.
	We support this AP, as it provides flexibility enabling solutions with broader capabilities
	Agree

	LGE
	5GC can authorize and determine which analytics a UE is allowed to request and be provided based on subscription information. We support only control plane approach to provide analytics to UE, so capability negotiation regarding which approach is used for providing analytics to UE (i.e. CP based, UP based or both) is not needed.
	Please see our comment.

	Qualcomm
	<Company A View>
	Disagree

	Samsung
	Support
	Agree

	Ericsson 
	Same comments as Principle#4
	Disagree

	Principle #15: Separate PDU Sessions are used for each AI/ML based service/application 

	The SMF may subscribe or request to analytics information provided by the NWDAF when receiving the enabling request for analytics information exposure sent by the UE and the SMF serving the PDU Session for AI/ML based services/applications provides analytics information obtained from the NWDAF to the UE.
	<Summary of supporting status for this principle>

	OPPO
	OPPO supports this AP. Separate PDU session can ensure the analytics result will not share by different Application.
	Agree

	Huawei
	
	Neutral

	CATT
	It is related to Principle #4.
	See Principle#4.

	InterDigital Inc.
	We support this AP, in fact different AIML operations may even be on different NSSAIs, and thereby different PDU Sessions
	Agree

	LGE
	Our assumption is that there is DNN and S-NSSAI used for AI/ML based services/applications. Both separate PDU Session for each AI/ML based service/application and common PDU Session for all AI/ML based services/applications can be supported up to operator.
	Agree

	Qualcomm
	<Company A View>
	Disagree

	Samsung
	We suggest SA2 should decide the basic principle first. This is solution-specific and too early to make a decision when we do not know this solution can be included in conclusion.
	Disagree

	vivo
	One common PDU session for different AI/ML service is preferred
	Neutral

	Ericsson 
	Same comments as Principle#4
	Disagree

	Principle #16: DCAF controls the UE ID retrieval

	For the solution using the DCAF to exposure the information to UE, the UE id retrieval is needed if the DCAF in the untrusted domain, while the DCAF receives the request, the DCAF based on the UE IP address and AF ID to perform the UE ID retrieval.
	<Summary of supporting status for this principle>

	OPPO
	No strong view.
	Neutral

	Huawei
	It's too detailed and we first need to agree on other basic principles.
	Disagree

	CATT
	It is related to Principle #5.
	See Principle#5.

	InterDigital Inc.
	<Company A View>
	Neutral

	LGE
	Mainly we don't support DCAF based solution.
	Please see our comment.

	Samsung
	We suggest SA2 should decide the basic principle first. This is solution-specific and too early to make a decision when we do not know this solution can be included in conclusion.
There should be discussion for alignment with SA4 regarding use of DCAF.
	Neutral

	Ericsson 
	DCAF can also get UE SUPI if AKMA is used
	Agree

	Principle #17: NEF/NWDAF controls the UE ID retrieval
	For the solution using the DCAF to exposure the information to UE, the UE id retrieval is needed when the DCAF in the untrusted domain, while the NEF/NWDAF get the Analytics request from the DCAF, the NEF/NWDAF performs the UE ID retrieval.
	<Summary of supporting status for this principle>

	OPPO
	No strong view.
	Neutral

	Huawei
	It's too detailed and we first need to agree on other basic principles.
	Disagree

	CATT
	It is related to Principle #5.
	See Principle#5.

	InterDigital Inc.
	<Company A View>
	Neutral

	LGE
	Mainly we don't support DCAF based solution.
	Please see our comment.

	Samsung
	We suggest SA2 should decide the basic principle first. This is solution-specific and too early to make a decision when we do not know this solution can be included in conclusion.
There should be discussion for alignment with SA4 regarding use of DCAF.
	Neutral

	vivo
	

	agree

	Ericsson
	No need, it will impact NWDAF service
	Disagree

	Principle #18: Support for Multiple DCAFs

	More than one DCAF maybe required for a given Application AI/ML application and NRF or UDR maybe used to let the NWDAF find the DCAF serving UE before send the result to UE via DCAF.
	<Summary of supporting status for this principle>

	OPPO
	OPPO supports this AP. It will be more flexible and scalable to support multiple DCAFs.
	Agree

	Huawei
	It's too detailed and we first need to agree on other basic principles.
	Disagree

	CATT
	It is related to Principle #5.
	See Principle#5.

	InterDigital Inc.
	<Company A View>
	Neutral

	LGE
	Mainly we don't support DCAF based solution.
	Please see our comment.

	Samsung	
	There should be discussion for alignment with SA4 regarding use of DCAF.
We can agree to support for multipl AFs for exposure of information to UE, but we do not agree the specific solutions proposed in the description without evaluation.
	Neutral

	Ericsson 
	DCAF is accessed by the UE via userplane, we can assume there is single DCAF instance. Also need to be consulted with SA4
	Disagree

	Principle #19: Support the AI/ML translator (AIML-T)

	[bookmark: OLE_LINK5]The AIML-T is responsible for translating (mapping) the Application layer AI/ML related requests received from UE(s) to the requests for 5GC.
	<Summary of supporting status for this principle>

	OPPO
	OPPO supports this AP. 
	Agree

	Huawei
	<Company A View>
	Neutral

	CATT
	No need to introduce such an functionality.
	Disagree

	InterDigital Inc.
	<Company A View>
	Neutral

	LGE
	Mainly we don't support AIML-T based solution.
	Disagree

	Qualcomm
	<Company A View>
	Disagree

	Samsung
	We cannot agree to the specific solution without evaluation
	Disagree

	Ericsson 
	Same comments as Principle#4
	Disagree

	Principle #20: Support NAS based solution to expose network information to UE
	The analytics information from the NWDAF is delivered via the SM NAS, triggered by the AF after the UE negotiates with the AF though application layer on analytics subscription.
	<Summary of supporting status for this principle>

	OPPO
	Same as Principle#9, if the request is based on the UP but the notify is based on the CP, OPPO thinks it will cause complex correlation between the request and the notify.
	Disagree

	Huawei
	<Company A View>
	Agree

	CATT
	It is related to Principle #4.
	See Principle#4.

	InterDigital Inc.
	Same rational as Principle#4
	Agree

	LGE
	We don't think that involvement/triggering of AF is needed for NAS based solution.
	Disagree

	Qualcomm
	<Company A View>
	Disagree

	Samsung
	We support UP based solution. There should be evaluation before deciding a specific solution(s) in conclusion. 
	Disagree

	Ericsson 
	Same comments as Principle#4
	Disagree

	Principle#21: At most one solution will be selected to expose network information to UE.
	Solution fragmentation would complexify the system an exacerbate the security risks of exposing network information to the UE.
	<Summary of supporting status for this principle>

	OPPO
	OPPO supports the DCAF based solution or co-existing options but not the only NAS based solution.
	Neutral

	CATT
	
	Agree

	InterDigital Inc.
	A solution providing both alternatives should not be ruled out from the outset 
	Disagree

	LGE
	
	Agree

	Qualcomm
	<Company A View>
	Agree

	Samsung
	We prefer one solution for each CP and UP based exposure. However, there should be enough evaluation before conclusion.
	Disagree

	Ericsson 
	
	Agree

	Principle#22: Any information exposure to the UE is restricted and shall only be on a per application level basis and the UE as a whole or other applications on it will not have access to such subscribed network information.
	The UE in general is not a trusted entity. It would be better for the AF to do the analysis and instruct the app on the UE on what to do than the UE or an app on it be exposed to raw network information. Direct exposure of network information to UE could result in security issues.
	<Summary of supporting status for this principle>

	OPPO
	OPPO supports this AP. 
	Agree

	CATT
	Related to Principle #1.
	See Principle#1.

	InterDigital Inc.
	<Company A View>
	Agree

	LGE
	5GC can authorize whether and which analytics a UE is allowed to request and be provided based on subscription information. Some high-level or converted information rather than raw network information can be provided to the UE.
	Disagree

	Samsung
	This is related to PR#12. We generally agree to the proposal, but, again, we suggest there should be evaluation discussion to decide the supported control granularities. 
	Disagree

	vivo
	AF to do the analysis and instruct the app on the UE is not enough, UE has its own internal logic and AF may not know. Security risk is similar for exposure of network information to UE and for exposure to AF.
	Disagree

	Ericsson 
	
	Agree

	Principle#23: The security risk must be analysed for the network information exposure to the UE.
	The security risk for a mobile network operator is greater when network information is exposed, so we need to analyse why an AF-based solution is not sufficient for AIML operations.

In addition, SA1 needs to confirm the requirements on information exposure to the UE.
	<Summary of supporting status for this principle>

	OPPO
	DCAF is also a part of AF. There is no different in terms of security risk.
	Disagree

	CATT
	Related to Principle #1.
	See Principle#1.

	InterDigital Inc.
	<Company A View>
	Agree

	LGE
	Feedbacks from SA1 and SA3 are needed before progressing/finalizing conclusion on this KI as the NOTE in §5.2 reads.
	Agree

	Samsung
	We agree to the need for investigation on security risk. However, we do not agree to the proposal to analyse why an AF-based solution is not sufficient for AIML operations. That is independent to security issue that the principle is concerning. In fact, SA3 is already on the study for the issue.
	Agree

	Ericsson 
	
	Agree

	Summary of Architectural Principles for KI#2
	Moderator’s Observations: 
All of the companies agree that SA2 can continue update the solutions and make the interim conclusions for KI#2.
Only some of the network analytics can be exposed to the UE and what specific analytics results can be exposed need further discussion. Which network data in addition to analytics needs to be exposed to UE is not clear and need further discussion.  
All of the companies agree that UE can obtain 5GC info from NW to optimize AIML operation.
For the NAS based solution, the main concern is that it will impact the existing NAS signaling and bring complexity on the UE side if the UE itself take the responsibility to do the network information or data analytics subscription/request.
For the DCAF based solution, there is no major concern. However, one new consideration arises from the incoming LS from SA4 to respond to the former SA2 LSout regarding the possible use of DCAF to enable network exposure to UE. SA4 indicates their preference for a new AF functionality instead of leveraging the DCAF.
Most companies believe only one solution option is needed.
All of the companies agree the authorization control or network consent for network information or data analytics exposure to the UE is needed and the granularity need further discussion.
Most of the companies believe the security risk must be analyzed for the network information exposure to the UE.




Moderator’s Proposed Way Forward
[bookmark: OLE_LINK1]Proposal for the interim conclusions for KI#2: 
Only some of the network analytics can be exposed to the UE and what specific analytics results can be exposed need further discussion. Which network data in addition to analytics needs to be exposed to UE is not clear and need further discussion.
Most of the companies think only one solution is enough, and the DCAF based solution has no major concern, the DCAF based solution is proposed as a way forward. 
One new consideration arises from the incoming LS from SA4 to respond to the former SA2 LSout regarding the possible use of DCAF to enable network exposure to UE. SA4 indicates their preference for a new AF functionality instead of leveraging the DCAF. 
[bookmark: _Hlk110847431]Propose to support the authorization control or network consent for network information or data analytics exposure to the UE.
The granularity related to authorization control or network consent for the network info exposure to the UE also needs further discussion. 
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