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Abstract of the contribution: The contribution proposes evaluations on the solutions for KI#3.
1. Introduction
In TR 23.700-81, solution #10, #11, #17, #37, #38, #39 and #40 have been proposed for Key Issue #3 "Data and analytics exchange in roaming case" regarding the following technical aspects:
-
Identification of use cases and requirements for data and/or analytics exchange between PLMNs (i.e. HPLMN and VPLMN(s)) in roaming scenario. For each use case, identify what raw data, existing or new Analytics IDs needs to be exchanged, and which existing Analytics ID can be enhanced or new Analytics ID can be generated for the roaming user based on the exchanged data

-
Determination of possible architecture enhancements to support this exchange in roaming scenarios and of any necessary enhancements to related NFs in HPLMN and VPLMN, e.g. possible enhancement on data collection using DCCF, or possible enhancement on data storage using ADRF, or possible enhancement on security and privacy of the data and analytics exchange between PLMNs.

The contribution proposes evaluation of these solutions.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-81.
* * * 1st Change * * * *

7.X
Key Issue #3: Data and analytics exchange in roaming case
7.X.1
Solution categorization

Solution #10, #11, #17, #37, #38, #39 and #40 are proposed for Key Issue #3 "Data and analytics exchange in roaming case", which are categorized as shown in Table 7.x.1-1.
Table 7.x.1-1: Solution Categories for Key Issue #3
	Categories
	Solutions

	General architectural enhancements
	10
	Support for Data and Analytics Exchange in Roaming Case, introducing a Gateway Exposure Function (GEF)

	
	38
	Interactions between VPLMN and HPLMN for restricted data collection and analytics retrieval

	
	39
	Architecture enhancements to support Data and analytics exchange in roaming case

	
	40
	Data and analytics exchange for roaming UEs, i.e. via the NEF

	Enhancements for specific use cases/functionalities/Analytics IDs
	11
	PDU session management in roaming scenarios using network analytics

	
	17
	NSSP in roaming scenarios using network analytics

	
	37
	Analytics Exchange in Home routed roaming case

	
	38
	VPLMN retrieves "UE analytics profiles" from HPLMN


7.X.2
Evaluation of solutions on general architectural enhancements
Solution #10 introduces a new 5GC NF, i.e. Gateway Exposure Function (GEF), which is responsible for:

-
data/analytics exposure to other PLMNs, by enforcing constraints on the type and amount of data exposed to each PLMN according to roaming agreement;

-
obtaining the user consent for data collection where applicable.
Solution #38 proposes that the NWDAF serves as central entry point for related requests, authorizes requests and restricts exposed data and analytical information. That is, data and analytics information are exchanged between the H-NWDAF and the V-NWDAF directly.

Solution #39 proposes that the consumer NF (e.g. NWDAF or other 5GC NF) in HPLMN subscribes to data/analytics information of the VPLMN via the H-DCCF and V-DCCF. The V-DCCF checks whether the consumer NF from the HPLMN is authorized to obtain data/analytics from the VPLMN.
Solution #40 proposes that the NWDAF in HPLMN (/VPLMN) behaves as an untrusted AF to the VPLMN (/HPLMN) and performs data collection or analytics subscription from the VPLMN (/HPLMN) via the NEF. The NEF is responsible for authorizing the data collection or analytics subscription request, by checking user consent, operator policy, regulatory constraints and/or roaming agreements.
Considering that:

-
the NWDAF is responsible for analytics exposure authorization and user consent checking, as specified in Rel-17, which can be further enhanced for network analytics in roaming scenarios in Rel-18;

-
data exchange for network analytics in roaming scenarios seems unnecessary, given that analytics information exchange is more efficient and secure;

-
more signalling interactions and impacts to existing NFs would be caused if introducing new NF(s) for analytics information exchange between the HPLMN and VPLMN;
Solution #38 is recommended for general architectural enhancements compared to other solutions.
7.X.3
Evaluation of solutions on enhancements for specific use cases/functionalities/Analytics IDs
Both Solution #11 and Solution #37 propose analytics information exchange for PDU Session management in home routed roaming cases:

-
both Solution #11 and Solution #37 proposes that the AMF uses slice load level analytics of the HPLMN for Network Slice selection, while Solution #11 also proposes that the AMF uses NF load analytics of the HPLMN for SMF selection;

-
Solution #37 proposes that the H-PCF uses service experience analytics of the HPLMN to adjust QoS parameters for the PDU Session.
Solution #17 proposes that the H-PCF uses service experience analytics (or slice load level analytics) of the VPLMN to decide on the NSSP in URSP rules provisioned to the UE roaming in the VPLMN.

Solution#38 contains the following two aspects:

-
the H-NWDAF collects VPLMN data from the V-NWDAF;
-
the V-NWDAF retrieves the "UE analytics profile" from the H-NWDAF for an inbound roaming UE and use it for determining analytics related to that UE for consumers NFs in the VPLMN;

where the data collection and "UE analytics profile" sharing between the PLMNs may raise security and privacy issues, and therefore rely on roaming agreements / operator policy and user consent.

* * * End of Changes * * * *

