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[bookmark: _Hlk526665839]Abstract of the contribution: Evaluation and conclusion for KI #1: EAS discovery in HR roaming in TR 23.700-48.
1. Discussion
There are 8 solutions address EAS discovery in V-EHE via a Home Routed PDU Session. To address the key issues, the evaluation is performed from the critical aspects: DNS handling, authentication, charging. 
2. Proposal
It is proposed to agree the following texts in TR 23.700-48.
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Editor's note:	This clause will capture the evaluations related to the solutions per KI.
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There are 8 solutions address EAS discovery in V-EHE via a Home Routed PDU Session.

	Solutions
	DNS handling

	Authorization
	Charging

	#1: EAS discovery in Home Routed roaming scenario
	Scenario 2.1: Option C (Local DNS sever) 
Scenario 2.2: Option A/B (V-EASDF) or option C (Local DNS sever)
	 UDM
	V-UPF reports usage information to V-SMF to V-CHF; V-UPF usage information to H-SMF via V-SMF, and H-SMF reports it to H-CHF

	#2: Session Breakout in Visited PLMN
	Option A/B, V-EASDF
	local configuration or UDM
	/

	#3: EAS (re)discovery procedure in roaming scenario
	Option D (V-UPF forwards to V-EASDF or H-DNS)
	 roaming agreement 
	V-PSA collects and reports the charging information based on the corresponding URR

	#4: Support EAS (re-)discovery in VPLMN via HR PDU Session
	Option A/B, H-EASDF
	H-PCF
	The UL-CL/BP and local PSA collect Usage Report. The V-SMF forwards the Usage Report to the H-SMF. 

	#5: Accessing V-EHE via HR PDU Session
	Option A/B, V-EASDF
	 H-PCF
	The UL-CL V-UPF or V-UPF reports the usage information to V-SMF. The V-SMF sends usage information to H-SMF, and the H-SMF generates charging information. Or the V-SMF may generate the charging information, and sends both usage information and charging information to H-SMF.

	#24: Reuse Option D after UL-CL insertion
	Option D
	/
	/

	#25: EAS discovery in VPLMN via V-EASDF for a HR PDU Session
	Option A/B 
Scenario 2.1: H-DNS forwards to V-EASDF,  and V-EASDF forwards to H-EASDF
Scenario 2.2: V-EASDF
	 UDM 
	/

	#26: SM Policy for HR Session Breakout in VPLMN
	/
	 H-PCF
	/



1) DNS handling
For scenario 2.1 HPLMN has the knowledge of EAS deployment information in VPLMN:
The solution #1 proposes V-SMF configures the local DNS server IP address to UE. It reuses option C supported by Rel-17 mechanism and doesn't introduce any impact on both UE and 5GC. It is recommended into normative phase.
The solution #2 and #5 propose EAS discovery using V-EASDF based on option A/B. All the DNS Queries using this PDU Session go to the V-EASDF, if the DNS query matches the rule, the V-EASDF send it to Local DNS server or C-DNS server (adding ECS option). If the DNS query that does not match the rule, the V-EASDF send it to the H-DNS. With this solution, the DNS handling sequence is the shortest. It is recommended into normative phase.
The solution #3 proposes reusing Option D for EAS discovery. If the DNS query does not match the FQDN list, V-UPF delivers the DNS query to H-PSA via N9 tunnel and H-PSA delivers the DNS query to H-DNS server. If the DNS query matches the FQDN list, V-UPF delivers the DNS query to V-EASDF. It is recommended into normative phase.
The solution #4 proposes EAS discovery using H-EASDF based on option A/B. The H-SMF sends the FQDN reported by H-EASDF to V-SMF and the V-SMF provides information to build ECS option or local DNS server to H-SMF. The H-SMF updates DNS handling rule to H-EASDF correspondingly. In this solution, the DNS handling procedure is complicated and time consuming, which cannot guarantee low latency.
The solution #24 proposes V-SMF instructs the UL-CL the traffic routing rule to route the DNS Query for an FQDN (range) to a local DNS Server/Local DNS Resolver. It reuses option D supported by Rel-17 mechanism and doesn't introduce any impact on both UE and 5GC, so no normative work is needed.
The solution #25 proposes EAS discovery using H-EASDF based on the option A/B. The DNS query is forwarded from H-DNS to V-EASDF and then V-EASDF (is instructed by V-SMF) sends query to H-EASDF. H-EASDF handles the DNS resolution and notifies the response to the H-SMF. In this solution, the DNS handling procedure is complicated and time consuming, which cannot guarantee low latency.
For scenario 2.2 HPLMN does not have the knowledge of EAS deployment information in VPLMN:
The solution #1 proposes EAS discovery using V-EASDF based on option A/B (if the EAS deployment information is received by V-SMF) or Local DNS sever based on option C (if only the application related information is received by V-SMF). 
The solution #2, #5 and #25 propose EAS discovery using V-EASDF based on option A/B. The procedure is same as scenario 2.2 that DNS handling is performed in VPLMN, which is time efficient and DNS handling is shortest. It is recommended into normative phase.
The solution #3 proposes reusing Option D for EAS discovery. The procedure is same as scenario 2.2. A FQDN list should be preconfigured on V-SMF. It is recommended into normative phase.
The Solution #4 proposes EAS discovery using V-EASDF based on option A/B. The V-SMF needs to send information to build ECS option/local DNS server for the VPLMN from V-SMF to H-SMF, and the H-SMF sends the information to the H-EASDF. This solution needs many interactions between V-SMF and H-SMF especially when HPLMN does not have the knowledge of EAS deployment information in VPLMN, which causes complexity and time consuming. 
The solution #24 proposes reusing option D supported by Rel-17 mechanism. The procedure is same as scenario 2.2. There is not any impact on both UE and 5GC, so no normative work is needed.
2) Authorization
The solution #1, #2 and #25 propose the authorization indication V-SMF to perform local traffic routing in VPLMN is obtained by H-SMF from H-UDM. But it is not clear how SMF decides whether the PDU session for specific application is allowed for traffic routing in VPLMN based on the authorization indication.
The solution #4, #5 and #26 propose H-PCF sends authorization policy (or roaming offload policy) to H-SMF to indicate local traffic routing in VPLMN is authorized. The authorization policy (or roaming offload policy) includes the information (e.g. Application Identifier(s) or FQDN(s) or EAS IP(s)) to indicate the corresponding specific traffic is authorized to perform local traffic routing in VPLMN. This could be considered as a traffic routing policy and should be performed by PCF, which follow the current logic. It is recommended into normative phase.
The solution #3 proposes H-SMF sends an EC enabling indicator to V-SMF to indicate that the HPLMN authorizes VPLMN to manage the EC service according to the roaming agreement between these two operators. It does not impact the current mechanism and no need any work for normative phase.
3) Charging
As summarized in table, the solutions #1, #3, #4 and #5 all propose V-UPF (and UL-CL/BP V-UPF) collects and reports usage information based on URR and sends it to H-SMF via V-SMF. The Solution #5 also proposes the V-SMF generates charging information and reports it to H-SMF.
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Editor's note:	This clause will capture the conclusions of the study.
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The following aspects from current solutions are considered for normative phase:
-  DNS handling:
-  For scenario 2.1: the solution #2, #5 (based on option A/B), and solution #1 (based on option C), and solution #3 (based on option D) are recommended as baselines for the normative work.
-  For scenario 2.2: the solution #2, #5, #25 (based on option A/B) and solution #3(based on option D) are recommended as baselines for the normative work.
· Authorization: the following principles abstracted from solution #4, #5 and #26 are recommended for normative work:
 -  The H-PCF sends authorization policy (or roaming offload policy) to H-SMF to indicate local traffic routing in VPLMN is authorized. The authorization policy (or roaming offload policy) includes the information (e.g. Application Identifier(s) or FQDN(s) or EAS IP(s)) to indicate the corresponding specific traffic is authorized to perform local traffic routing in VPLMN.
· Charging: V-UPF (and UL-CL/BP V-UPF) collects and reports usage information based on URR and sends it to H-SMF via V-SMF. Alternatively, the V-SMF generates charging information and reports it to H-SMF.
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