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Abstract: This contribution proposes evaluation and conclusion for KI#4.
1.
Discussion
The Key Issue #4 includes two aspects:
-
Definition of Traffic Category use cases and how to support both standardized traffic categories and MNO-specific traffic categories. If standardized values for traffic categories are defined, what are the various traffic categories that need to be standardized.

-
Whether the existing URSP design can be used to support the traffic category. If not, how to support traffic category in the traffic descriptor of a URSP rule.

The main problem of this KI#4 is, how to identify or define the traffic characteristic. 
Question 1: What’s the real requirement from GSMA? 

As the requirements from GSMA, the traffic category is to classify the application traffic by service type, for example, the V2X traffic, video traffic or the game traffic. So, there is an essential problem that how to identify different category of application traffic. 

So, the real requirement is to define or standard a group application traffic which has the same service type or service characteristic. 
Question 2: The potential gap between URSP rules and GSMA requirements

The URSP rules use the Traffic Descriptor to describe the characteristic of application traffic, for example, the FQDN and IP/Non-IP descriptor are used to describe the traffic destination. And the APP descriptor is used to identify the traffic by traffic resource. But all these Traffic descriptors can only identify single type of application traffic. For example, the Domain Descriptor: ABC.com, it can only identify one single application traffic. It can’t identify several application traffic which has the same service type. 
Question 3: How to enhance URSP rules to support GSMA requirements? 
There are several solutions that enhance URSP rules. But the key point is, how to enhance the URSP rules to identify a group of application traffic which has the same service type or service characteristic. 
Potential way 1: Reuse the Traffic descriptor and extend some of the Traffic Descriptor to be compatible for the Traffic category
Sol#21, Sol#25 and Sol#35 reuses the Traffic descriptor and extend some of the Traffic Descriptor to be compatible for the Traffic category: 
1) Sol#21 extends the DNN in Traffic Descriptor to involve more standard value to fit the traffic category. The different traffic category or application traffic can be mapped to the newly introduced DNN value.
2) Sol#25 extends the APP descriptor in Traffic Descriptor to involve more standard value to fit the traffic category. The different traffic category or application traffic can be mapped to the newly introduced value of APP descriptor. 
3) Sol#32 extends the Connection Capabilities in Traffic Descriptor to involve more standard value to fit the traffic category. The different traffic category or application traffic can be mapped to the newly introduced value of Connection Capabilities.

But for the Sol#21 and Sol#25, there have some problems: 
The value of DNN is the MNO specific value that identifies the data network or IMS, and the data network has the limit number during the MNO area. Also, this value doesn’t have any relationship with the traffic category or traffic characteristic. It is unclear why a unique DNN value can represent the traffic characteristic or identify the service traffic. So, extending this Traffic Descriptor is not a suitable way. 

Also, for Connection Capabilities, the format and some values of Connection Capabilities, e.g. "ims", "mms", "internet", etc. All of these values of Connection Capabilities are the public network or MNO established network. These values have unique meaning, and this doesn’t have any relationship with traffic characteristic. And it is also unknown how to represent the game traffic or video traffic based on only the network identification. 
For the Application Descriptor, this is the UE implementation. And even for the same OS, for example the Android system, the different UE vendor will have different APP ID mechanism. So, it is hard to define the traffic category based on Application Descriptor. 
Potential way 2: Introduce the new Traffic category in TD of URSP rules
Sol#22, Sol#23, Sol#24 and Sol#26 are introducing the new Traffic Descriptor in URSP rules for traffic category. 
This newly introduced TD has the following function enhancement: 
1) Firstly, it can be deployed multiple filter rules to identify the application traffic. For example, for a certain traffic category, several of FQDNs or IP address can be identified as this category and matched to a PDU session. 
2) Secondly, the Traffic category can be easily combined by various traffic characteristics, and this brings the flexibility to MNO to design the TD. For example, in order to classify different application traffic to a certain Traffic Category as the same service type, the IP address, FQDN, DNN and Application Descriptor can all be the filter information. 
3) Thirdly, the Traffic Category can coexist with other existing TDs. For example, it is possible for a certain application traffic to be matched to different TD and RSD. The MNO can use the precedence of TD to make sure that the application's traffic is preferentially used in the traffic Category or in the original TD.
So, only newly introducing the Traffic category in TD can satisfy the GSMA requirement. And the Traffic Category can be set the combination of multiple traffic characteristic identification filter to identify the traffic from different application. And these application traffic which satisfied the filter can be matched to the Traffic Descriptor and determine the RSD. 
2.
Proposal
It is proposed to capture the following changes into TS 23.700-85.
* * * * First change * * * *

7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.X
Evaluation and principle on KI#4

The Key Issue #4 includes two aspects:

-
Definition of Traffic Category use cases and how to support both standardized traffic categories and MNO-specific traffic categories. If standardized values for traffic categories are defined, what are the various traffic categories that need to be standardized.

-
Whether the existing URSP design can be used to support the traffic category. If not, how to support traffic category in the traffic descriptor of a URSP rule.

The main problem of this KI#4 is, how to identify or define the traffic characteristic. 

As the requirements from GSMA, the traffic category is to classify the application traffic by service type, for example, the V2X traffic, video traffic or the game traffic. So, there is an essential problem that how to identify different category of application traffic. 

So, the real requirement is to define or standard a group application traffic which has the same service type or service characteristic. 
There exists the potential gap between URSP rules and GSMA requirements

The URSP rules use the Traffic Descriptor to describe the characteristic of application traffic, for example, the FQDN and IP/Non-IP descriptor are used to describe the traffic destination. And the APP descriptor is used to identify the traffic by traffic resource. But all these Traffic descriptors can only identify single type of application traffic. For example, the Domain Descriptor: ABC.com, it can only identify one single application traffic. It can’t identify several application traffic which has the same service type. 
In order to support the GSMA requirement, there are several solutions that enhance URSP rules. But the key point is, how to enhance the URSP rules to identify a group of application traffic which has the same service type or service characteristic. 

Potential way 1: Reuse the Traffic descriptor and extend some of the Traffic Descriptor to be compatible for the Traffic category
Sol#21, Sol#25 and Sol#35 reuses the Traffic descriptor and extend some of the Traffic Descriptor to be compatible for the Traffic category: 

1) Sol#21 extends the DNN in Traffic Descriptor to involve more standard value to fit the traffic category. The different traffic category or application traffic can be mapped to the newly introduced DNN value.

2) Sol#25 extends the APP descriptor in Traffic Descriptor to involve more standard value to fit the traffic category. The different traffic category or application traffic can be mapped to the newly introduced value of APP descriptor. 
3) Sol#32 extends the Connection Capabilities in Traffic Descriptor to involve more standard value to fit the traffic category. The different traffic category or application traffic can be mapped to the newly introduced value of Connection Capabilities.

But for the Sol#21 and Sol#25, there have some problems: 

The value of DNN is the MNO specific value that identifies the data network or IMS, and the data network has the limit number during the MNO area. Also, this value doesn’t have any relationship with the traffic category or traffic characteristic. It is unclear why a unique DNN value can represent the traffic characteristic or identify the service traffic. So, extending this Traffic Descriptor is not a suitable way. 

Also, for Connection Capabilities, the format and some values of Connection Capabilities, e.g. "ims", "mms", "internet", etc. All of these values of Connection Capabilities are the public network or MNO established network. These values have unique meaning, and this doesn’t have any relationship with traffic characteristic. And it is also unknown how to represent the game traffic or video traffic based on only the network identification. 
For the Application Descriptor, this is the UE implementation. And even for the same OS, for example the Android system, the different UE vendor will have different APP ID mechanism. So, it is hard to define the traffic category based on Application Descriptor. 

Potential way 2: Introduce the new Traffic category in TD of URSP rules
Sol#22, Sol#23, Sol#24 and Sol#26 are introducing the new Traffic Descriptor in URSP rules for traffic category. 

This newly introduced TD has the following function enhancement: 
1) Firstly, it can be deployed multiple filter rules to identify the application traffic. For example, for a certain traffic category, several of FQDNs or IP address can be identified as this category and matched to a PDU session. 

2) Secondly, the Traffic category can be easily combined by various traffic characteristics, and this brings the flexibility to MNO to design the TD. For example, in order to classify different application traffic to a certain Traffic Category as the same service type, the IP address, FQDN, DNN and Application Descriptor can all be the filter information. 
3) Thirdly, the Traffic Category can coexist with other existing TDs. For example, it is possible for a certain application traffic to be matched to different TD and RSD. The MNO can use the precedence of TD to make sure that the application's traffic is preferentially used in the traffic Category or in the original TD.
So, only newly introducing the Traffic category in TD can satisfy the GSMA requirement. And the Traffic Category can be set the combination of multiple traffic characteristic identification filter to identify the traffic from different application. And these application traffic which satisfied the filter can be matched to the Traffic Descriptor and determine the RSD. 
8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
The following principles are recommended for normative for KI#4:
Sol#21, Sol#25 and Sol#35 reuses the Traffic descriptor and extend some of the Traffic Descriptor to be compatible for the Traffic category is not recommended to normative.

-
The value of DNN is the MNO specific value that identifies the data network or IMS, and the data network has the limit number during the MNO area. Also, this value doesn’t have any relationship with the traffic category or traffic characteristic. It is unclear why a unique DNN value can represent the traffic characteristic or identify the service traffic.
-
For Connection Capabilities, the format and some values of Connection Capabilities, e.g. "ims", "mms", "internet", etc. All of these values of Connection Capabilities are the public network or MNO established network. These values have unique meaning, and this doesn’t have any relationship with traffic characteristic. And it is also unknown how to represent the game traffic or video traffic based on only the network identification.
-
For the Application Descriptor, this is the UE implementation. And even for the same OS, for example the Android system, the different UE vendor will have different APP ID mechanism. So, it is hard to define the traffic category based on Application Descriptor.
Newly introducing the Traffic category in TD can satisfy the GSMA requirement and is recommended to normative.

This newly introduced TD should have the following function enhancement and design in TS phase: 
-
Firstly, it can be deployed multiple filter rules to identify the application traffic. 
-
Secondly, the Traffic category can be easily combined by various traffic characteristics, and this brings the flexibility to MNO to design the TD. 
-
Thirdly, the Traffic Category can coexist with other existing TDs. 
* * * * End of changes * * * *
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