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Abstract of the contribution: This solution proposes additional UE subscription data in the UDM and authentication procedure for target localised service for the cases when UE is in Home network (for provisioning Hosting network related information) and when UE is in Hosting Network (for granting access to localised services).
1	Discussion
This solution aims at solving Key Issue#4, specifically “Mechanisms to authorize UE to access the hosting network”.
The solution proposes addition to UE subscription data in UDM and enhancing AMF capability of initiating Authentication for a target localized service for authentication/authorizing UEs in Hosting Network. 
Similar procedure can be used to do authorization for target localized services in Home Network when the UE requests for Hosting network information for a target localized service.
Also it proposes to remove the following Editor’s Note of Sol#13.
Editor's Note: It is FFS how the authorization and authentication for the target localized service are performed in the home network.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to add the solution to TR 23.700-08 FS_eNPN_Ph2.















* * * First Change * * * *
[bookmark: _Toc23326074][bookmark: _Toc25934675][bookmark: _Toc26337055][bookmark: _Toc31114302][bookmark: _Toc43392576][bookmark: _Toc43475372][bookmark: _Toc50558976][bookmark: _Toc54940331][bookmark: _Toc54952046][bookmark: _Toc57233494][bookmark: _Toc68068806][bookmark: _Toc101340367][bookmark: _Hlk91782779]6.0	Mapping Solutions to Key Issues
Table 6.0-1: Mapping Solutions to Key Issues
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* * * Second Change * * * *  ALL text is new
[bookmark: _Toc100835716][bookmark: _Toc101415547]6.X	Solution #X: <Solution Title>Authentication for a target localised service
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc96958845][bookmark: _Toc96964622][bookmark: _Toc97307776][bookmark: _Toc100835717][bookmark: _Toc101415548]6.X.1	Introduction
This solution provides mechanism to authenticate/authorize UE for a particular localised service. The same procedure is applicable in both the Home network and Hosting network.
It is assumed that the Home Network/Hosting network are already configured with Localised service related information during the service agreement/relationship establishment between localised service provider and the corresponding network.
Also in this solution we assume that Localised services are provided by some 3rd party, which hosts a AAA server.
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc96958846][bookmark: _Toc96964623][bookmark: _Toc97307777][bookmark: _Toc100835718][bookmark: _Toc101415549]6.X.2	Functional Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc96958847][bookmark: _Toc96964624]The following table describes the addition to UE Localised services subscription data in the UDM.
[image: ]
Note: Additional information may need to be included based on requirements for other solutions.
The UE sends a registration request with the Localized service ID to the AMF. In the case of Home network when UE want to get Hosting network selection info, UE can include an “indication” that it requires Hosting network selection information.
AMF then may request the UDM UE subscription data related to how to authorize for the UE provided target localized service. The authentication related information for a Target localized service may also be configured locally to the AMF. 
AMF then proceeds to do the appropriate authentication procedure via an AAA server.
Note: SA3 analysis will be required.
Based on the case, UE will be granted the access to Hosting network for using localized services or will get the requested Hosting network information.
[bookmark: _Toc97307778][bookmark: _Toc100835719][bookmark: _Toc101415550]6.X.3	Procedures
[image: ]
Figure 6.X.3- 1 Authentication for target localised service
1. Registration Request from UE to AMF
2. [bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc96958848][bookmark: _Toc96964625] : This may include the name/identifier for the target localized service. In case of Home network when UE want to get Hosting network selection info it may include the additional indication.
3. Nudm_SDM_Get AMF may request the Localised subscription data for the UE for the corresponding localised service
4. AMF decides to do the authentication for the target localised service wither based on Subscription data from the UDM or for the local configuration.
5. Authentication procedure: Slice specific authorization or External DN-AAA based authorization procedures can be reused based on the AMF decision.
6. AMF may notify UE about the granting of localized service, or may provide Hosting network selection information.
[bookmark: _Toc97307779][bookmark: _Toc100835720][bookmark: _Toc101415551]6.X.4	Impacts on services, entities and interfaces
UDM impact: change in UE subscription data
AMF impact: ability to triggering the appropriate Authentication procedure based on Local configuration and subscription data for the localized service.
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For each Localized service in Localized service Subscription data :

Subscription data

Localized service ID

Identifier for localized service

Indication for Secondary authentication for
Hosting network information provision

Indicates whether secondary authentication is
required for target localized service for Hosting
network information (see Note 1)

AAA server/Authentication information

Address of the AAA server/ information
regarding whether to use a DN-AAA server
authentication via SMF, or to do an
authentication via NSSAAF

Other localized service related info

Hosting network selection info etc.

Note 1: This indication may only be required in Home network when it provides for example the Hosting network

selection info to the UE.
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