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1 Discussion
This pCR provides the conclusion proposal for KI#1 in TR 23.700-18. 
KI#1 studies the following: 
-	Whether the existing traffic steering policy is enough to fulfil the SA1 requirements or needs to be enhanced for SFC, and if it needs to be enhanced whether SFC policy need to be defined and how it relates to traffic steering policy. If SFC policy is defined, based on the SFC policy definition, what are the required architecture enhancement for the network functions, interfaces, and the procedures to enforce SFC policies and/or traffic steering policies to identify/detect/classify user plane traffic and steer the traffic flows of the UEs requiring SFC processing for their applications in non-roaming scenarios.
It is proposed to keep the SFP ID distinct from the existing traffic steering policy which allows for changes in the SFP configuration without any impact on the 5GC user plane configuration (Solution 4, Solution 5, Solution 7 option 1). It also allows for selecting a generic UPF-PSA during PDU Session establishment with no SFC-related pre-configuration (Solution 4).
It is proposed that SFC policy is a new policy that is agreed between PLMN and 3rd party and defined in an SLA (Solution 4, Solution 5, Solution 7 option 1). Specific SFC policy is identified by the involved parties with SFP ID, but the definition of the policy itself is outside 3GPP scope (Solution 4, Solution 5, Solution 7 option 1, Solution 3, Solution 8, Solution 2, Solution 6).
It is proposed that the SFC-specific functionality (i.e., SFC service classification, SFP selection, SFC encapsulation etc.) be contained in a user plane node which is a UPF i.e., a node controlled by an SMF (refer to UPF-SFC in Solution 4). There is no specification impact on the UPF serving as a PSA (refer to UPF-PSA in Solution 4). The UPF with SFC capability deploys an SFC functionality with several SFPs corresponding to pre-defined SFC policies. 
The other impacted functions (PCF, NEF, SMF, UDR) primarily participate in forwarding of the SFC-specific parameters (SFP ID and Metadata) between the AF and the UPF (Solution 4, Solution 3, Solution 5).
-	If SFC policy is defined, based on the SFC policy definition:
-	Whether and how the HPLMN can apply traffic steering policies and/or SFC polices for home routed traffic for cases that UE is at VPLMN, UE returns from VPLMN to HPLMN, or UE changes of serving VPLMN.
The SFC ID being handled by the HPLMN, any UE movement to/from a VPLMN, or movement between two serving VPLMNs, does not have any impact on the SFC functionality. This applies to all the solutions in the TR.
-	What are the relationship between traffic steering and SFC processing in the user plane.
It is proposed that the SMF uses the SFP ID to select a UPF implementing the SFC functionality (refer to UPF-SFC in Solution 4) and establishes GTP-U tunnels between the UPF serving as PSA and the UPF implementing the SFC functionality. The use of SFP ID is orthogonal to the existing traffic steering policy (Solution 4, Solution 5).
-	What (if any) are the new features that the UPF may support in order to allow improved Rel-18 SFC capabilities.
It is proposed that the SFC processing in the user plane is done in the UPF implementing the SFC functionality (referring to Solution 4) and is outside 3GPP scope (all Solutions). The UPF implementing SFC functionality steers the targeted traffic flows towards the SFP indicated by the received SFP ID from the SMF. Additionally, it may perform SFC encapsulation as defined in RFC 8300 and include the received Metadata in the SFC encapsulation header (Solution 4).
-	Whether and how to enhance interfaces and procedures to support UPF with SFC capability including how such capabilities may be available, discovered, and controlled by the SMF.
SMF needs to be aware of the UPFs implementing SFC functionality in order to insert them on N6 upon request from the 3rd party. SMF uses the SFP ID to select a UPF implementing SFC functionality and establishes GTP-U tunnels between the PSA and the UPF implementing SFC functionality.

Based on the evaluation of solutions provided in S2-2205646, it is proposed to agree the conclusion for KI#1 as provided below. 
2 Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk93055440]It is proposed to update TR 23.700-18 as follows.
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Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
8.1   Key Issue #1: Traffic Steering Policy and SFC Enhancements
It is recommended to use the following principles and procedures as the basis for the normative work. 
-	The user plane node implementing an SFC functionality (i.e. SFC service classification, SFP selection, SFC encapsulation etc.) is a UPF i.e., a node controlled by an SMF. It is configured with several SFPs corresponding to pre-defined SFC polices.
-	The UDR stores the SFP ID and Metadata strings based on Application ID/Traffic descriptor.
-	PCF checks if the indicated SFP ID and Metadata strings correspond to an authorized SFC policy for the AF. The 5GC may need to parse or interpret the Metadata strings e.g. to check whether the requested Metadata strings is on the agreed SLA list, but it does not make any other use of the Metadata strings apart from forwarding it to the UPF implementing the SFC functionality.
-	PCF includes SFP ID and Metadata strings (if available) in the Npcf_SMPolicyControl_UpdateNotify message inside the PCC rule.
-	The SMF configures the UPF implementing the SFC functionality with PDR and FAR via N4 message. The FAR includes the SFP ID and the Metadata strings (if available).
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