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1 Introduction
This paper proposes an evaluation and conclusion for KI#2 of TR 23.700-81 V0.3.0 and includes the proposal in Tdoc S2-2205544 as part of the evaluation.
2 Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk98842217][bookmark: _Hlk93055440]It is proposed to update TR 23.700-81 as below.

****** Start of Changes (all new text) ******
[bookmark: _Toc97307780][bookmark: _Toc100835721][bookmark: _Toc101415552][bookmark: _Toc104549707]7	Overall Evaluation
Editor's note:	This clause provides evaluations for different solutions.
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc96958835][bookmark: _Toc96964612][bookmark: _Toc97307766][bookmark: _Toc100835651][bookmark: _Toc101415482][bookmark: _Toc104549580][bookmark: _Toc16839382]7.x	Overall Evaluation of solutions for Key Issue #2
There are two solutions for KI#2, solutions #8 and #9. Both solutions cover the issue of using the NWDAF to assist the detection of traffic.
Both propose a new Analytic ID to assist the traffic detection using the NWDAF to infer new PFDs, with NEF (PFDF) as consumer that later push the applications to the UPF, through the SMF.
Solution #8
Solution #8 proposes a new Analytics ID, called “Service Type” for a use case in which all the traffic is encrypted and the detection by PFDs is limited to the 3-tuple type. Solution has open issues to discuss the need of the new proposed terminology “service-type” and the overlapping with applications, the Editor’s Note related with these topics are still open.
It proposes to infer the type of service of the traffic based on traffic characteristic of the traffic, with a new Analytics ID called “Service-Type”, introducing this new Analytics ID presents the following issues (or drawbacks) 
· 5.8.2.4.2 of 23.501[2] define the traffic detection information shared over N4 between the SMF and the UPF, which already contains the Application Identifier. The usage and definition of applications and service-type seems to overlap and will imply impacts in the interface an NFs that shall support it.
The NWDAF collects not only the 3-tuple of the traffic to detect new PFDs, but traffic features from UPF; UL/DL bit rate, UL/DL packet delay, number of UL/DL packet transmission and zize of UL/DL packet transmission that NWDAF may use to characterize new service-types. As output of the analytic, the NWDAF provides the service-type with one or more PFDs of the type IP 3-tuples, and/or a new type of PFD called “Traffic Characteristics” that are the concrete characteristics of the traffic features used to identify the service-type. 
It is also proposed a filter for the targets UEs; for any UE, or for a single UE. Filter is used to select the UE sessions for the data collection and traffic detection based on the PFDs derived from the NWDAF.

Solution #9
Solution #9 proposes a new analytic for a generic use case in which the NWDAF try to infer new PFDs of the three different types. The solution covers not only the use case on solution #8 but any other use case, it also has less impacts on interfaces and NFs.
It is proposed to consume historical PFD information from NEF and/or ADRF, network and UE information from SMF and traffic information from UPF. From UPF it is collected 3-tuples, URLs, Domain Name Information and traffic characteristics; data volume, data duration, QoS flow bit rate, packet transmission and size of packets. Following table shows the parity between traffic characteristics of solution #8 and #9.
	Solution #8
	Solution #9

	Duration 
	Data duration

	UL/DL Bit Rate
	QoS flow Bit Rate

	UL/DL Packet Delay
	

	Number of UL/DL packet transmission
	Packet transmission

	Size of UL/DL packet transmission
	Size of packets

	
	Data volume



As output of the analytic, the NWDAF provides applications with one or more PFDs of the types of flow descriptor, URLs and/or Domain Name Information. It also provides the S-NNSAI and DNN for the applications.

8	Conclusions
Solution #9 represent a more complete and generic solution than #8, whit less impacts in interfaces and NFs as it proposed standard PFDs and applications as output of the analytic. 
In conclusion, it is proposed to go normative with the solution #9 and to not define a new Analytics on Service Type as is not needed since it can be solved without it, as in solution #9. 
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