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1
Discussion

Given that KI#2 of the FS_eNPN_Ph2 study is supposed to complete in Q3 of 2022, this contribution provides initial evaluations for KI#2.

KI#2 studies the following:

Currently the 3GPP specifications do not support direct connection to SNPN via non-3GPP access networks. Indirect connection to SNPN via PLMN using untrusted non-3GPP access architecture is supported as shown in Annex D, clause D.3 of TS 23.501 [3] (PLMN as underlay network and SNPN as overlay network).

There are already non-3GPP access technologies which are in use in enterprises and campuses, and it is foreseen that use of such non-3GPP access technologies will continue to evolve. The integration of these existing technologies in the SNPN would add flexibility to the SNPN operators. In general, the solutions of this key issue aim to address the support for non-3GPP access for SNPN.

One objective of this key issue is to enable the 5GS to support direct connection of non-3GPP access networks to the SNPN's 5GC.

NOTE 1:
Co-ordination with BBF and CableLabs will take place as needed during the study for solutions related to Wireline 5G Access Network.

NOTE 2:
Roaming for SNPN is out of scope of this key issue.
This contribution proposes evaluation of KI#2 solutions, including a brief description of the solution and whether it addresses the studied areas of the KI.

A companion contribution for this meeting (S2-2206558) proposes initial conclusions. 

2
Proposal

It is proposed to agree the proposed text for inclusion in TR 23.700-08.

*** BEGIN CHANGES ***

7 Evaluations

7.x Evaluation of Solutions for Key Issue 2: Support of Non-3GPP access for SNPN
	Solution #2

Access to SNPN services via Untrusted non-3GPP access network
	In this solution, UE that has successfully obtained IP connectivity via an Untrusted non-3GPP access network may select the N3IWF of an SNPN and register with that SNPN (using the credentials of that SNPN) following the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN.

For support of Emergency services the UE either relies on a configured N3IWF FQDN for N3IWF selection (when non-roaming) or follows the existing procedure for Emergency services for UE not equipped with UICC (when roaming).

The solution makes no special provisions for UE onboarding assuming that, either the PVS is reachable over the public Internet that the UE accesses via the untrusted non-3GPP access network, or the UE relies on an ON-SNPN with 3GPP access.

The solution has UE impact and N3IWF impact (inclusion of “selected NID” in the [NGAP] INITIAL UE MESSAGE, which is up to RAN3 to define).

	Solution #3

Access to SNPN services via Trusted non-3GPP access network
	The solution assumes that the non-3GPP access network advertises (e.g. with ANQP) the SNPNs with which 5G connectivity is supported, as well as the indications defined in clause 5.30.2.2 of TS 23.501 [3]. The UE is configured with one or more prioritized SNPN/GIN lists as defined in clause 5.30.2.3 of TS 23.501 [3]. 
For support of Emergency services the non-3GPP access network advertises the support of Emergency service (e.g. via ANQP).

For support of UE onboarding the non-3GPP access network advertises the Onboarding enabled indication (e.g. via ANQP).
The solution has UE impact, non-3GPP access network impact (additional parameters in ANQP messages) and TNGF impact (inclusion of “selected NID” in the [NGAP] INITIAL UE MESSAGE, which is up to RAN3 to define).

The solution has 23.402 impacts if UE constructs a prioritized list of WLAN access networks by using the WLAN Selection Policy (WLANSP) rules from ANSDP (currently supported only for PLMN in TS 23.402). Alternatively, the solution can rely on local configuration in the UE.

	Solution #4

Support of onboarding over untrusted non-3GPP access in SNPN
	This solution builds on top of Solution #2 and aims to add support for the following scenarios:
-
access to PVS is restricted inside the ON-SNPN and the PVS is not accessible from the public internet directly over the "untrusted non-3GPP access network".
-
UE accesses to SNPN via indirect non-3GPP access or direct non-3GPP access for Onboarding.
The additional UE impact (compared to Solution #2) includes the ability to construct a GIN-based FQDN for selection of the N3IWF/SNPN that will be used for UE onboarding, as well as inclusion of Onboarding indication in the AN parameter sent to the N3IWF during registration procedure.
The solution has several unresolved Editor’s notes.

	Solution #5

Support of Credentials Holder scenarios over untrusted non-3GPP access in SNPN
	This solution builds on top of Solution #2 and aims to add support for accessing SNPN using credentials owned by Credentials Holder separate from the SNPN.

The additional UE impact (compared to Solution #2) includes the ability to construct a GIN-based FQDN for selection of the N3IWF/SNPN where UE accesses by using credentials owned by the Credentials Holder belonging to a group identified by the GIN.
The solution has several unresolved Editor’s notes.

	Solution #6

Access to SNPN services via wireline access network
	The solution defines how the 5G-RG, FN-RG, and devices behind the RG (UE or N5GC devices behind an FN-RG or 5G-RG) can access SNPN services via a wireline access network. It is based on clause 4.2.1 of TS 23.316, where the SNPN is implicitly selected by wired physical connectivity between 5G-RG or FN-RG and W-AGF. The only additional requirement is that the NID is included as part of the registration procedure for wireline access system.

The solution has 5G-RG and W-AGF impact (ability to formulate the SUCI that includes the SUPI type as "IMSI" and the home network domain which includes a NID in addition to PLMN ID).

	Solution #16

Access to SNPN with NG-RAN and to WLAN Access Network using the same credentials
	The solution describes how UE can access an SNPN with NG-RAN on one hand and a WLAN Access Network on the other hand using the same credentials. UE uses the same permanent identity (SUCI) and credentials for primary authentication in SNPN and for WLAN access authentication in a WLAN Access Network.
For access network selection the solution assumes that either mechanisms standardised by 3GPP (e.g. using ANDSP) need to be enhanced for Non-Seamless WLAN Offload or rely on local UE configuration.
Seamless mobility is not in scope of this solution.
The solution has UE impacts. The solution has TS 23.402 impacts if WLAN Selection Policy (WLANSP) rules from ANDSP are used for Non-Seamless WiFi Offload (currently supported only for PLMN in TS 23.402). Alternatively, the solution can rely on local configuration in the UE.
The solution requires new authentication procedure and Non-Seamless WLAN Offload (NSWO) architecture; to be defined by SA3.

	Solution #19

Access to SNPN services via Untrusted non-3GPP access network with underlay/overlay determination
	This solution builds on top of Solution #2 and aims to add a new RAT Type to discriminate between direct access to SNPN services via N3GPP access (as in Solution #2) and indirect access to SNPN services via PLMN as defined in TS 23.501 clause 5.30.2.8 and clause D.3. The RAT Type for these two cases would be set to "Untrusted N3GPP" or "Untrusted Non-3GPP over underlay PLMN", respectively.
The underlying assumption is that in some scenarios the access to the SNPN’s 5GC may need to be restricted for one of the RAT Types, but not for the other.

The solution has UE, N3IWF and AMF impact related to the determination of the RAT Type.

The solution has an unresolved Editor’s notes related to how the N3IWF determines the access network information. Configuration of IP address ranges in the N3IWF adds lot of complexity without clear benefits.

	Solution #20

Access SNPN via 3GPP and N3GPP AN using same credentials and credential holder
	The solution defines how the same credentials from a credential holder external to the SNPN can be leveraged for devices accessing SNPN via 3GPP and non-3GPP access network (both connected to 5GC).
The solution has no normative impacts beyond the impact of Solution #5 (support of Credentials Holder over untrusted non-3GPP access in SNPN) and Solution #3 (support of Credentials Holder over trusted non-3GPP access in SNPN).

The scenario of UE and N3GPP device connected to 5GC via 5G-RG/FN-RG, is FFS. This scenario shall take into account the conclusion of the FS_5WWC_Ph2 study on the support of the device behind an RG.

	Solution #21

Support for NSWOF in SNPN
	The solution proposes to extend the NSWO authentication so that UE can access a non-3GPP network (e.g. WLAN or Wireline access network) using the same permanent identity and credentials as for primary authentication in SNPN via NG-RAN and 5GC. 
The solution has UE and 5G-RG impacts for support of NSWO authentication using SNPN credentials i.e. credentials with user identity whose “realm” part enables routing of SWa requests from the WLAN AN to the NSWO in the SNPN’s 5GC (applies both to SIM-based and non-SIM based credentials). The 5G-RG impacts have dependency on the FS_5WWC_Ph2 study (e.g. Solution #22 in TR 23.700-17). 


*** END CHANGES ***
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