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Abstract: This contribution proposes some updates in Solution#8 in TR 23.700-41 to resolve Editor’s Notes in Solution#8.  
1. Discussion  
This contribution proposes updates to Solution 8 of KI#3 to enable AMF to aware of PDU Session Status (active/inactive).
* * * * Start of 1st Change * * * * 
6.8 Solution #8: Gracefully network slice termination
6.8.1 Introduction
The solution addresses the Key Issue#3 and in particular how to avoid service disruption due to an abrupt PDU Session release, when a network slice is terminated due to an undergoing planned maintenance in CN or due to the end of network slice's lifetime.
The scenario, where the solution is addressing, is the following:
- An operator would like to terminate a network slice (S-NSSAI) either for the whole PLMN or for a particular region in the PLMN for maintenance purpose or due to the end of network slice's lifetime, while there are still some UEs being registered to the network slice and some PDU Sessions including the PDU Session for Emergency, Critical and Priority services, which are established in the network slice. This leads to a removal of UEs and to release of existing PDU Sessions from the network slice and hence resulting to an abrupt service disruption and a degradation of service quality experience by a user.
This solution makes the following assumptions:
- OAM is configured with the information about when and which network slice is to be terminated.
6.8.2 Functional Description
The solution is based on the following principles:
- To achieve a graceful network slice termination, prior to the time for terminating the S-NSSAI, based on operator's policy, it is proposed that the CN should consider the following criteria/condition for tearing down PDU Sessions associated with the network slice subject to be terminated.
- first is to check whether the PDU Session is active or inactive. CN releases all inactive PDU Session first;
- second is to check whether the active PDU Session are for emergency, critical and priority service; If active PDU Sessions are not for emergency, critical and priority service, the CN further releases these PDU Sessions even they are active PDU Sessions after a certain operator's pre-defined period of time. If active PDU Session are for emergency, critical and priority service, it is recommended to keep such PDU Session at least for another operator's pre-defined period of time.
- To trigger the CN NF (AMF) to start tearing down PDU sessions, OAM configures the UDM with the information that the network slice is to be terminated and when to be terminated. The UDM sends an update notification to the AMF on the subscription data related to the Access and Mobility.
NOTE 1: It is possible that OAM configures directly the AMF(s) affected by the S-NSSAI to be terminated. In this case, UDM will not trigger the affected AMF(s) as depicted in Figure 6.8.3-1. However, once all PDU Sessions associated with the S-NSSAI to be terminated are released, OAM should inform the UDM to remove the S-NSSAI from the UE's subscription data. In case, an operator wants to terminate a S-NSSAI in a specific region and not for the whole PLMN, OAM can configure directly the AMF(s) in that region, where the S-NSSAI is to be terminated.
- In roaming scenario, where a VPLMN plans to terminate a network slice in its network, it is assumed that OAM in VPLMN configures network functions (i.e., AMF) associated with the network slice to be terminated with the information about when and which network slice is to be terminated. This enables the affected AMF(s) to gradually release roaming UE's PDU Session(s) and to update the Allowed NSSAI to the UE.
NOTE 2: For the roaming UE, the update of Allowed NSSAI could potentially consist of associating the mapping of subscribed S-NSSAI to another S-NSSAI in the serving network.
Editor's note: It is FFS whether the solution is applicable to a temporary network slice.
6.8.3 Procedures
Figure 6.8.3-1 describes an overview of the procedure how the network slice is terminated while minimizing abrupt service disruption as much as possible.
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Figure 6.8.3-1: Updating session management subscriber data in AMF
1. The UDM is configured by the OAM with the information of which S-NSSAI is subject to be terminated and when the S-NSSAI will be terminated. This information is part of the Access and Mobility Subscription data. In addition, if the S-NSSAI termination is only applicable within a specific region within the PLMN, OAM configures UDM with the location information such as TAI list along with the S-NSSAI that is subject to be terminated.
NOTE 1: The information about "when the S-NSSAI will be terminated" can be in different forms, e.g., "to be terminated in a due time, like in 1 hour", or "to be terminated at a specific date and time".
2. The UDM discovers the affected AMF(s) by using the existing AMF discovery and selection mechanism as specified in clause 6.3.5 in TS 23.501 [2].
The UDM notifies the update of the Access and Mobility Subscription data to the affected AMF(s) by the means of invoking Nudm_SDM_Notification service operation.
3. SMF sends the upCnxState as defined in clause 6.1.6.2.5 in TS 29.502 to notify AMF of the status of the PDU session, the upCnxState may be ACTIVATED/DEACTIVATED/ACTIVATING.
4. The AMF modifies the Access and Mobility Subscription data in the UE context that is stored in the AMF.
The AMF performs the following for a PDU Session associated with the S-NSSAI marked as "subject to be terminated":
NOTE 2: This step 4 is performed for all UEs that are affected by the S-NSSAI marked as "subject to be terminated".
- If a PDU Session is already established but inactive, the AMF triggers the respective SMF to release the PDU Session. Similar to step 1a in clause 4.3.4.2 in TS 23.502 [5].
- If a PDU Session is already established and still active, the AMF does not trigger the respective SMF to release the PDU Session. When the PDU Session becomes inactive, the AMF triggers the SMF to release the PDU Session. Similar to step 1a in clause 4.3.4.2 in TS 23.502 [5]. Subject to operator's policy, the AMF may check if the PDU Session is used for Emergency, Critical and Priority services.
The upCnxState attribute of an SM context represents the state of the User Plane connection of the PDU session. The upCnxState attribute may take the following values: ACTIVATED/DEACTIVATED/ACTIVATING as defined in clause 5.2.2.3.2.1 in TS 29.502. In the procedure of UE-requested PDU Session Establishment in clause 4.3.2.2.1 in TS 23502, AMF forwards the N2 SM information received from (R)AN to the SMF, enabling SMF to aware of the PDU resource setup status. So SMF can set the upCnxState attribute to ACTIVATED/DEACTIVATED/ACTIVATING(ACTIVATED indicates the PDU Session Status is active, while both DEACTIVATED and ACTIVATING indicate inactive). Then the SMF initiates an N4 session modification procedure with the UPF, after that, SMF sends the PDU Session update SM context response with the upCnxState to notify AMF of the PDU Session Status(active/inactive).
- In case the PDU Session is not used for Emergency, Critical and Priority services, subject to operator's policy, the AMF triggers the SMF to release the active PDU Session after an operator's pre-defined period of time expires. Similar to step 1a in clause 4.3.4.2 in TS 23.502 [5].
- In case the PDU Session is used for Emergency, Critical and Priority services, subject to operator's policy, the AMF may keep the PDU Session for an operator's pre-defined period of time. After that, the AMF triggers the SMF to release the active PDU Session for Emergency, Critical and Priority services. Similar to step 1a in clause 4.3.4.2 in TS 23.502 [5].
- If the AMF receives a new PDU Session Establishment Request for the S-NSSAI, the AMF rejects the request.
5. When AMF has released all PDU Sessions associated with the S-NSSAI subject to be terminated, the AMF informs the UDM of the result accordingly.
6. When UDM receives a response from all affected AMF(s) associated with the S-NSSAI subject to be terminated, the UDM deletes the S-NSSAI from the UE's subscription data, which triggers an update towards the AMF to remove the S-NSSAI from the Configured NSSAI and from the Allowed NSSAI.
After this, the network operator can safely terminate the corresponding network slice at the point in time according to the schedule known by the OAM.
NOTE 3: For any RAN, which are affected by terminating the network slice, the OAM removes the supported S-NSSAI from the RAN. For interoperability between the RAN and the AMF, the affected RAN uses RAN Configuration Update procedure as specified in clause 8.7.2 in TS 38.413 [8] to inform the AMF about updating S-NSSAI(s) supported by the RAN. In addition, the affected AMF also informs the RAN about updating S-NSSAI(s) supported by the AMF by using the AMF Configuration Update procedure in clause 8.7.3 in TS 38.413 [8].
6.8.4 Impacts on services, entities and interfaces
UDM:
- UDM is enhanced to support which S-NSSAI is subject to be terminated and when the S-NSSAI will be terminated and to inform SMF by invoking the Nudm_SDM_Notification service.
AMF:
- AMF is enhanced to gracefully release PDU Session(s) associated with the S-NSSAI subject to be terminated based on the operator's policy.
SMF:
- SMF needs to update UPF to obtain an IP address, therefore the SMF can send the upCnxState to notify AMF of the PDU Session Status(active/inactive).





