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Abstract of the contribution: Conclusions for KI#3: Policies for finer granular sets of UEs
1 Discussion
Void.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23700-48 as follows 
FIRST CHANGE all text is new

[bookmark: _Toc106121049]7	Evaluation
Editor's note:	This clause will capture the evaluations related to the solutions per KI.
7.3	Evaluation for KI#3: Policies for finer granular sets of UEs
Following solutions address KI 3
	29: Use of Internal Group ID and constraints in EDI
	107
	
	
	X

	30: Policies referring to "Allowed services" and/or "Subscriber categories"
	108
	
	
	X

	[bookmark: _Hlk109989370]31: Providing traffic offload policy for a set of UEs with service information
	111
	
	
	X

	32: Offload policy for finer granular set of UEs
	114
	
	
	X

	33: AF requests offload policy for sets of UEs
	115
	
	
	X



Rules to control which PDU sessions of which users are subject to Edge computing are carried via Nnef_TrafficInfluence service and target the PCF.
TS 23.503 [13] Table 6.2-2: “PDU Session policy control subscription information” already defines following subscription data in UDR (information already defined for PCF usage).
	Information name
	Description
	Category

	Allowed services
	List of subscriber's allowed service identifiers
	Optional

	Subscriber categories 
	List of category identifiers associated with the subscriber
	Optional



Thus, it looks fairly simple to allow AF/NEF to send (Nnef_TrafficInfluence ) to PCF rules targeting e.g. following sets of users:
· All users having subscribed to some “Allowed services” (e.g. “game boost” service to be associated with edge computing at deep edge), and/or
· All users of the same “Subscriber categories” (e.g. gold / solver / bronze users) 
Using a group Id to send rules targeting the sets of UE(s) currently identified by 23.503 [13] defined “Allowed services” and “Subscriber categories “  would/
· imply updating the UDR records of possibly 10s or even 100s of Millions of users in big networks in order to add the group Ids corresponding to these sets of users in each user subscription
· Would induce a risk of incoherence between the group information stored in UDR for Access and Mobility Subscription data AND the PDU Session policy control subscription information (defined in TS 23.503 Table 6.2-2) stored in UDR 

NEXT CHANGE all text is new

[bookmark: _Toc106121050]8	Conclusions
Editor's note:	This clause will capture the conclusions of the study.
8.3	Conclusions for KI#3: Policies for finer granular sets of UEs
Normative specifications will add following features 
1) the data stored by NEF in UDR (as part of step 3a of Figure 4.3.6.2-1 of TS 23.502 [9]) and the information sent by UDR to the PCF (as part of step 4 of Figure 4.3.6.2-1of TS 23.502 [9]) may refer to a logical combination of Group Ids and/or "Allowed services" and/or "Subscriber categories" as defined in TS 23.503 [13] table 6.2-2.
-	The logical combination may e.g. refer to users members of Group Id = X and of "Subscriber categories" = “Gold”
2) Nnef_TrafficInfluence service API may refer to a logical combination of External group Identifiers, "Allowed services" and/or "Subscriber categories". The "Allowed services" and "Subscriber categories" are as defined in TS 23.503 [13] table 6.2-2 (and as defined above for the data stored by NEF in UDR as part of step 3a of Figure 4.3.6.2-1 of TS 23.502 [9]).
3) Furthermore, the 5GC and the AF may (as part of a SLA) also agree on a Target Category information that is an abstract value (whose values are not specified by 3GPP) and that may represent a logical combination of External group Identifiers, "Allowed services" and/or "Subscriber categories" as defined above
4) The NEF may, based on local policies determine a logical combination of External group Identifiers, "Allowed services" and/or "Subscriber categories" that is to be associated with an incoming Nnef_TrafficInfluence service request . These local policies may relate e.g. with the identity of the AF having issued the Nnef_TrafficInfluence service request and/or relate with the parameters indicated in the Nnef_TrafficInfluence service request (for example the local policies may take into account following information provided in the AF request: the MTC Provider Information, the S-NSSAI and/or the Target category defined above).
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