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Abstract of the contribution: Conclusion for KI 4
1	Discussion
Void.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23700-74 as follows

First CHANGE  All text is new


[bookmark: _Toc104786728]7.4	Key Issue #4: Multiple SMFs for VN group communication
Editor's note:	It is FFS the solution evaluations for KI#4.
Following solutions relate to KI 4
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The solutions can be grouped in 2 categories
· Solutions (4, 5, 19 and 20) requiring inter (anchor) SMF communication as well as another NF to co-ordinate between the SMF(s) (some solutions assume a super SMF)
· Solutions (3 and 16) that don’t require inter (anchor) SMF communication and that rely on existing mechanisms (N6 VPN(s), N16a communication between SMF and I-SMF) with possibly some improvements
Solutions (4, 5, 19 and 20) requiring inter (anchor) SMF communication induce a huge 3GPP specification effort as well as a lot of signaling:
· SMF: The SMF retrieves a peer SMF information via the GSMF (NRF) via two ways:
a)	the SMF subscribes to the GSMF (NRF) for the 5G VN group change events and receives a notification including other SMF's identifier information (but also N19 information and information on UE IP/MAC address routing) to the subscribed SMF when events occurs;
b)	the SMF can query the SMF information of a specific group member UE from the GSMF (NRF).
· Based on the information retrieved about peer SMF(s) the SMF needs to be able to:
-	Establish a 5GVNSM session with each other SMF(s) involved in the 5G VN group.
-	Use this 5GVNSM session with each other SMF(s) involved in the 5G VN group to establish N19 tunnels as instructed by the GSMF.
-	When a SMF no more serves any member of a 5G VN group, this SMF removes N19 tunnel(s) between UPFs controlled by itself and other SMFs. And then this SMF releases the 5GVNSM sessions with other SMF(s).
-	Receive instructions from GSMF about which N19 tunnels need to be established.
-	Configure UPF(s) for traffic routing for such N19 tunnels.
-	Handle UPF reports about unknown destination UE address.
-	If the SMF determines that an unknown destination UE address is not served by it, then the SMF needs to query or subscribe to the GSMF to obtain the target SMF serving this destination UE address and needs to contact the target SMF to obtain the N19 tunnel information of the UPF serving the destination UE address.
Conversely solution 3 coupled with solution 16 rely on existing mechanisms (N6 VPN(s), N16a communication between SMF and I-SMF with possibly some improvements) while supporting 5G VN groups spread over a huge country as I-SMF and local PSA UPF serving members of a 5G VN group may be spread all over a huge country while being controlled by more centralized SMF. Solution 16 ensures that, in this case, traffic may be routed over N6 between remote PSA UPF(s).
There is no advantage of using N19 instead of N6 data path between remote UPF(s): N6 VPN(s) and N19 GTP-u tunnels would likely use the same transport capabilities.
It has to be noted that the normative specification effort that would be required by Solutions (4, 5, 19 and 20) relying on inter (anchor) SMF communication would be equivalent to that of ETSUN (was 5 TU see S2-1813348) and is thus an order of magnitude higher than what is foreseen in the SA Approved SID: 0.25 TU
	WT#2.1
	0.75
	0.25
	No
	self-contained
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[bookmark: _Toc104786734]8.4	Key Issue #4: Multiple SMFs for VN group communication
Editor's note:	It is FFS the conclusion for KI#4.
As conclusion of studies related with Key Issue #4, only solution 3 and 16 are endorsed. 
· A new TS 23.501 Annex will be created to describe the deployments related with solution 16. 
· Normative specifications will define in TS 23.501 and TS 23.502 the N16a enhancements related with solution 3.
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