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Abstract

TS 23.207 v0.0.1 states that (Section 5.1.1):

 “Whenever resources not owned or controlled by the UMTS network are required to provide QoS, it is necessary to interwork with an external resource manager that controls those resources.”

This contribution proposes changes to TS 23.207 to include other mechanisms for interworking between systems for end-to-end QoS.

1. Rationale for Changes

A number of mechanisms exist or have been proposed in the Internet community for dealing with interaction between autonomous systems in order to support end to end QoS. TS 23.207 makes reference to one such mechanism – the Resource Manager – but there are a number of other, equally workable mechanisms that should not be precluded by TS 23.207.

2. Proposed Changes to TS 23.207

This section contains proposed changes to Section 5.1 of TS 23.207 using the section numbering from that document.



5.1
QoS Management Functions in the Network

To provide IP QoS end-to-end, it is necessary to manage the QoS within each domain. An IP BS Manager is used to control the external IP bearer service. Due to the different techniques used within the IP network, this communicates to the UMTS BS manager through the Translation function.

To enable coordination between events in the application layer and resource management in the IP bearer layer, an element called IP Policy Control is used as a logical policy decision element.  It is also possible to implement a policy decision element internal to the IP BS Manager in the GGSN. The IP policy architecture does not mandate the policy decision point to be external to the GGSN.

Whenever resources not owned or controlled by the UMTS network are required to provide QoS, it is necessary to interwork with the external network that controls those resources. Interworking may be realised in a number of ways, including:

· signalling along the flow path (e.g. RSVP, LDP).
· packet marking or labelling along the flow path (e.g. DiffServ, MPLS)
· interaction between Policy Control and/or Resource Management elements.
· Service Level Agreements enforced by the border routers between networks.
For the policy control the following guidelines should apply:

· The IP policy framework employed in UMTS should, as far as possible, conform to IETF “Internet Standards”. The IETF policy framework may be used for policy decision, authorization, and control of the IP level functionality, at both user and network level.   

· There should be separation between the scope and roles of the UMTS policy mechanisms and the IP policy framework. This is to facilitate separate evolution of these functions.

5.1.1
Description of functions

5.1.1.1 
QoS management functions for end-to-end IP QoS

NOTE:
The end-to-end QoS management functions do not cover the cases of a circuit switched service, or an IP service interworking with an ATM service at the gateway node.
IP BS Manager uses standard IP mechanisms to manage the IP bearer service. These mechanisms may be different from mechanisms used within the UMTS, and may have different parameters controlling the service. The translation/mapping function provides the interworking between the mechanisms and parameters used within the UMTS bearer service and those used within the IP bearer service, and interacts with the IP BS Manager. 

If an IP BS Manager exists both in the UE and the Gateway node, it is possible that these IP BS Managers communicate directly with each other by using relevant signalling protocols.

The required options in the table define the minimum functionality that shall be supported by the equipment in order to allow multiple network operators to provide interworking between their networks for end-to-end QoS. Use of the optional functions listed below, other mechanisms which are not listed (e.g. over-provisioning), or combinations of these mechanisms are not precluded from use between operators. 

The IP BS Managers in the UE and GGSN provide the set of capabilities for the IP bearer level as shown in Table 1. Provision of the IP BS Manager is optional in the UE, and required in the GGSN. 

Table 1: IP BS Manager capability in the UE and GGSN

Capability
UE
GGSN

DiffServ Edge Function
Optional
Required

RSVP/IntServ
Optional
Optional

IP Policy Enforcement Point
Optional
Required (*)

 (*)Although the capability of IP policy enforcement is required within the GGSN, the control of IP policy through the GGSN is a network operator choice. Where the APN is not located at the GGSN, the location of policy enforcement point is for further investigation.
IP Policy Control is a logical policy decision element which uses standard IP mechanisms to implement policy in the IP bearer layer.  These mechanisms may be conformant to, for example, the framework defined in IETF [RFC2573] “A Framework for Policy-based Admission Control” where the IP Policy Control is effectively a Policy Decision Point (PDP).  The IP Policy Control makes decisions in regard to network based IP policy using policy rules, and communicates these decisions to the IP BS Manager in the GGSN, which is the IP Policy Enforcement Point (PEP).

A protocol interface between the IP Policy Control and application servers/proxies (e.g. local SIP proxy) supports the transfer of policy related information from the application layer to the policy decision point. 

A protocol interface between the IP Policy Control and GGSN supports the transfer of information and policy decisions between the policy decision point and the IP BS Manager in the GGSN.  

The IP Policy Control bases policy decisions only on information obtained from nodes / elements within its domain or from nodes with which it has a trust relationship.  The IP Policy Control needs to be in the same domain as the GGSN or have a trust relationship with the GGSN. 

NOTE:
Currently in IETF, inter-domain policy interactions are not defined. 

NOTE:
The security issues regarding the trust relationship between the nodes / elements is outside the scope of this chapter.
 Within the UMTS network, there is resource management performed by various nodes in the admission control decision. The resources considered here are under the direct control of the UMTS network.

In IP Networks, it is also necessary to perform resource management to ensure that resources required for a service are available. Where the resources for the IP Bearer Service to be managed are not owned by the UMTS network, the resource management of those resources would be performed through an interaction between the UMTS network and that external network.

In addition, where the UMTS network is also using external IP network resources as part of the UMTS bearer service (for example for the backbone bearer service), it may also be necessary to interwork with that network.
Figure 2 shows the scenario for control of an IP service using IP BS Managers in both possible locations in the UE and Gateway node. The figure also indicates the optional communication path between the IP BS Managers in the UE and the Gateway node.
If the UMTS network must interact with an external network for IP resource management, this may be performed in a number of ways, including:

· signalling along the flow path. In this scenario, resource requirements are explicitly requested and either granted or rejected through the exchange of signalling messages between network elements along the path of the IP packet flow. Signalling may be performed on a per-flow basis (e.g. using end to end RSVP) or it may be performed for an aggregate set of flows (e.g. using RSVP or LDP); it the latter case, it is expected that signalling exchanges would only be required when there are significant changes required in the resources allocated to an aggregate set of flows.
· interaction between Policy Control and/or Resource Management elements. In this scenario, resource requirements are explicitly requested and either granted or rejected through the exchange of signalling messages between network management entities. The results of this exchange are then communicated to the affected network elements along the path of the flow through policy or network management transactions (e.g. COPS, SNMP)
· Service Level Agreements enforced by the border routers between networks. In this scenario, resources are allocated along the path based on à priori agreements between the network operators. The border routers along the path flow are provisioned with the characteristics of the aggregated traffic that is allowed to flow between systems.
The mechanism to be used in any given scenario is dependent on the type of external network and the nature of the interconnection agreement between network operators. The minimum set of capabilities to be supported by any UMTS network are:
· signalling along the flow path on a per-flow basis. Any IP bearer service protocol messages (e.g. RSVP) received by the CN Gateway  from the UE should be passed through to the external network; parameters carried in these messages may be modified by the UMTS network according to IP policy decisions. IP bearer service protocol messages (e.g. RSVP) received by the CN Gateway  from the external network may either be terminated by the GGSN or passed through to the UE, depending on the capabilities of the UE. If passed through, parameters carried in these messages may be modified by the UMTS network according to IP policy decisions.
· Service Level Agreements. The GGSN should be able to shape upstream traffic (into the external network) and police downstream traffic (from the external network) according to the terms of the SLA.
5.1.2
Allocation of QoS management functions

5.1.2.1 QoS management functions for end-to-end IP QoS 

The QoS management functions for controlling the IP bearer services and how they relate to the UMTS bearer service QoS management functions are shown in Figure 2. 
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Figure 2: QoS management functions for UMTS bearer service in the control plane and QoS management functions for end-to-end IP QoS

 
[Editorial note: Figure 2 and this chapter shows UE only as a combined element.  This TS also need to consider the case where the TE and MT are split. A section providing the split and the distribution of functionality need to be added to this TS and is for further study. Standardization of the interface between the TE and MT is the responsibility of the 3GPP working group TSG T2, and is outside the scope of this TS.]
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3. Recommendations

This contribution recommends that TS 23.207 take a flexible approach to the interaction between autonomous systems for resource management and not preclude mechanisms that are currently in widespread use throughout the Internet community. It is recommended that the changes described in Section 2 of this contribution be incorporated into TS 23.207 to reflect that decision.











































November 2000

Page 1 of 1
November 2000

Page 6 of 1

