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 1.  Introduction
During the last S2 drafting meeting, it was agreed that it shall be possible for operators to employ an IP Policy Architecture where the GGSN is the policy enforcement point.  On the other hand, it was also recognised that the existing GPRS mechanisms and GPRS roaming concepts/agreements should remain intact, and the usage of GPRS in the ‘classic’ sense should continue to be possible.  


Discussion
GPRS supports basic IP connectivity services which allow a user access to an IP bearer, subject to the user’s subscription, GPRS roaming agreements, IP bearer resource availability, and IP bearer resource policy control.    The introduction of IM services has led to new requirements to support service-layer policy control over IP bearer resources.  Service-layer policy control is needed to prevent theft of service and ensure that the local operator has control over IP bearer resources used by IM services.  
This contribution recognizes that GPRS operators will offer basic GPRS IP connectivity services as well as enhanced GPRS services such as IM, and considers the impact on policy control.  For basic GPRS IP connectivity services, operators will want to utilize IP bearer resource policy control without interaction with the IM service layer.  For IM and possibly other application layer services, operators will want to utilize service-layer policy control over IP bearer resources.  Since it is not possible to predict what services will ultimately drive the wireless multimedia mass market, this contribution recognizes that the end-to-end QoS architecture should be designed to maximize operator flexibility in supporting a range of policy control options.  




3.  Proposal
The following is proposed for acceptance by the S2 delegation.  The text is proposed to be added to Annex C (IP BS Manager Functionality in the GGSN) of TS23.207.   

Annex C (Informative):                                                         IP BS Manager Functionality in the GGSN

The following will be taken as a working assumption for further work. 

The IETF Differentiated Services architecture will be used to provide QoS for the external bearer service.  The GGSN provides the Diffserv edge function as is currently described in 23.207.  

For applications that require stringent IP quality of service (e.g., carrier-grade telephony),

1. It is intended to make possible the use of existing QoS management mechanisms in 23.107 with any required extensions FFS (e.g., IP bearer service information element) to request end-to-end QoS, and

2. When these existing QoS management mechanisms are used for requesting end-to-end QoS, the IP BS manager in the GGSN will act as an RSVP endpoint towards the external network, generating and responding to per-flow RSVP messages.

Use of RSVP is intended to enable the external network provider to support traffic engineering, efficient resource management, and call blocking if needed to handle temporary overload conditions. 

It is also desired to allow endpoints to use Diffserv or RSVP to indicate their QoS requirements to the MT.   The requirements on the IP bearer service manager in the UE and GGSN to support this functionality are FFS.
At PDP context setup the user shall have access to one of the following alternatives : 

· Basic GPRS IP connectivity service: The  bearer is established according to the user’s subscription, local operator’s IP bearer resource based policy, local operator´s admission control function and GPRS roaming agreements. In this case, IP bearer resource based local policy decisions may be applied to the bearer.  
· Enhanced GPRS based services : The bearer is  used to  support an enhanced application-layer service, such as IM. In this case,  service-based local policy decisions (e.g., authorization and gating of the bearer by a proxy CSCF)) may be applied to the bearer.


· 
· 















 









































































