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1 Introduction

This contribution provides sets of proposed UE initiated re-registration and deregistration flows for discussion and as a basis for further work in TS 23.228.

2 Discussion

This contribution is a revised version of contribution S2-001738 proposed in Sophia Antipoles. The revisions involve the addition of information flows for re-registration and de-registration for the visited control case. As with the prior contribution, all registrations (initial, re-registrations, and de-registrations) follow the same signalling path in the network. The key point is that the REGISTER request is not sent directly to the S-CSCF from the P-CSCF. This indirection provides the following benefits: 

1. Resiliency of the registration procedures to S-CSCF failure. In particular, failures in the S-CSCF will be detected and handled quickly rather than waiting for registration timers to expire in the HSS and other network elements.

2. Gracefully handles the case of S-CSCF overload.  Failure of the S-CSCF to respond in a timely manner is detected and a new S-CSCF can be assigned, releaving the load on the initial S-CSCF.

3. Allows for the potential change of the S-CSCF during the re-registration procedure.

A couple of points regarding the REGISTER request in SIP may help explain. In SIP, the initial REGISTER, subsequent re-REGISTERs, and finally de-registration are handled in a uniform manner. De-registration is simply a REGISTER with an expiration of zero seconds. Subsequent REGISTER requests after an initial REGISTER message are not considered deltas of this initial REGISTER. Each REGISTER request, regardless of prior REGISTER requests, can be handled the same: the expiration and information of the new REGISTER request supercedes the current registration expiration period and data (if any).

It is assumed that expiration timers exist in the P-CSCF, S-CSCF and HSS for the registration information that is stored in each of these nodes. In addition, the UE will maintain its own expiration timer for each of the registrations it maintains. When these expiration timers expire, the registration data is cleared. In addition, the UE may choose to perform a re-registration to refresh or change its registration data/state.
3 Proposal
This contribution proposes that the following section is included in section 5.3.4

5.3.2.4 Procedures Related to Proxy S-CSCF

The routing of the SIP registration information flows shall not take into account previous registrations (ie registration state).  The routing of the session information flows (e.g. INVITE) shall take into account the information received during the registration procedures.

----------------------------------------------------------------------------------

Further, it is proposed that these flows be placed in TS 23.228 to serve as a basis for further contribution. The re-registration flows are intended to be placed in section 5.3.2 following section 5.3.2.6 and the de-registration flows are intended to be placed under section 5.4.1.

5.3.2.7 Re-Registration Information Flow A: Start of re-registration – User currently registered

(Editors Note: the definition of the timers requires further study, however it is noted that the timers in the Ue are shorter than the registration related timers in the network)

Periodic application level re-registration is initiated by the UE either in response to the expiration of the existing registration information or in response to a change in the registration status of the UE. Re-registration follows the same path as defined in subclause 5.3.2.4 “Registration Information Flow A: Start of Registration – User not registered”. 
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1. The registration expires in the Ue. To re-register, the Ue sends a new REGISTER request. The Ue sends the REGISTER information flow to the proxy (subscriber identity, home networks domain name). 

2. Upon receipt of the register information flow, the P-CSCF shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF).  The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I-CSCF (P-CSCFs “name” in the contact header, visited network capabilities, subscriber identity, visited network contact name).  A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name.  When the I-CSCF receives the registration information flow from the proxy, it shall examine the subscriber identity and the home domain name, and employ the services of a name-address resolution mechanism, to determine the HSS address to contact. 

3. The I-CSCF shall send the Cx-Query information flow to the HSS (P-CSCF name, subscriber identity, home domain name, visited network capabilities, and visited network contact name).  The P-CSCF name is the contact name that the operator wishes to use for future contact to that P- CSCF. (Editors Note: It is FFS whether the terminal name, or proxy name, or both is included within this and subsequent register messages).  The Cx-query (P-CSCF name, subscriber identity, home domain name, visited network capabilities, and visited network contact name) information flow is sent to the HSS.  

4. The HSS shall determine that the user is currently registered. The Cx-Query Resp (indication of entry contact point, e.g. S-CSCF) is sent from the HSS to the I-CSCF. 

5. The re-registration information flows shall continue with the information flow shown in subclause 5.3.2.8 for the case of the S-CSCF being in the home network, or with the information flow shown in subclause 5.3.2.9 in the case the S-CSCF is in the visited network. Subclause 5.3.2.10 shows the recovery of an S-CSCF failure for the case of the S-CSCF being in the home network. Subclause 5.3.2.11 shows the recovery of an S-CSCF failure for the case of the S-CSCF being in the visited network.

5.3.2.8 Re-Registration Information Flow B: Continuation of re-registration – S-CSCF in home network

This information flow is a continuation of the information flow in subclause 5.3.2.7 “Re-Registration Information Flow A: Start of re-registration – User currently registered” after reception of information flow 4 when the S-CSCF is in the home network.
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1. The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism and then shall send the re-register information flow (P-CSCFs “name” in the contact header, visited network capabilities, subscriber identity, visited network contact name) to the selected S-CSCF.

2. The S-CSCF shall send Cx-Put (subscriber identity, S-CSCF name) to the HSS.  The HSS stores the S-CSCF name for that subscriber.  Note: Optionally as an optimization, the S-CSCF can detect that this is a re-registration and omit the Cx-Put request.

3. The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

4. On receipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow (subscriber identity) to the HSS in order to be able to download the relevant information from the subscriber profile to the S-CSCF.  The S-CSCF shall store the P-CSCFs name, as supplied by the visited network.  This represents the name that the home network forwards the subsequent terminating session signalling to for the Ue. Note: Optionally as an optimization, the S-CSCF can detect that this a re-registration and omit the Cx-Pull request.

5. The HSS shall return the information flow Cx-Pull-Resp (user information) to the S-CSCF.  The S-CSCF shall store the user information for that indicated user.

6. The S-CSCF shall determine whether the home contact name is the S-CSCF name or the hI-CSCF name.  The home contact name will be used by the P-CSCF to forward signalling to the home network. The S-CSCF shall return the 200 OK information flow (serving network contact name) to the I-CSCF.

7. The I-CSCF shall send information flow 200 OK (serving network contact name) to the P-CSCF.   The I-CSCF shall release all registration information after sending information flow 200 OK.

8. The P-CSCF shall store the serving network contact name, and shall send information flow 200 OK to the Ue.

5.3.2.9 Re-Registration Information Flow C: Continuation of re-registration – S-CSCF in visited network

This information flow is a continuation of the information flow in subclause 5.3.2.7 “Re-Registration Information Flow A: Start of re-registration – User currently registered” after reception of information flow 4 when the S-CSCF is in the visited network.
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1. The I-CSCF#2, using the name of the entry point (e.g. S-CSCF), shall determine the address of the entry point through a name-address resolution mechanism and then shall send the re-register information flow (P-CSCFs “name” in the contact header, visited network capabilities, subscriber identity, visited network contact name) to the selected entry point. This entry point is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF within the visited network that is performing the configuration hiding function for the visited network operator (choice (b)).

(1a)
If the visited network operator does not desire to keep their network configuration hidden, the name/addresss of the S-CSCF is provided in the initial registration, and the REGISTER request is forwarded directly to the S-CSCF.

(1b)
If the visited network operator desires to keep their network configuration hidden, the name/address of an I-CSCF in the visited network is provided in the initial registration, I-CSCF#1,and the REGISTER request is forwarded through I-CSCF#1 to the S-CSCF.

(1b1) 
I-CSCF#2 forwards the REGISTER request to I-CSCF#1

(1b2)
I-CSCF#1 forwards the REGISTER request to the S-CSCF.

2. The S-CSCF shall send Cx-Put (subscriber identity, S-CSCF name) to the HSS.  The HSS stores the S-CSCF name for that subscriber. Note: Optionally as an optimization, the S-CSCF can detect that this is a re-registration and omit the Cx-Put request.

3. The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

4. On receipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow (subscriber identity) to the HSS in order to be able to download the relevant information from the subscriber profile to the S-CSCF.  The S-CSCF shall store the P-CSCFs name, as supplied by the visited network.  This represents the name that the home network forwards the subsequent terminating session signalling to for the Ue. Note: Optionally as an optimization, the S-CSCF can detect that this is a re-registration and omit the Cx-Pull request.

5. The HSS shall return the information flow Cx-Pull Resp (user information) to the S-CSCF.  The S-CSCF shall store the user information for that indicated user.

6. The S-CSCF shall determine whether the serving contact name is the S-CSCF name or the vI-CSCF name. The serving contact name shall be used as the destination of session initiation signalling from the Ue towards the network hosting the S-CSCF.  The S-CSCF shall return the 200 OK information flow (serving network contact name) to the I-CSCF#2. Based on the choice made in (1) above, this response may either be sent directly from the S-CSCF to I-CSCF#2 (choice (a)), or be sent indirectly through I-CSCF#1 (Firewall) (choice (b)).

7. The I-CSCF#2 shall send information flow 200 OK (serving network contact name) to the P-CSCF.   The I-CSCF#2 shall release all registration information after sending information flow 200 OK.

8. The P-CSCF shall store the serving network contact name, and shall send information flow 200 OK to the UE.

5.3.2.10 Re-Registration Information Flow D: Continuation of re-registration – Failure of re-registration with the S-CSCF in the home network

This information flow is a continuation of the information flow in subclause 5.3.2.7 “Re-Registration Information Flow A: Start of re-registration – User currently registered” after reception of information flow 4 when the S-CSCF is in the home network. This information flow shows the recovery after a failure of the S-CSCF.
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1. The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism and then shall send the re-register information flow (P-CSCFs “name” in the contact header, visited network capabilities, subscriber identity, visited network contact name) to the selected S-CSCF (#1).

2. Because of network and/or S-CSCF failure, the S-CSCF fails to respond to the re-registration request within a suitable time period.

3. At this point in time, the I-CSCF shall select a new S-CSCF in order to complete the registration procedure and recover from the failure of the S-CSCF. The I-CSCF shall send Cx-Select-Pull (subscriber identity) to the HSS to request the information related to the required S-CSCF capabilities which shall be input into the S-CSCF selection function.

4. The HSS shall send the Cx-Select-Pull-Resp (required S-CSCF capabilities, serving network indication) to the I-CSCF.

5. The I-CSCF, using its role of the S-CSCF selection, shall determine the name of an appropriate S-CSCF (#2).

6. The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism and then shall send the re-register information flow (P-CSCFs “name” in the contact header, visited network capabilities, subscriber identity, visited network contact name) to the selected S-CSCF (#2).

7. The S-CSCF shall send Cx-Put (subscriber identity, S-CSCF name) to the HSS.  The HSS stores the S-CSCF name for that subscriber.

8. The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

9. On receipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow (subscriber identity) to the HSS in order to be able to download the relevant information from the subscriber profile to the S-CSCF.  The S-CSCF shall store the P-CSCFs name, as supplied by the visited network.  This represents the name that the home network forwards the subsequent terminating session signalling to for the Ue.

10. The HSS shall returns the information flow Cx-Pull Resp (user information) to the S-CSCF.  The S-CSCF shall store the user information for that indicated user.

11. The S-CSCF shall determine whether the serving contact name is the S-CSCF name or the vI-CSCF name. The serving contact name shall be used as the destination of session initiation signalling from the Ue towards the network hosting the S-CSCF. The S-CSCF shall return the 200 OK information flow (serving network contact name) to the I-CSCF.

12. The I-CSCF shall send information flow 200 OK (serving network contact name) to the P-CSCF.   The I-CSCF shall release all registration information after sending information flow 200 OK.

13. The P-CSCF shall store the serving network contact name, and shall send information flow 200 OK to the Ue.

5.3.2.11 Re-Registration Information Flow E: Continuation of re-registration – Failure of re-registration with the S-CSCF in the visited network

This information flow is a continuation of the information flow in subclause 5.3.2.7 “Re-Registration Information Flow A: Start of re-registration – User currently registered” after reception of information flow 4 when the S-CSCF is in the visited network. This information flow shows the recovery after a failure of the S-CSCF.
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1. The I-CSCF#3, using the name of the entry point (e.g. S-CSCF), shall determine the address of the entry point through a name-address resolution mechanism and then shall send the re-register information flow (P-CSCFs “name” in the contact header, visited network capabilities, subscriber identity, visited network contact name) to the selected entry point. This entry point is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF within the visited network that is performing the configuration hiding function for the visited network operator (choice (b)).

(1a)
If the visited network operator does not desire to keep their network configuration hidden, the name/addresss of the S-CSCF is provided in the initial registration, and the REGISTER request is forwarded directly to the S-CSCF#1.

(1b)
If the visited network operator desires to keep their network configuration hidden, the name/address of an I-CSCF in the visited network is provided in the initial registration, I-CSCF#1,and the REGISTER request is forwarded through I-CSCF#1 to the S-CSCF.

(1b1) 
I-CSCF#3 forwards the REGISTER request to I-CSCF#1

(1b2)
I-CSCF#1 forwards the REGISTER request to the S-CSCF#1.

2. Because of network and/or S-CSCF failure, the S-CSCF#1 fails to respond to the re-registration request within a suitable time period.

3. 
4. The I-CSCF #3 shall send Cx-Select-Pull (subscriber identity) to the HSS to request the information related to the required S-CSCF capabilities which shall be input into the S-CSCF selection function.

5. The HSS shall send the Cx-Select-Pull-Resp (serving network indication, required S-CSCF capabilities) to I-CSCF #3.

6. At this point in time the I-CSCF #3 needs to select a new S-CSCF in order to complete the registration procedure and recover from the S-CSCF#1 failure. Since the subscriber’s S-CSCF is in the visited network (visited control), the I-CSCF#3 must forward the REGISTER information flow to the visited network. The I-CSCF#3 shall determine the address of the I-CSCF#2 from the visited network contact name using a name-address resolution mechanism and shall send the information flow register (P-CSCFs “name” in the contact header, subscriber identity) to the I-CSCF #2.

7. The I-CSCF (#2), using its role of the S-CSCF selection shall determine the name of an appropriate S-CSCF (#2).

8. The I-CSCF#2, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism and then shall send the re-register information flow (P-CSCFs “name” in the contact header, visited network capabilities, subscriber identity, visited network contact name) to the selected S-CSCF#2.

9. The S-CSCF#2 shall send Cx-Put (subscriber identity, S-CSCF name) to the HSS.  The HSS stores the S-CSCF name for that subscriber.

10. The HSS shall send Cx-Put Resp to the S-CSCF#2 to acknowledge the sending of Cx-Put.

11. On receipt of the Cx-Put Resp information flow, the S-CSCF#2 shall send the Cx-Pull information flow (subscriber identity) to the HSS in order to be able to download the relevant information from the subscriber profile to the S-CSCF#2.  The S-CSCF#2 shall store the P-CSCFs name, as supplied by the visited network.  This represents the name that the home network forwards the subsequent terminating session signalling to for the Ue.

12. The HSS shall returns the information flow Cx-Pull Resp (user information) to the S-CSCF#2.  The S-CSCF#2 shall store the user information for that indicated user.

13. The S-CSCF#2 shall determine whether the serving contact name is the S-CSCF name or the I-CSCF (#1) name. The serving contact name shall be used as the destination of session initiation signalling from the Ue towards the network hosting the S-CSCF. The S-CSCF #2 shall return the 200 OK information flow (serving network contact name) to the I-CSCF #2.

14. The I-CSCF#2 shall send information flow 200 OK (serving network contact name) to the I-CSCF#3. The I-CSCF#2 shall release all registration information after sending information flow 200 OK.

15. The I-CSCF#3 shall send information flow 200 OK (serving network contact name) to the P-CSCF. The I-CSCF#3 shall release all registration information after sending information flow 200 OK.

16. The P-CSCF shall store the serving network contact name, and shall send information flow 200 OK to the UE.

5.4.1.1 De-Registration Information Flow A: Start of de-registration – User currently registered

Application level de-registration should be initiated by the UE upon roaming to a new network and power off of the terminal (if possible). De-registration is accomplished by a registration with an expiration time of zero seconds. De-registration follows the same path as defined in subclause 5.3.2.4 “Registration Information Flow A: Start of Registration – User not registered”.
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1. The UE decides to initiate de-registration. To de-register, the Ue sends a new REGISTER request with an expiration value of zero seconds. The Ue sends the REGISTER information flow to the proxy (subscriber identity, home networks domain name). 

2. Upon receipt of the register information flow, it shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF).  The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I-CSCF (P-CSCFs “name” in the contact header, , subscriber identity, visited network contact name).  A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name.  When the I-CSCF receives the registration information flow from the proxy, it shall examine the subscriber identity and the home domain name, and employ the services of a name-address resolution mechanism, to determine the HSS address to contact. 

3. The I-CSCF shall send the Cx-Query information flow to the HSS (P-CSCF name, subscriber identity, home domain name, , visited network contact name).  The P-CSCF name is the contact name that the operator wishes to use for future contact to that P- CSCF. (Editors Note: It is FFS whether the terminal name, or proxy name, or both is included within this and subsequent register messages).  The Cx-query (P-CSCF name, subscriber identity, home domain name, , visited network contact name) information flow is sent to the HSS.  

4. The HSS shall determine that the user is currently registered. The Cx-Query Resp (indication of entry point, e.g. S-CSCF) is sent from the HSS to the I-CSCF.

5. The de-registration information flows shall continue with the information flow shown in subclause 5.4.1.2 for the case of the S-CSCF being in the home network, or with the information flow shown in subclause 5.4.1.3 in the case the S-CSCF is in the visited network. Subclause 5.4.1.4 shows the recovery of an S-CSCF failure for the case of the S-CSCF being in the home network. Subclause 5.4.1.5 shows the recovery of an S-CSCF failure for the case of the S-CSCF being in the visited network.

5.4.1.2 De-Registration Information Flow B: Continuation of de-registration – S-CSCF in home network

This information flow is a continuation of the information flow in subclause 5.4.1.1 “De-Registration Information Flow A: Start of de-registration – User currently registered” after reception of information flow 4 when the S-CSCF is in the home network.


[image: image7.wmf]P-CSCF

HSS

I-CSCF

1. REGISTER

S-CSCF

UE

Visited Network

Home Network

4. 200 OK

5. 200 OK

6. 200 OK

2. 

Cx

-Put

3. 

Cx

-Put 

Resp


1. The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism and then shall send the de-register information flow (P-CSCFs “name” in the contact header, visited network capabilities, subscriber identity, visited network contact name) to the selected S-CSCF.

2. The S-CSCF shall send Cx-Put (subscriber identity, clear S-CSCF name) to the HSS.  The HSS clears the S-CSCF name for that subscriber.

3. The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

4. The S-CSCF shall return the 200 OK information flow to the I-CSCF.

5. The I-CSCF shall send information flow 200 OK to the P-CSCF. The I-CSCF shall release all registration information after sending information flow 200 OK.

6. The P-CSCF shall send information flow 200 OK to the Ue.  The P-CSCF shall release all registration information after sending information flow 200 OK.

5.4.1.3 De-Registration Information Flow C: Continuation of de-registration – S-CSCF in visited network

This information flow is a continuation of the information flow in subclause 5.4.1.1 “De-Registration Information Flow A: Start of de-registration – User currently registered” after reception of information flow 4 when the S-CSCF is in the visited network.
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1. The I-CSCF#2, using the name of the entry point (e.g. S-CSCF), shall determine the address of the entry point through a name-address resolution mechanism and then shall send the de-register information flow (P-CSCFs “name” in the contact header, visited network capabilities, subscriber identity, visited network contact name) to the selected entry point. This entry point is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF within the visited network that is performing the configuration hiding function for the visited network operator (choice (b)).

(1a)
If the visited network operator does not desire to keep their network configuration hidden, the name/addresss of the S-CSCF is provided in the initial registration, and the REGISTER request is forwarded directly to the S-CSCF.

(1b)
If the visited network operator desires to keep their network configuration hidden, the name/address of an I-CSCF in the visited network is provided in the initial registration, I-CSCF#1,and the REGISTER request is forwarded through I-CSCF#1 to the S-CSCF.

(1b1) 
I-CSCF#2 forwards the REGISTER request to I-CSCF#1

(1b2)
I-CSCF#1 forwards the REGISTER request to the S-CSCF.

2. The S-CSCF shall send Cx-Put (subscriber identity, clear S-CSCF name) to the HSS.  The HSS clears the S-CSCF name for that subscriber.

3. The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

4. The S-CSCF shall return the 200 OK information flow to the I-CSCF#2. Based on the choice made in (1) above, this response may either be sent directly from the S-CSCF to I-CSCF#2 (choice (a)), or be sent indirectly through I-CSCF#1 (Firewall) (choice (b)).

5. The I-CSCF#2 shall send information flow 200 OK to the P-CSCF. The I-CSCF#2 shall release all registration information after sending information flow 200 OK.

6. The P-CSCF shall send information flow 200 OK to the UE. The P-CSCF shall release all registration information after sending information flow 200 OK.

5.4.1.4 De-Registration Information Flow D: Continuation of de-registration – Failure of de-registration with the S-CSCF in the home network

This information flow is a continuation of the information flow in subclause 5.4.1.1 “De-Registration Information Flow A: Start of de-registration – User currently registered” after reception of information flow 4 when the S-CSCF is in the home network. This information flow shows the recovery from a failure of the S-CSCF.
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1. The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism and then shall send the de-register information flow (P-CSCFs “name” in the contact header, visited network capabilities, subscriber identity, visited network contact name) to the selected S-CSCF.

2. Because of network and/or S-CSCF failure, the S-CSCF fails to respond to the de-registration request within a suitable time period.

3. The I-CSCF shall send Cx-Put2 (subscriber identity, clear S-CSCF name) to the HSS.  The HSS clears the S-CSCF name for that subscriber.

4. The HSS shall send Cx-Put2-Resp to the I-CSCF to acknowledge the sending of Cx-Put.

5. The I-CSCF shall send information flow 200 OK to the P-CSCF.  The I-CSCF shall release all registration information after sending information flow 200 OK.

6. The P-CSCF shall send information flow 200 OK to the Ue. The P-CSCF shall release all registration information after sending the information flow 200 OK.

5.4.1.5 De-Registration Information Flow E: Continuation of de-registration – Failure of de-registration with the S-CSCF in the visited network

This information flow is a continuation of the information flow in subclause 5.4.1.1 “De-Registration Information Flow A: Start of de-registration – User currently registered” after reception of information flow 4 when the S-CSCF is in the visited network. This information flow shows the recovery from a failure of the S-CSCF.
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1. The I-CSCF#2, using the name of the entry point (e.g. S-CSCF), shall determine the address of the entry point through a name-address resolution mechanism and then shall send the de-register information flow (P-CSCFs “name” in the contact header, visited network capabilities, subscriber identity, visited network contact name) to the selected entry point. This entry point is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF within the visited network that is performing the configuration hiding function for the visited network operator (choice (b)).

(1a)
If the visited network operator does not desire to keep their network configuration hidden, the name/addresss of the S-CSCF is provided in the initial registration, and the REGISTER request is forwarded directly to the S-CSCF.

(1b)
If the visited network operator desires to keep their network configuration hidden, the name/address of an I-CSCF in the visited network is provided in the initial registration, I-CSCF#1,and the REGISTER request is forwarded through I-CSCF#1 to the S-CSCF.

(1b1) 
I-CSCF#2 forwards the REGISTER request to I-CSCF#1

(1b2)
I-CSCF#1 forwards the REGISTER request to the S-CSCF.

2. Because of network and/or S-CSCF failure, the S-CSCF fails to respond to the de-registration request within a suitable time period.

3. The I-CSCF#2 shall send Cx-Put2 (subscriber identity, clear S-CSCF name) to the HSS.  The HSS clears the S-CSCF name for that subscriber.

4. The HSS shall send Cx-Put2-Resp to the I-CSCF#2 to acknowledge the sending of Cx-Put.

5. The I-CSCF#2 shall send information flow 200 OK to the P-CSCF.  The I-CSCF#2 shall release all registration information after sending information flow 200 OK.

6. The P-CSCF shall send information flow 200 OK to the UE. The P-CSCF shall release all registration information after sending the information flow 200 OK.
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