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Introduction

Currently the I-CSCF for originating requests is an optional element that may be used to hide the network configuration of an operator’s network. This functionality of the I-CSCF is defined in section 4.6.2 of TS 23.228. There are other reasons, however, for desiring the I-CSCF to be in the signalling path for originating requests. This contribution proposes that the I-CSCF become a mandatory element in the signalling path for all requests, originating and terminating.

Discussion

1. There are a number of advantages to having an I-CSCF in the signalling path for originating requests. These advantages are mostly linked to the fact that signalling is not sent directly to the S-CSCF. The following is a list of benefits of having the I-CSCF in the signalling path:

2. Solves architectural need for inter-operator gateway CSCFs. Signaling across operator boundaries has unique requirements for number translation, charging, administrative isolation, etc. that motivate the need for gateway I-CSCFs.

3. Minimizes the number of security associations between CSCFs

4. Helps prevent denial of service attacks on the S-CSCF.

5. Hides S-CSCF information from other operators.

6. Simplifies routing procedures. A static route does not need to be established or maintained between the S-CSCF and the P-CSCF. In particular, the P-CSCF does not need to know the name/address of the S-CSCF. The P-CSCF can simply use the home network domain name to determine how to route to the I-CSCF of the home domain. Routing from the I-CSCF to the S-CSCF uses a Cx-Query to the HSS (as for terminating information flows), possibly caching this information for performance optimizations.

7. Provides symmetry between originating and terminating signalling. The role of the I-CSCF is then to process all incoming signalling, whether for the originating or terminating subscriber.

8. Visited network (P-CSCF) does not have to be notified of changes in the S-CSCF. This allows the S-CSCF to be changed at the discretion of the home network without complex signalling towards the visited network. The S-CSCF might be changed for maintenance, to recover from a failure of the S-CSCF, to allow for load balancing, to change the topology of the operator’s IP network, to introduce new S-CSCF capabilities in new S-CSCF nodes, etc.

Sample Mobile origination, roaming, with home control of services procedure

Below is the modification of the mobile origination procedure in section B.1 of TS 23.228 to reflect the role of the I-CSCF in the session origination information flows. The primary difference is the additional Location Query and Location Query Response interaction with the HSS so that the I-CSCF can route the INVITE towards the proper S-CSCF. 

There is an optimization that can be applied to reduce the impact of this additional query.  The I-CSCF and S-CSCF could use the Record-Route: mechanism in SIP to ensure that only the first INVITE requires a Location Query. Subsequent information flows for this session (ACK, BYE, re-INVITE) would use information in the Route: headers to route the message to the appropriate S-CSCF.  This information could be encrypted/decrypted by the I-CSCF to hide the identity of the S-CSCF. 
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Proposal

This contribution proposes that S2 reconsiders the decision to have the I-CSCF as option in the Originating SIP signalling path and accept the proposed change to section 4.2.3.1.3 proposal.

4.2.3.1.3
Roles of the CSCFs in different roaming scenarios

 The roles that the CSCF plays are described below. 

-    When subscribers roam to networks where serving CSCF is not offered, the roamed to (visited) network shall support a proxy CSCF.  The proxy CSCF shall enable the call control to be passed to the home network based serving CSCF that shall provide service control.

-    When subscribers roam to networks where a serving CSCF is offered but the home network decides to use a home network based serving CSCF, the roamed to (visited) network shall support a proxy CSCF.  The proxy CSCF shall enable the call control to be passed to the home network based serving CSCF that shall provide service control.

-    When subscribers roam to networks where a serving CSCF is offered and the home network decides to use the visited network based serving CSCF solution, the visited network serving CSCF may be used to provide service control to the roamed subscriber.

A Proxy CSCF shall be supported in both roaming and non-roaming case for home and visited service model, even when the serving CSCF is located in the same IM CN SS.

Reassigning the proxy CSCF assigned during CSCF discovery is not a requirement in Release 2000.  Procedures to allow registration time proxy CSCF reassignment may be considered in future releases.

Network initiated proxy CSCF reassignment is not a requirement.
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